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Schriftliche Anhorung zur Regelung der zweckdandernden Weiterverarbeitung
personenbezogener Daten in der Datenschutz-Grundverordnung (Art. 6 Abs. 4 DS-GVO-E)

Sehr _, sehr geehrte Damen und Herren,

Telemedicus e.V. bedankt sich fiir die Gelegenheit zur Stellungnahme im Rahmen der zuvor
genannten schriftlichen Anhérung.

Telemedicus ist ein juristisches Internetprojekt zu allen Rechtsfragen der Informationsgesell-
schaft. Im Fokus unserer Arbeit stehen das Informations-, Medien- und Datenschutzrecht
sowie die damit verbundenen sozialen, wirtschaftlichen und politischen Fragen. Getragen
und herausgegeben wird das Projekt vom gemeinniitzigen Telemedicus e.V., einer neutralen,
unabhangigen, wissenschaftlichen Vereinigung. Der Verein fordert satzungsgemal den freien
Austausch von Wissen Uber Rechtsfragen der Informationsgesellschaft auf juristischer und
interdisziplindrer Ebene.

Die nachfolgende Stellungnahme gliedert sich in einen allgemeinen Teil (1.), der sich abstrakt
mit der Frage der Zuldssigkeit einer nachtraglichen Zweckanderung vor dem Hintergrund der
Datenschutz-Grundverordnung beschaftigt, sowie einem besonderen Teil (2.), in dem die
vom Bundesministerium des Inneren aufgeworfenen Fragen erortert werden.

Telemedicus e.V. (gemeinniitzig) Kontakt: Vorstand:
Zur Dornhiege 38, vorstand@telemedicus.info Adrian Schneider
48161 Munster www.telemedicus.info Dr. Benjamin Kichenhoff
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1.
Allgemeine Erwagungen

Der datenschutzrechtliche Grundsatz der Zweckbindung beschrankt die Mdéglichkeiten der
datenverarbeitenden Stelle, beldsst ihr gleichzeitig aber auch ein notwendiges MaR an Flexi-
bilitat. Er betrifft zum einen die Datenerhebung, der ein expliziter, hinreichend konkreter und
legitimer Zweck zugrunde liegen muss, als auch zum anderen die Art und Weise der sich an-
schlieBenden Datenverarbeitungsvorgange. Der Einwilligung ist er aufgrund des geltenden
Bestimmtheitserfordernisses sogar immanent und damit Tatbestandsvoraussetzung.

Derzeit ist es moglich bei ,kompatibler” Zweckdanderung, die Verarbeitung auf Art. 7 f) der
europaischen Datenschutzrichtlinie (95/46/EG, nachfolgend ,,DSRL“) und damit das berech-
tigte Interesse der verantwortlichen Stelle zu stitzen. Es ware jedoch moglich, weitere, mit
dem urspriinglichen Zweck der Datenerhebung , unvereinbare” Datenverarbeitungsvorgange
auf Art. 7 f) DSRL zu stlitzen, vorausgesetzt die berechtigten Interessen der verantwortlichen
Stelle Uberwiegen die des Betroffenen. Diese zweite Verarbeitungsphase wird Gberwiegend
als eine neue, eigenstiandige, vom vorherigen Datenverarbeitungsvorgang unabhangige, Da-
tenverarbeitung betrachtet.

Warum sollte eine Legitimation einer Datenverarbeitung, die bei nilichterner Betrachtung
moglicherweise zwar mit dem Zweck der urspriinglichen Erhebung unvereinbar ist, jedoch
sehr wohl eigenstandig iber ihren neuen Zweck und auf der Grundlage von Art. 7 f) DSRL
nicht moglich sein? Eine solche Einschrankung sieht Art. 6 Abs. 4 DS-GVO-E jedoch vor, indem
er fir die Weiterverarbeitung von personenbezogenen Daten vom Vorliegen eines der Er-
laubnistatbestande des Art. 6 Abs. 1 a) bis e) DS-GVO-E vorsieht. Der bisherige Fall der Inte-
ressenabwagung ist dagegen in Art. 6 Abs. 1 f) DS-GVO-E geregelt und somit nicht erfasst.

Gerade vor dem Hintergrund von , Open Data“-Initiativen und dem Trend ,Big Data“, denen
eine Weiterverwendung fiir andere Zwecke geradezu immanent ist, scheint eine solche Be-
grenzung des Handlungsspielraums der datenverarbeitenden Stelle — abweichend von der
derzeitigen Rechtslage — unter wirtschaftlichen Gesichtspunkten nur schwerlich begriindbar.

Aus der gesellschaftlichen Perspektive zeigt sich dagegen ein eher gespaltenes Verhaltnis
zum Datenschutz. Auf der einen Seite steht das Interesse des Einzelnen als auch der Gesell-
schaft an der Nutzung neuer Dienstleistungen, die auf der (massenhafte) Auswertung perso-
nenbezogener Daten beruhen (bspw. im Bereich der medizinischen Vorsorge). Auf der ande-
ren Seite steht die berechtigte Furcht der Betroffenen, vor einer weitreichenden Erhebung,
Speicherung und Verarbeitung ihrer personenbezogenen Daten, von der Betroffene weder
Kenntnis haben, noch sie zu kontrollieren vermogen. Der datenschutzrechtliche Zweckbin-
dungsgrundsatz stellt dabei sicher, dass personenbezogene Daten auf der Grundlage einer
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einmal erteilten Einwilligung oder eines sonstigen Erlaubnistatbestandes fiir Zwecke genutzt
werden, die sie nicht kennen oder denen sie so nie zugestimmt hatten. Die Verarbeitung per-
sonenbezogener Daten zu einem anderen als dem urspringlich ihrer Erhebung zugrundelie-
genden Zweck, begegnet daher insbesondere im Falle der Einwilligung erheblichen Schwie-
rigkeiten, da es oft an der Erflillung ihrer Tatbestandsvoraussetzungen fehlen dirfte.

Der Gedanke des Datenschutzrechts, das Personlichkeitsrecht der Betroffenen in Bezug auf
den Umgang mit ihren personenbezogenen Daten zu schiitzen, tritt aber gerade in diesem
Fall besonders zu Tage. Das Grundprinzip einer gesetzlichen Regelung und Aufstellung von
Schutzmechanismen sollte daher auch von dieser Grundlage ausgehen.

Im Rahmen des hier besprochenen Themenfeldes stellen sich daher zwei grundsatzliche Fra-
gen: Soll eine Weiterverarbeitung personenbezogener Daten bei Zweckdnderung zuldssig
sein und falls ja, unter welchen Voraussetzungen?

a)
Zuldssigkeit der Weiterverarbeitung bei Zweckanderung

Wie oben beschrieben ist eine Weiterverarbeitung bei Zweckdnderung bereits derzeit unter
dem Regime der geltenden DSRL moglich und hat Eingang ins deutsche Datenschutzrecht
(vgl. § 28 BDSG) gefunden. Voraussetzung ist, dass die neue bzw. weitere Datenverarbeitung
selbst alle Verarbeitungsvoraussetzungen erfillt. Erforderlich ist, dass der (Weiter-) Verarbei-
tung ein festgelegter und rechtmaRiger Zweck (Art. 6 Abs. 1 b) DSRL) sowie eine der in Art. 7
DS-RL genannten Rechtsgrundlagen zugrunde liegt. Eine zweckdandernde Datenverarbeitung
ist in Deutschland derzeit auch auf der Grundlage der , berechtigten Interessen” der verant-
wortlichen Stelle erlaubt, vgl. § 28 Abs. 2 Nr. 1 BDSG. Eine Priifung der Vereinbarkeit der ,,al-
ten” und ,neuen” Zwecke findet insoweit im Rahmen der Abwagung der schutzwirdigen
Interessen des Betroffenen mit den Interessen der berechtigten Stelle statt. Jedoch ist damit
nicht per se ausgeschlossen, dass eine Weiterverarbeitung fiir Zwecke nicht moglich ist, die
manch ein Betroffener als ,,unvereinbar” mit den urspriinglichen Zwecken ansehen mag. Die-
se Form der Verarbeitung stellt also eigentlich gar keine , Weiter“-Verarbeitung, sondern eine
neue Datenverarbeitung dar. Dies sollte auch kiinftig moglich sein.

Betrachtet man eine ,Weiterverarbeitung” als eine solche Datenverarbeitung, die keines
neuen Erlaubnistatbestandes bedarf, da sie von demjenigen Erlaubnistatbestand der Erhe-
bung gedeckt ist, so betrifft die Diskussion allein die Frage, wie weit die Legitimation dieser
Grundlage und des mit ihr verbundenen Zweckes reicht, um auch eine Zweckanderung (auf
dieser bestehenden Grundlage) zuzulassen. Diese Form der Datenverarbeitung ist derzeit mit
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Einschrankungen - namlich flr historische, statistische und wissenschaftliche Zwecke- nur
erlaubt, wenn ,,die Weise” der Datenverarbeitung mit den urspriinglichen Zweckbestimmun-
gen vereinbar ist (Art. 6 Abs. 1 b) DSRL). Daher sollte auch in Zukunft die Weiterverarbeitung
bei Zweckanderung maoglich sein.

Die Frage ist nun jedoch, wie weit die zukiinftigen Ausnahmen gehen, ob man sich also auf
die bestehenden (Art. 6 Abs. 1 b) DSRL) beschrédnkt, oder weitere Ausnahmen zuldsst oder
sogar das Prinzip der Weiterverarbeitung bei Zweckdanderung umkehrt, namlich in eine
grundsatzliche Erlaubnis und nur diejenigen Ausnahmen auffihrt, bei denen die Weiterver-
arbeitung nicht moglich sein soll. Der Nachteil eines solchen Verbotskatalogs bestiinde frei-
lich in seinem abschlieBenden Charakter, weshalb auch hier eine Offnungsklausel auf unbe-
stimmte, dhnlich gelagerte Falle erforderlich ware, will der Gesetzgeber sich und der Recht-
sprechung die notwendige Flexibilitdat erhalten, um auf neue Anwendungsfille und Ge-
schaftsmodelle in der Praxis zu reagieren.

In diesem Zusammenhang stellt die Einwilligung einen Sonderfall dar. Diese unterliegt den
strengen Anforderungen des Bestimmtheitsgrundsatzes und muss im Vorfeld der Datenver-
arbeitung eingeholt werden. Mit Blick auf das Recht auf informationelle Selbstbestimmung
sollte nur dann auf die Einwilligung des Betroffenen zur Rechtfertigung eines Datenverarbei-
tungsvorgangs zurlickgegriffen werden, wenn kein anderer Erlaubnistatbestand anwendbar
ist.! Die Ausibung des Rechts auf informationelle Selbstbestimmung setzt gerade voraus,
dass der Betroffene eine Wahl hat, sich fiir oder gegen einen bestimmten Datenverarbei-
tungsvorgang zu entscheiden. Aus rechtsdogmatischen Griinden sollte in Art. 6 DS-GVO-E die
Moglichkeit einer weiterfiihrenden Verarbeitung von personenbezogenen Daten, die auf-
grund einer Einwilligung erlangt wurden, im Falle der Zweckanderung explizit ausgeschlossen
werden. Damit wird im Prinzip nur klargestellt, was gesetzlich bereits jetzt fiir die Einwilli-
gung gilt: Sie muss ohne Zwang, fiir den konkreten Fall und in Kenntnis der Sachlage erfolgen
(Art. 2 h) DSRL). Werden jedoch Zwecke komplett gedndert oder ausgetauscht, wird die Ein-
willigung bereits aufgrund der mangelnden Erfillung ihrer Tatbestandsvoraussetzungen oft
nicht als Verarbeitungsgrundlage dienen kdnnen.

1 S0 auch die Artikel-29-Datenschutzgruppe in ihrer Stellungnahme 8/2001 v. 13.9.2001 zur Verarbeitung
personenbezogener Daten von Beschaftigten, WP 48, S. 3, http://ec.europa.eu/justice/data-
protection/article-29/documentation/opinion-recommendation/files/2001/wp48_de.pdf.
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b)
Zulassigkeitsvoraussetzungen einer Weiterverarbeitung bei Zweckanderung

Derzeit ist die Weiterverarbeitung bei einer Zweckdnderung grundsatzlich verboten, wenn
die Weise der Weiterverarbeitung mit den urspringlichen Zwecken unvereinbar ist. Ein
grundsatzliches Verbot auch in der Zukunft wiirde daher die bestehende Gesetzeslage fort-
schreiben.

Jedoch gilt es zunachst festzustellen, dass eine Weiterverarbeitung nach Art. 6 Abs. 1 b) DSRL
nur verboten ist, wenn dies in einer mit den urspriinglichen Zwecken ,nicht zu vereinbaren-
den Weise” geschieht. Eine Zweckdanderung und Weiterverarbeitung ist also auch derzeit
sehr wohl zuldssig, wenn die Weise der Datenverarbeitung mit den urspriinglichen Zwecken
,vereinbar” ist.

Entscheidend wird also die Antwort auf die Frage sein, was unter der ,Vereinbarkeit” der
Weise der Weiterverarbeitung zu verstehen ist.

Die Vereinbarkeit der Weiterverarbeitung bezieht sich nicht (allein) auf einen Vergleich der
Zwecke des jeweiligen Datenverarbeitungsvorgangs, wie es etwa Art. 6 Abs. 4 DS-GVO-E vor-
sieht. Art. 6 Abs. 1 b) DSRL spricht explizit von der ,,Weise” der Weiterverarbeitung. Dies er-
offnet einen groReren Interpretationsspielraum, wann eine zweckdandernde Weiterverarbei-
tung moglich ist und ist gerade nicht auf einen Vergleich der Zwecke beschrankt. Vielmehr
muss die gesamte Art und Weise der Weiterverarbeitung betrachtet werden. Hierzu zdhlen
unter anderem auch Schutzmechanismen, die mit der Weiterverarbeitung einhergehen. So
kann und muss eine Verringerung der Datenmenge, eine Pseudonymisierung, eine Aggregie-
rung oder andere Schutzvorkehrungen in die Interessenabwagung mit einflieBen. Dies gilt es
auch kinftig bei der Interpretation der ,(Un-) Vereinbarkeit” der Weiterverarbeitung nach
Art. 6 Abs. 4 DS-GVO-E sicherzustellen, der nach derzeitigem Stand allerdings lediglich einen
Vergleich der Zwecke des jeweiligen Datenverarbeitungsvorgangs vorsieht.

Die DSRL eroffnet also bereits heute die Mdglichkeit einer zweckandernden Weiterverarbei-
tung, wenn die Weise der Datenverarbeitung mit den urspriinglichen Zwecken vereinbar ist.
Diese Voraussetzung und die mit ihr einhergehende Flexibilitdt sollte unter der Datenschutz-
Grundverordnung (DS-GVO) — mit Ausnahme der Einwilligung — beibehalten werden. Alles
andere ware ein Rickschritt und eine mit den technischen Entwicklungen kaum zu vereinba-
rende Beschriankung der digitalen Wirtschaft.

Anpassungsbedarf besteht sicherlich bei der Frage, ob man unter der DSGVO die Anforde-
rungen an die Weise der Weiterverarbeitung ndher umschreibt. Die Anderungen im Rat se-
hen bereits die Einfligung eines Katalogs von Kriterien vor, der diesen Gedanken aufnimmt
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(vgl. Art. 6 Abs. 3a DS-GVO-E). Im Prinzip sollte es darum gehen, der verantwortlichen Stelle
Kriterien an die Hand zu geben, nach denen sie die Weise (also alle Umstande) der Datenver-
arbeitung gestalten kann/muss, um eine Vereinbarkeit mit den urspringlichen Zwecken si-
cherzustellen. Zu denken wadre etwa auch an die Aufnahme dieses Abwagungsprozesses in
das Verfahren der Datenschutz-Folgenabschatzung.? Die Kriterien, welche hier benannt wer-
den konnen, sollten dabei sowohl Datenschutzprinzipien umfassen (Datensparsamkeit), aber
auch tatsachliche Anpassungen des Verarbeitungsvorgangs benennen (Pseudonymisierung;
Aggregierung; technische und organisatorische MalRnahmen). Derlei Kriterien sollten auch
kiinftig im Rahmen der vorzunehmenden Interessenabwagung berlicksichtigt werden.

Die vorzunehmende Interessenabwagung sollte sich daher auch kiinftig nicht auf die Gegen-
Uberstellung von vermeintlich ,positiven” und ,negativen” Zwecken beschranken, sofern
eine derart subjektivierte und vereinfachte Unterscheidung iberhaupt moglich ist. Eine der-
art verkirzte Abwagung birgt ohnehin erhebliche Rechtsunsicherheit. Der eine mag die Wei-
terverarbeitung seiner personenbezogenen Daten flir Werbezwecke als , positiv empfinden,
andere wiederum werden dies als Eingriff in ihr Recht auf informationelle Selbstbestimmung
y,hegativ’ werten. Die dem Gesetz bereits derzeit inhdarente Moglichkeit der Einbeziehung
weiterer Kriterien®, tiber den bloRen Zweck hinaus, sollte daher auch zuklinftig moglich sein.

Der Vorteil des Bezugs auf die ,,Weise” der Datenverarbeitung ist dabei offensichtlich: Er lasst
sich objektiv oder zumindest aus einer objektivierten Perspektive bestimmen. Auf diese Wei-
se wird der Abwagungsprozess fir die verantwortliche Stelle vereinfacht. Damit einher geht
ein Zuwachs an Rechtssicherheit, der nicht unweigerlich zu Lasten des Schutzes der betroffe-
nen gehen muss, im Gegenteil fiir diese sogar einen Schutzgewinn darstellen kann.

Werden Verschlisselungstechniken eingesetzt? Werden Daten pseudonymisiert? Wird das
Datenvolumen verringert? Auch diese eher technischen Fragen sollten im Rahmen der Inte-
ressenabwagung Beriicksichtigung finden, wenngleich nicht allein ausschlaggebend sein.
Kommt man im Rahmen dieser Gesamtabwagung der Zwecke als auch der Umstande (,, Wei-
se”) der Datenverarbeitung zum Ergebnis, dass die Zweckanderung mit dem der urspriingli-
chen Datenerhebung zugrundeliegenden Zweck vereinbar ist, muss dies auch dann gelten,
wenn die Weiterverarbeitung aufgrund der berechtigten Interessen der verantwortlichen
Stelle erfolgt. Einzig die Einwilligung sollte aus den bereits angesprochenen dogmatischen

2 vgl. auch die Kriterien der Artikel-29-Gruppe in ihrer Stellungnahme zur Weiterverwendung éffentlicher
Daten, WP 207, S. 6 und 20, http://ec.europa.eu/justice/data-protection/article-
29/documentation/opinion-recommendation/files/2013/wp207_en.pdf.

* Einen entsprechenden Kriterienkatalog hat die Artiktel-29-Gruppe in ihrer Stellungnahme zum Zweckbin-
dungsgrundsatz, WP 209, S. 3 aufgestellt, http://ec.europa.eu/justice/data-protection/article-
29/documentation/opinion-recommendation/files/2013/wp203_en.pdf.
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Grinden einer nachtraglichen Zweckdanderung entzogen werden bzw. ist sie dies aufgrund
der fehlenden Voraussetzungen meist ohnehin.

2.

Zu den Fragen des Bundesministerium des Inneren

a)

Welche Bedeutung hat das Erfordernis der Kompatibilitat des gednderten Zwecks einer
Datenverarbeitung mit dem Erhebungszweck fiir bestehende und kiinftige Geschaftsmodel-
le sowie fiir die Rechte und Interessen der Betroffenen?

Die Kompatibilitat der Zwecke (wie oben bereits beschrieben sollte man genauer von ur-
spriinglichem Zweck und Datenverarbeitungsweise sprechen) hat fiir die Rechte der Be-
troffenen groRRe Bedeutung. Sollen Daten fir neue Zwecke weiterverarbeitet werden, ohne
dass die Betroffenen diese neuen Zwecke genau kennen, bedingt dies ein ,,Mehr” an Verant-
wortung auf Seiten der verantwortlichen Stelle. Dieses Mehr an Verantwortung sollte jedoch
auch durch zusatzlich zu beachtende, gesetzlich festgeschriebene Schutzmechanismen er-
reicht werden kénnen, ohne dass diese allein eine Datenverarbeitung zu miteinander véllig
unvereinbaren Zwecke zu rechtfertigen vermag. Vielmehr gilt es hier weitere Kriterien aufzu-
nehmen, die im Rahmen der Interessenabwagung besonders berlicksichtigt werden missen.*

Ein Totalverbot der zweckdandernden Weiterverarbeitung wirde einen Rickschritt gegentiber
der derzeit geltenden Gesetzeslage bedeuten. Uber das Merkmal der ,Weise“ der Weiter-
verarbeitung bietet sich die effiziente Moglichkeit, dem Betroffenen die ihm zustehende Si-
cherheit zu bieten, dass seine Daten nicht ,missbraucht” werden und der verantwortlichen
Stelle die Freiheit, nicht bei jeder Zweckanderung ein juristisches Minenfeld zu betreten auf-
grund der Unsicherheit die sich daraus ergeben wiirde, allein auf vermeintlich ,positive” oder
,hegative” Zwecke abzustellen.

Hierzu sollte Art.6 Abs.4 DS-GVO-E derart gedandert werden, dass an die Stelle des
»Zweckabgleichs” eine offene Interessenabwagung tritt, deren Kriterien, wie auch von der
Artikel-29-Gruppe vorgeschlagen, in der Verordnung festgehalten werden. In diese Erwagung
sollten u.a. auch die zuvor genannten Schutzmechanismen (,, Weise” der Verarbeitung) ein-

4 Vgl. die Ausfiihrungen der Artiktel-29-Gruppe in ihrer Stellungnahme zum Zweckbindungsgrundsatz, WP
209, S. 3, 23 ff. aufgestellt, http://ec.europa.eu/justice/data-protection/article-
29/documentation/opinion-recommendation/files/2013/wp203_en.pdf.

www.telemedicus.info Seite 7 von 10



s | Telemedicus

Recht der Informationsgesellschaft
J

flieRen. Die Moglichkeit einer Weiterverarbeitung bei Zweckanderung sollte kiinftig zudem
auch aufgrund der Gberwiegenden Interessen der datenverarbeitenden Stelle (Art. 6 Abs. 1 f)
DS-GVO-E) zulassig sein. Im Falle der Einwilligung sollte dagegen bereits aus dogmatischen
Grinden eine strikte Zweckbindung gelten, die eine nachtragliche Weiterverarbeitung zu
anderen Zwecken ausschlie8t. Auf diese Weise wiirde den Interessen des Betroffenen im
Hinblick auf die selbstbestimmte Ausiibung seines Rechts auf informationelle Selbstbestim-
mung hinreichend Rechnung getragen.

b)

Welche Folgen hitte es fiir diese Geschdftsmodelle sowie fiir die Betroffenen, wenn eine
mit dem Erhebungszweck unvereinbare Zweckanderung aufgrund iiberwiegender berech-
tigter Interessen des Datenverarbeiters (Art. 6 Abs. 1 lit. f DS-GVO-E) ausgeschlossen ware?

Die derzeitige Fassung des Art. 6 Abs. 4 DS-GVO-E sieht fiir den Fall, dass die urspriinglichen
Erhebung und Verarbeitung personenbezogener Daten aufgrund Gberwiegender berechtigter
Interessen des Datenverarbeiters (Art. 6 Abs. 1 f) DS-GVO-E) erfolgt, nicht nur keine Weiter-
verarbeitung zu hiermit unvereinbaren Zwecken vor, sondern lGberhaupt keine Mdglichkeit
der Weiterverarbeitung.

Unter wirtschaftlichen Gesichtspunkten stellt dies einen Riickschritt gegeniber der aktuellen
Gesetzeslage dar. Der Wegfall jeglicher, noch so geringer Abweichung vom Zweckbindungs-
grundsatz wirde in vielen Fallen dazu fuhren, dass die verantwortliche Stelle bereits vorhan-
dene Daten neu erheben und separat speichern miisste, um diese einer weiteren, Gber den
urspriinglichen Zweck hinausgehenden Verwendung zuzufiigen. Dem so entstehenden, nicht
unerheblichen, wirtschaftlichen Mehraufwand stehen jedoch auf Seiten der Betroffenen nur
dort ein ,,Mehr” an Datenschutz gegeniber, wo die verantwortliche Stelle zur Neuerhebung
und weiteren Verarbeitung seiner personenbezogenen Daten auf deren Einwilligung ange-
wiesen sind.

Ein generelles Verbot der Weiterverarbeitung personenbezogener Daten aufgrund lGberwie-
gender, berechtigter Interessen der verantwortlichen Stelle bei Zweckdanderung wiirde die
wirtschaftliche und technische Entwicklung zukiinftiger Technologien und Anwendungen im
Bereich (Informations-) Technologie in Europa erheblich behindern. Insbesondere bei der
Personalisierung von Anwendungen und Dienstleistungen (nicht nur der Werbung) ist die
Wirtschaft auf die Verwendung personenbezogener Daten angewiesen. Gleiches gilt fir die
Entwicklung von Algorithmen (Suchmaschinen) oder intelligenter, selbstlernender Systeme,
die ihre Fortschritte aufgrund von Datenverarbeitungsprozessen erlangen. Gleichwohl er-
scheint hier vielfach eine Reduktion der Personenbeziehbarkeit (bspw. durch Pseudonymisie-
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rung) als auch der Verzicht auf personenbezogene Daten (bspw. durch Anonymisierung)
denkbar.

Bei ,,Big Data“ geht es dagegen gerade darum, unterschiedliche Datenbestande, unabhangig
von ihrem Erhebungsgrund und ihrem Verarbeitungszweck zusammenzufiihren, zu analysie-
ren und hieraus neue Anwendungsfdlle und Geschaftsmodelle zu entwickeln. Es liegt daher in
der Natur der Sache, dass in diesem Bereich der Zweck der Datenverarbeitung im Zeitpunkt
der Erhebung noch nicht abschlieBend bestimmt oder auch nur bestimmbar ist. Will man sich
diesem Anwendungsfeld nicht generell verschlieRen, bedarf es gesetzlicher Rahmenbedin-
gungen, die sowohl den Schutz der personenbezogenen Daten sicherstellen, als auch die
notwendige Flexibilitdt bei der Weiterverarbeitung der Daten andere als die urspriinglich
verfolgten Zwecke zugrunde zu legen.

Aber auch eine Erstreckung des Art. 6 Abs. 4 DS-GVO-E auf den Fall des Art. 6 Abs. 1 f) DS-
GVO-E stellt aus Sicht der Wirtschaft als auch des Betroffenen keine hinreichend zufrieden-
stellende Losung dar. Die Beschrankung allein auf die Vereinbarkeit bedeutet eine Einschran-
kung der nach derzeit geltendem Recht bestehenden Maoglichkeiten zur Weiterverarbeitung
personenbezogener Daten trotz Zweckanderung und dirfte fir die derzeitige Praxis erhebli-
che Folgen haben. Auch tragt der Begriff der ,Unvereinbarkeit” kaum zu mehr Rechtssicher-
heit bei.

Um in einem derart komplexen, stetigem Wandel unterworfenen Bereich eine pauschale
Ubervorteilung zum Nachteil der einen oder der anderen Seite zu verhindern, bedarf es einer
umfassenden Interessenabwagung im Einzelfall. Um gleichwohl ein gewisses Mal3 an Rechts-
sicherheit zu wahren, sollte der Gesetzgeber anstelle eines unbestimmten Rechtsbegriffs
(,Unvereinbarkeit“) klare Kriterien vorgeben, die bei der Abwagung zu beriicksichtigen sind.’
Dabei sollte, wie bereits zuvor ausgefiihrt, nicht nur der Zweck der Datenverarbeitung eine
Rolle spielen, sondern dartiber hinaus auch weitere Kriterien berucksichtigt werden, die eine
moglichst datenschutzkonforme und eingriffsarme Datenverarbeitung gewahrleisten (bspw.
Pseudonymisierung).

Aufgrund der Anforderungen des Bestimmtheitsgrundsatzes an die Wirksamkeit der Einwilli-
gung, durfte diese als Grundlage fir ,Big Data“-Anwendungen (und diesen immanenten
Zweckanderungen) in der Regel ausscheiden. Eine pauschale Erteilung der Einwilligung in die
Datenverarbeitung fir den Zweck ,Big Data” ist datenschutzrechtlich nicht konkret genug
und unterliegt daher dem Risiko unwirksam zu sein. Der Zweckbindungsgrundsatz ist der
Einwilligung als Tatbestandsmerkmal immanent, weshalb eine Zweckanderung hier regelma-

> vgl. die Ausfiihrungen der Artiktel-29-Gruppe in ihrer Stellungnahme zum Zweckbindungsgrundsatz, WP
209, S. 3, 23 ff. aufgestellt, http://ec.europa.eu/justice/data-protection/article-
29/documentation/opinion-recommendation/files/2013/wp203_en.pdf.
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Rig zu Konflikten fiihrt. Es spricht daher aus wirtschaftlicher Sicht grundsatzlich nichts dage-
gen, dem Betroffenen, dort wo er sein Recht auf informationelle Selbstbestimmung aktiv
ausutben kann, die Entscheidungshoheit liber seine personenbezogenen Daten zu lberlassen.

Dr. Carlo Piltz Dr. Sebastian Briiggemann, M.A.
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