Gesetzentwurf

der Bundesregierung

Entwurf eines

Gesetzes zur Regelung des Datenschutzaudits
und zur Anderung datenschutzrechtlicher Vorschriften

A. Problem und Ziel

Den Aufwendungen von Unternehmen fir einen Uber das gesetzlich vorgeschriebene
Datenschutzniveau hinausgehenden Datenschutz soll ein adaquater wirtschaftlicher
Mehrwert gegenlber stehen. Ein freiwilliges, gesetzlich geregeltes Datenschutzaudit mit
der Vergabe eines Datenschutzauditsiegels verbindet Férderung des Datenschutzes und
Wirtschaftsférderung miteinander. Zugleich soll die Ankiindigung eines Datenschutzaudit-
gesetzes in § 9a Satz 2 des Bundesdatenschutzgesetzes erfillt werden.

In der jingeren Vergangenheit sind zunehmend Falle des rechtswidrigen Handels mit
personenbezogenen Daten bekannt geworden Die Herkunft der Daten ist grofitenteils
nicht nachvollziehbar. Der Erlaubnistatbestand des § 28 Absatz 3 Satz 1 Nummer 3 des
Bundesdatenschutzgesetzes hat sich dabei fir die Herstellung der notwendigen Transpa-
renz als besonders nachteilig erwiesen. Danach durfen bestimmte personenbezogene
Daten, wenn sie listenmaBig oder sonst zusammengefasst sind, flir Zwecke der Werbung
oder der Markt- oder Meinungsforschung ohne Einwilligung der Betroffenen Ubermittelt
oder genutzt werden. Die praktische Anwendung dieser Vorschrift hat dazu gefiihrt, dass
personenbezogene Daten weitlaufig zum Erwerb oder zur Nutzung angeboten werden,
ohne in jedem Fall die in der Vorschrift angelegten Anforderungen zu beachten. Zudem
hat sich das Verhaltnis der Birgerinnen und Birger zu Werbung, Markt- und Meinungs-
forschung seit dem Bestehen der Vorschrift gewandelt: Die Betroffenen mochten Uber die
Verwendung personenbezogener Daten fiir diese Zwecke selbst entscheiden kénnen.

B. Losung

Unternehmen wird die Moglichkeit erdffnet, sich freiwillig einem gesetzlich geregelten un-
blrokratischen Datenschutzaudit zu unterziehen und Datenschutzkonzepte und techni-
sche Einrichtungen mit einem Datenschutzsiegel zu kennzeichnen. Dabei kontrollieren
zugelassene Kontrollstellen in regelmafigen Abstanden, ob die gekennzeichneten Kon-
zepte und Einrichtungen von einem mit Experten aus Wirtschaft und Verwaltung besetz-
ten Ausschuss erlassene Richtlinien zur Verbesserung des Datenschutzes und der Da-
tensicherheit erfillen. Unternehmen, die sich dem Kontrollverfahren unterwerfen, dirfen
im Rechts- und Geschéftsverkehr ein Datenschutzauditsiegel verwenden und hiermit wer-
ben.

Die Erlaubnis zur Verwendung personenbezogener Daten zum Zwecke der Werbung,
Markt- und Meinungsforschung ohne Einwilligung der Betroffenen wird beschrankt auf
Werbung flr eigene Angebote oder die eigene Markt- oder Meinungsforschung der Stel-
len, die im Rahmen einer Vertragsbeziehung mit dem Betroffenen Daten Uber ihn erhalten
haben, sowie bestimmter Empfanger steuerbeglinstigter Spendenwerbung. Die Verwen-
dung personenbezogener Daten flir Zwecke des Adresshandels sowie fiir fremde Werbe-
zwecke oder Markt- oder Meinungsforschung soll nur mit Einwilligung der Betroffenen
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moglich sein. Zudem sollen marktbeherrschende Unternehmen die Einwilligung nicht
durch Kopplung mit dem Vertragsschluss erzwingen dirfen.

C. Alternativen

Keine.
D. Finanzielle Auswirkungen auf die offentlichen Haushalte

1. Haushaltsausgaben ohne Vollzugsaufwand

Keine.

2. Vollzugsaufwand

Das Gesetz bewirkt Vollzugsaufwand bei den Landern und in einem Teilbereich beim
Bundesbeauftragten fir den Datenschutz und die Informationsfreiheit im Rahmen der
Durchfiihrung des Gesetzes und der Uberwachung der zugelassenen Kontrollstellen. Die
Kosten fur die einzelnen Auditverfahren kénnen durch Kostenordnungen auf die An-
tragsteller abgewalzt werden. Weiterer Vollzugsaufwand entsteht beim Bundesbeauftrag-
ten fur den Datenschutz und die Informationsfreiheit durch die Zulassung der Kontrollstel-
len und ggf. die Entziehung der Zulassung sowie das Fuhren eines Verzeichnisses der
Kontrollstellen und der in das Kontrollsystem einbezogenen Datenschutzkonzepte und
technischen Einrichtungen. Ferner entsteht Vollzugsaufwand durch die Bildung eines Da-
tenschutzauditausschusses mit Vertretern aus Bund, Landern und der Wirtschaft nebst
Geschéftsstelle beim Bundesbeauftragten flir den Datenschutz und die Informationsfrei-
heit. Hierfir kbnnen in Abhangigkeit von der Zahl der Kontrollstellen bis zu 15 zusatzliche
Stellen sowie jahrlich Haushaltsmittel in Héhe von rd. 1,2 Mio. Euro flr Personal- und
Sachausgaben bendtigt werden. Uber die Ausbringung und Finanzierung dieser Personal-
und Sachausgaben ist im Haushaltsaufstellungsverfahren 2010 zu entscheiden.

E. Sonstige Kosten

Kosten fir die Wirtschaft entstehen, soweit nach Ablauf der Ubergangsvorschrift kiinftig
Einwilligungen der Betroffenen einzuholen sind, um deren personenbezogene Daten fir
nicht ausschlieBlich eigene Zwecke der Werbung oder der Markt- oder Meinungsfor-
schung zu verarbeiten und zu nutzen. Ferner kdnnen Kosten fir die Wirtschaft entstehen,
soweit diese kinftig verpflichtet ist, bei unrechtmaRiger Kenntniserlangung bestimmter
Daten durch Dritte die Aufsichtsbehérden und Betroffenen zu benachrichtigen.

Im Rahmen des Datenschutzauditgesetzes kénnen Kosten flir die Wirtschaft nach Mal-
gabe von ggf. von den Landern und dem Bund zu erlassenden Kostenordnungen entste-
hen, durch die die Kosten flir die einzelnen Auditverfahren auf die Unternehmen abge-
walzt werden kénnen. Da ein Datenschutzaudit freiwillig ist, kdnnen es die Unternehmen
von einer Wirtschaftlichkeitsbetrachtung abhangig machen, ob sie sich einem Audit mit
der damit einhergehenden Kostenfolge unterziehen.

F. Burokratiekosten
Fur die Wirtschaft werden 15 Informationspflichten neu eingefiihrt und eine Informations-
pflicht geandert. Es wird keine Informationspflicht abgeschafft. Die Summe der zu erwar-

tenden Belastungen fur die Wirtschaft betragt 10,14 Mio. Euro.

Fur die Burgerinnen und Birger wird keine Informationspflicht neu eingefiihrt, geandert
oder abgeschafft.
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Fur die Verwaltung werden zwolf Informationspflichten neu eingefihrt und keine Informa-
tionspflicht gedndert oder abgeschafft.
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Vom [Datum der Ausfertigung]

Der Bundestag hat das folgende Gesetz beschlossen:
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§19 Einziehung
§ 20  Ubergangsvorschrift

§1
Datenschutzaudit
Nach Maligabe dieses Gesetzes kdnnen
1. verantwortliche Stellen ihr Datenschutzkonzept und

2. Anbieter von Datenverarbeitungsanlagen und -programmen (informationstechni-
schen Einrichtungen) die angebotenen informationstechnischen Einrichtungen

kontrollieren lassen, sofern sie nichtoffentliche Stellen im Sinne des § 2 Absatz 4 des
Bundesdatenschutzgesetzes sind. Sie dirfen ihr Datenschutzkonzept oder eine angebo-
tene informationstechnische Einrichtung mit einem Datenschutzauditsiegel kennzeichnen,
wenn

1. bei der Datenverarbeitung, fir die das Datenschutzkonzept oder die informati-
onstechnische Einrichtung vorgesehen ist, die Vorschriften zum Schutz perso-
nenbezogener Daten eingehalten werden,

2. die fur das Datenschutzkonzept oder die informationstechnische Einrichtung gel-
tenden Richtlinien zur Verbesserung des Datenschutzes und der Datensicherheit
nach § 11 Absatz 1 erfiillt werden,

3. als Anbieter mit Sitz im Inland die Vorschriften des Bundesdatenschutzgesetzes
Uber die organisatorische Stellung des Beauftragten fiir den Datenschutz ein-
gehalten werden und

4. dies nach § 3 kontrolliert wird.

Nichtoffentliche Stellen im Sinne dieses Gesetzes sind auch die in § 27 Absatz 1 Satz 1
Nummer 2 des Bundesdatenschutzgesetzes genannten Stellen.

§2
Zustandigkeit

(1) Die Durchfuhrung dieses Gesetzes und der auf Grund dieses Gesetzes erlasse-
nen Rechtsverordnungen obliegt den nach Landesrecht zustandigen Behdrden, soweit
nachstehend nichts anderes bestimmt ist. Soweit flr die geschaftsmaRige Erbringung von
Post- oder Telekommunikationsdiensten Daten zu naturlichen oder juristischen Personen
erhoben, verarbeitet oder genutzt werden, ist zustandige Behérde der Bundesbeauftragte
fur den Datenschutz und die Informationsfreiheit (Bundesbeauftragter).

(2) Der Bundesbeauftragte ist zustandig fir die Zulassung der Kontrollstellen, die
Entziehung der Zulassung und die Vergabe der Kennnummern an die Kontrollstellen.
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§3
Kontrollen

Vorbehaltlich einer Rechtsverordnung nach § 16 Absatz 1 Satz 1 Nummer 1 oder § 16
Absatz 2 Satz 1 Nummer 1 werden die Kontrollen nach § 1 Satz 2 Nummer 4 von zuge-
lassenen Kontrollstellen durchgefiihrt, soweit die Aufgabenwahrnehmung nicht mit der
Durchfiuihrung eines Verwaltungsverfahrens verbunden ist. Der Beauftragte fir den Da-
tenschutz nach § 4f Absatz 1 Satz 1 des Bundesdatenschutzgesetzes ist in die Durchfiih-
rung der Kontrollen einzubeziehen. Art und Haufigkeit der Kontrollen richten sich nach
dem Risiko des Auftretens von Verstdlien gegen dieses Gesetz, die auf Grund dieses
Gesetzes erlassenen Rechtsverordnungen oder die fiir das Datenschutzkonzept oder die
informationstechnische Einrichtung geltenden Richtlinien zur Verbesserung des Daten-
schutzes und der Datensicherheit nach § 11 Absatz 1. Jede nichtoffentliche Stelle, die
eine Anzeige nach § 9 Absatz 1 Satz 1 erstattet hat, wird, sobald der ordnungsgemafie
Geschéftsbetrieb der Kontrollstelle es erméglicht, erstmalig und sodann spatestens inner-
halb von zwdlf Monaten nach dieser Kontrolle erneut kontrolliert. Danach wird die nichtof-
fentliche Stelle spatestens alle 18 Monate kontrolliert.

§4
Zulassung der Kontrollstelle und Entziehung der Zulassung
(1) Eine Kontrollstelle ist auf Antrag zuzulassen, wenn
1. ihr Leitungspersonal und die fir Kontrollen verantwortlichen Beschaftigten -
ber die erforderliche Zuverlassigkeit, Unabhangigkeit und fachliche Eignung
verflgen,
2. die Kontrollstelle akkreditiert ist,
3. die fUr die Zulassung erhobenen Gebihren entrichtet worden sind und
4. die Kontrollstelle ihren Sitz oder eine Niederlassung im Bundesgebiet hat.

Mit der Zulassung ist der Kontrollstelle eine Kennnummer zuzuteilen.

(2) Die Zulassung wird flir das gesamte Bundesgebiet erteilt. Auf Antrag kann die
Zulassung auf einzelne Lander beschrankt werden.

(3) Die Zulassung kann mit Befristungen, Bedingungen oder einem Vorbehalt des
Widerrufs erlassen oder mit Auflagen verbunden werden, soweit die Funktionsfahigkeit
des Kontrollsystems oder Belange des Datenschutzes hinsichtlich der Voraussetzungen
nach Absatz 1 Nummer 1 oder Nummer 2 dies erfordern. Unter denselben Voraussetzun-
gen ist die nachtragliche Aufnahme und die Anderung von Auflagen zuléssig.

(4) Einer Kontrollstelle wird die Zulassung entzogen, wenn die Kontrollstelle

1. den Anforderungen nach Absatz 1 Satz 1 Nummer 1, Nummer 2 oder Num-
mer 4 nicht mehr genigt,

2. ihren Verpflichtungen nach diesem Gesetz, insbesondere nach § 6 oder § 8
Absatz 3, oder nach einer aufgrund dieses Gesetzes erlassenen Rechtsver-
ordnung in schwerwiegender Weise nicht nachkommt.



-4-

§5

Anforderungen an das Personal der Kontrolistelle

(1) Uber die erforderliche Zuverlassigkeit verfligt, wer auf Grund seiner persénlichen
Eigenschaften, seines Verhaltens und seiner Fahigkeiten die Gewahr fur die ordnungs-
gemale Erfullung der ihm obliegenden Aufgaben bietet. Fir die Zuverlassigkeit bietet in
der Regel keine Gewahr, wer

1.

ausweislich eines Flhrungszeugnisses flir Behdrden nach § 30 Absatz 5, § 31
des Bundeszentralregistergesetzes wegen Verletzung der Vorschriften des
Strafrechts Uber den personlichen Lebens- und Geheimbereich, lGber Eigen-
tums- und Vermogensdelikte, Urkundenfalschung oder Insolvenzstraftaten mit
einer Strafe oder wegen Verletzung gewerbe- oder arbeitsschutzrechtlicher
Vorschriften mit einer Geldbuf3e in H6he von mehr als finfhundert Euro belegt
worden ist,

wiederholt oder grob pflichtwidrig gegen dieses Gesetz, eine aufgrund dieses
Gesetzes erlassene Rechtsverordnung oder Vorschriften Uber den Schutz
personenbezogener Daten verstoRen hat oder wiederholt oder grob pflichtwid-
rig als Beauftragter fir den Datenschutz seine Verpflichtungen verletzt hat,

infolge strafgerichtlicher Verurteilung die Fahigkeit zur Bekleidung 6ffentlicher
Amter verloren hat,

sich nicht in geordneten wirtschaftlichen Verhaltnissen befindet, es sei denn,
dass dadurch die Interessen der kontrollierten nichtoffentlichen Stelle oder
Dritter nicht gefahrdet sind, oder

aus gesundheitlichen Griinden nicht nur voriibergehend unfahig ist, die Kon-
trollen nach MalRgabe der nach § 16 Absatz 3 Nummer 3 zu erlassenden
Rechtsverordnung ordnungsgemal durchzufiihren.

(2) Uber die erforderliche Unabhangigkeit verfiigt, wer bei der Ubernahme, Vorberei-
tung und Durchflihrung der Kontrollen keiner persoénlichen, wirtschaftlichen oder berufli-
chen Einflussnahme unterliegt, die geeignet ist, ein objektives Urteil zu beeintrachtigen.
Fur die Unabhangigkeit und Freiheit von Interessenkonflikien bietet in der Regel keine
Gewahr, wer

1.

neben seiner Tatigkeit fur die Kontrollstelle Inhaber oder Angestellter einer
nichtéffentlichen Stelle ist, auf die sich seine Kontrolltatigkeit bezieht,

als Leitungspersonal der Kontrollstelle eine Tatigkeit auf Grund eines Beam-
tenverhaltnisses, Soldatenverhaltnisses oder eines Anstellungsvertrages mit
einer juristischen Person des offentlichen Rechts, eine Tatigkeit auf Grund ei-
nes Richterverhaltnisses, oOffentlich-rechtlichen Dienstverhaltnisses als Wahl-
beamter auf Zeit oder eines offentlich-rechtlichen Amtsverhéaltnisses austlibt,
es sei denn, dass die Ubertragenen Aufgaben ehrenamtlich wahrgenommen
werden,

Weisungen auf Grund vertraglicher oder sonstiger Beziehungen bei der Tatig-
keit fur die Kontrollstelle auch dann zu befolgen hat, wenn sie zu Handlungen
gegen seine Uberzeugung verpflichten,

organisatorisch, wirtschaftlich, kapitalmaRig oder personell mit Dritten ver-
flochten ist, wenn nicht deren Einflussnahme auf die Wahrnehmung der Auf-
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gaben fir die Kontrollstelle, insbesondere durch Satzung, Gesellschaftsver-
trag oder Anstellungsvertrag ausgeschlossen ist.

(3) Uber die erforderliche fachliche Eignung verfligt, wer auf Grund seiner Ausbil-
dung, beruflichen Bildung und praktischen Erfahrung zur ordnungsgemafen Erflllung der
ihm obliegenden Aufgaben befahigt ist. Im Bereich Recht sind nachzuweisen:

1. der Abschluss eines Studiums der Rechtswissenschaft oder eines Studiums
auf einem anderen Gebiet mit rechtswissenschaftlichen Inhalten, die den Um-
fang eines durchschnittlichen Nebenfachstudiums der Rechtswissenschaft
nicht unterschreiten, an einer deutschen Hochschule oder ein gleichwertiger
auslandischer Abschluss sowie eine dreijahrige berufliche Tatigkeit mit dem
Schwerpunkt auf dem Gebiet des Datenschutzrechts oder

2. eine Aus-, Fort- und Weiterbildung im Datenschutzrecht sowie eine mindes-
tens flnfjahrige berufliche Tatigkeit mit dem Schwerpunkt auf dem Gebiet des
Datenschutzrechts.

Im Bereich Informationstechnik sind nachzuweisen:

1. der Abschluss eines Studiums der Informatik, der Wirtschaftsinformatik oder
eines Studiums auf einem anderen Gebiet mit informationstechnischen Inhal-
ten, die den Umfang eines durchschnittlichen Nebenfachstudiums der Infor-
matik nicht unterschreiten, an einer deutschen Hochschule oder ein gleichwer-
tiger auslandischer Abschluss sowie eine dreijahrige berufliche Tatigkeit mit
dem Schwerpunkt auf dem Gebiet der Informationstechnik oder

2. eine Aus-, Fort- und Weiterbildung auf dem Gebiet der Informationstechnik
sowie eine mindestens flinfjahrige berufliche Tatigkeit mit dem Schwerpunkt
auf dem Gebiet der Informationstechnik.

Die berufliche Tatigkeit darf zum Zeitpunkt des Tatigwerdens fur die Kontrollstelle nicht
seit mehr als drei Jahren unterbrochen sein.

§6
Pflichten der Kontrollstelle

(1) Die Kontrollstelle hat ein Datenschutzkonzept oder eine informationstechnische
Einrichtung gegen angemessene Vergltung in ihre Kontrollen einzubeziehen, soweit die
nichtéffentliche Stelle die Einbeziehung verlangt und ihren Sitz oder eine Niederlassung in
dem Land hat, in dem die Kontrollstelle zugelassen ist. Die zustandige Behorde kann auf
Antrag der Kontrollstelle eine Ausnahme von der Verpflichtung nach Satz 1 zulassen, so-
weit

1. die Kontrollstelle wirksame Kontrollen nicht gewahrleisten kann und

2. die Durchfiihrung der Kontrollen durch eine andere Kontrollstelle sichergestellt
ist.

(2) Die Kontrollstelle Ubermittelt der zustandigen Behdrden jahrlich bis zum 31. Ja-
nuar ein Verzeichnis der nichtéffentlichen Stellen, die am 31. Dezember des Vorjahres
ihrer Kontrolle unterstanden und legt bis zum 31. Marz jedes Jahres einen Bericht Gber
ihre Tatigkeit im Vorjahr vor.
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(3) Die Kontrolistellen erteilen einander die flr eine ordnungsgemafie Durchfiihrung
dieses Gesetzes notwendigen Auskiinfte. Stellt eine Kontrollstelle bei ihrer Tatigkeit Ver-
stdlRe gegen § 1 Satz 2 Nummer 1 bis 3 fest, unterrichtet sie unverziglich die zustandige
Behdrde. Soweit eine Kontrollstelle im Rahmen der von ihr durchgefiihrten Kontrollen Tat-
sachen feststellt, die einen hinreichenden Verdacht auf Versto3e der in Satz 2 genannten
Art begriinden, der eine nicht von der Kontrollstelle kontrollierte nichtéffentliche Stelle be-
trifft, teilt die Kontrollstelle die Tatsachen unverziglich der Kontrollstelle mit, deren Kon-
trolle die betroffene nichtéffentliche Stelle untersteht.

(4) Die Kontrollstelle unterrichtet die von ihr kontrollierten nichtoffentlichen Stellen,
die nach Landesrecht fur die Sitze oder Niederlassungen der nichtéffentlichen Stellen
zustandigen Behdrden sowie den Bundesbeauftragten,

1. spatestens drei Monate vor der beabsichtigten Einstellung ihrer Tatigkeit,
2. im Falle eines Antrags auf Eréffnung eines Insolvenzverfahrens unverziglich.

Die Kontrollstelle darf, soweit insolvenzrechtliche Vorschriften nicht entgegenstehen, ihre
Tatigkeit erst einstellen, wenn die Kontrolle der von ihr kontrollierten nichtéffentlichen Stel-
len durch eine andere Kontrollstelle sichergestellt ist.

§7
Pflichten der zustandigen Behorde

(1) Die Kontrollstelle wird von der zustandigen Behoérde des Landes, in dem die Kon-
trollstelle ihre Tatigkeit ausiibt, Giberwacht, indem die zustandige Behérde bei Bedarf U-
berpriufungen der Kontrolistelle veranlasst. Auf Ersuchen erteilen die zustandigen Behor-
den einander die zur Uberwachung der Kontrollstellen erforderlichen Auskiinfte. Stellt die
zustandige Behorde Tatsachen fest, die die Entziehung der Zulassung rechtfertigen oder
die Aufnahme oder Anderung von Auflagen zur Zulassung erforderlich machen kénnen,
hat sie

1. wenn der Ort der zu beanstandenden Kontrolltatigkeit und der Sitz oder die
Niederlassung der Kontrollstelle in demselben Land liegen, beim Bundesbe-
auftragten unter Mitteilung dieser Tatsachen die Entziehung der Zulassung
oder die Aufnahme oder Anderung von Auflagen anzuregen oder,

2. wenn der Ort der zu beanstandenden Kontrolltatigkeit und der Sitz oder die
Niederlassung der Kontrollstelle in verschiedenen Landern liegen, der zustan-
digen Behorde des Landes, in dem der Sitz oder die Niederlassung der Kon-
trollstelle liegt, die Tatsachen mitzuteilen.

Erhalt die zustandige Behorde des Landes, in dem der Sitz oder die Niederlassung der
Kontrollstelle liegt, Kenntnis von Tatsachen nach Satz 3 Nummer 2, regt sie beim Bun-
desbeauftragten unter Mitteilung dieser Tatsachen an, ein Verfahren zur Entziehung der
Zulassung oder zur Aufnahme oder Anderung von Auflagen einzuleiten. Im Rahmen des
§ 2 Absatz 1 Satz 2 wird die Tatigkeit einer Kontrollstelle nach Satz 1 durch den Bundes-
beauftragten tUberwacht.

(2) Im Falle des § 6 Absatz 3 Satz 2 kann die zustandige Behoérde anordnen, dass
von dem Verstoly betroffene Datenschutzkonzepte oder informationstechnische Einrich-
tungen nicht mit dem Datenschutzauditsiegel gekennzeichnet werden durfen, wenn dies
in einem angemessenen Verhaltnis zur Bedeutung der Vorschrift, gegen die verstolien
wurde, sowie zu Art und Umstanden des VerstoRRes steht. Im Falle eines schwerwiegen-
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den Verstolies oder eines VerstoRes mit Langzeitwirkung kann die zustandige Behorde
der nichtoffentlichen Stelle die Kennzeichnung flr einen bestimmten Zeitraum untersagen.

§8
Uberwachung

(1) Die nichtoffentlichen Stellen und die Kontrollstellen haben den zustéandigen Be-
horden auf Verlangen die zur Durchfiihrung der den zustdndigen Behorden durch dieses
Gesetz oder auf Grund dieses Gesetzes uUbertragenen Aufgaben erforderlichen Auskinfte
zu erteilen.

(2) Die von der zustandigen Behorde beauftragten Personen dirfen Betriebs-
grundstlicke sowie Geschafts- oder Betriebsraume der Auskunftspflichtigen wahrend der
Geschéfts- oder Betriebszeit betreten und dort Besichtigungen vornehmen und geschéftli-
che Unterlagen einsehen und prifen, soweit dies zur Durchfiihrung ihrer Aufgaben erfor-
derlich ist.

(3) Auskunftspflichtige haben die MalRnahmen nach Absatz 2 zu dulden, die zu be-
sichtigenden Bereiche selbst oder durch andere so zu bezeichnen, dass die Besichtigung
ordnungsgemaf vorgenommen werden kann, selbst oder durch andere die erforderliche
Hilfe bei Besichtigungen zu leisten sowie die geschaftlichen Unterlagen zur Einsichtnah-
me und Prufung vorzulegen.

(4) Auskunftspflichtige konnen die Auskunft auf solche Fragen verweigern, deren
Beantwortung sie oder einen der in § 383 Absatz 1 Nummer 1 bis 3 der Zivilprozessord-
nung bezeichneten Angehérigen der Gefahr strafgerichtlicher Verfolgung oder eines Ver-
fahrens nach dem Gesetz Uber Ordnungswidrigkeiten aussetzen wirde. Auskunftspflichti-
ge sind darauf hinzuweisen.

(5) Die Absatze 1 bis 4 gelten entsprechend fiir die Kontrollen der nichtéffentlichen
Stellen durch die Kontrollstellen.

§9
Datenschutzauditsiegel, Verzeichnisse

(1) Wer ein Datenschutzkonzept oder eine informationstechnische Einrichtung mit
dem Datenschutzauditsiegel kennzeichnen will, hat dies dem Bundesbeauftragten vor der
erstmaligen Verwendung des Siegels anzuzeigen. Der Bundesbeauftragte hat ein Ver-
zeichnis der angezeigten Datenschutzkonzepte sowie informationstechnischen Einrich-
tungen mit den Angaben nach Satz 3 zu fuhren und zum Zwecke der Information der zu-
standigen Behoérden und der Betroffenen auf seiner Internetseite sowie im elektronischen
Bundesanzeiger zu verdffentlichen. Das Verzeichnis muss folgende Angaben enthalten:

1. den Namen und die Anschrift oder die der nichtéffentlichen Stelle durch die
Kontrollstelle zugeordnete alphanumerische Identifikationsnummer,

2. den Namen und die Anschrift oder die Kennnummer der Kontrollstelle,

3. das angezeigte Datenschutzkonzept sowie die informationstechnische Einrich-
tung.

Weitere Angaben darf das Verzeichnis nicht enthalten.
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(2) Der Bundesbeauftragte hat ein Verzeichnis der zugelassenen Kontrollstellen mit
den Angaben nach Satz 2 zu fihren und zum Zwecke der Information der zustandigen
Behorden und der Betroffenen auf seiner Internetseite sowie im elektronischen Bundes-
anzeiger zu verodffentlichen. Das Verzeichnis enthalt die Namen, Anschriften und Kenn-
nummern der zugelassenen Kontrollstellen. Weitere Angaben darf es nicht enthalten.

§ 10
Gebiihren und Auslagen

(1) Fur Amtshandlungen nach § 2 Absatz 1 Satz 2 und Absatz 2 sowie § 9 Absatz 1
und 2 kénnen zur Deckung des Verwaltungsaufwandes Geblihren und Auslagen erhoben
werden. Das Bundesministerium des Innern wird ermachtigt, im Einvernehmen mit dem
Bundesministerium der Finanzen durch Rechtsverordnung ohne Zustimmung des Bun-
desrates die gebuhrenpflichtigen Tatbestande, die Geblhrensatze sowie die Auslagener-
stattung zu bestimmen und dabei feste Satze oder Rahmensatze vorzusehen. In der
Rechtsverordnung kann die Erstattung von Auslagen abweichend vom Verwaltungskos-
tengesetz geregelt werden.

(2) Fur Amtshandlungen der zusténdigen Behérden nach § 7 Absatz 1 Satz 1 und
Absatz 2 kdnnen Gebuhren und Auslagen nach Malkgabe des Landesrechts erhoben wer-
den.

§ 11
Datenschutzauditausschuss

(1) Beim Bundesbeauftragten wird ein Datenschutzauditausschuss gebildet. Er er-
Iasst Richtlinien zur Verbesserung des Datenschutzes und der Datensicherheit, insbeson-
dere durch

1. Transparenz der Datenerhebung, -verarbeitung und -nutzung,

2. Datenvermeidung und Datensparsamkeit nach § 3a des Bundesdaten-
schutzgesetzes,

3. die Starkung der organisatorischen Stellung des Beauftragten fiir den Da-
tenschutz nach § 4f Absatz 1 Satz 1 des Bundesdatenschutzgesetzes,

4. technische und organisatorische Mallnahmen nach § 9 des Bundesdaten-
schutzgesetzes.

Der Bundesbeauftragte verdffentlicht die Richtlinien auf seiner Internetseite und im elekt-
ronischen Bundesanzeiger.

(2) Der Datenschutzauditausschuss unterrichtet die Offentlichkeit jahrlich in einem
Bericht Uber seine Tatigkeit und Erfahrungen, insbesondere Uber Praktikabilitat und erfor-
derliche Anderungen erlassener Richtlinien sowie den Bedarf fiir neue Richtlinien.
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§12
Mitglieder des Datenschutzauditausschusses
(1) Mitglieder des Datenschutzauditausschusses sind
1. zwei Vertreter der Verwaltung des Bundes,
2. zwei Vertreter des Bundesamtes fiir Sicherheit in der Informationstechnik,
3. zwei Vertreter des Bundesbeauftragten,
4. zwei Vertreter der Verwaltung der Lander,

5. vier Vertreter von Aufsichtsbehorden der Lander fir den Datenschutz im
nichtoffentlichen Bereich,

6. sechs Vertreter von Unternehmen oder ihren Verbanden.

Sie unterliegen keinen Weisungen und sind ehrenamtlich tatig. Die §§ 83 und 84 des
Verwaltungsverfahrensgesetzes sind anzuwenden.

(2) Die Mitglieder des Datenschutzauditausschusses mussen Uber grundliche Fach-
kenntnisse und mindestens dreijahrige praktische Erfahrungen auf dem Gebiet des Da-
tenschutzes verfligen.

(3) Das Bundesministerium des Innern beruft die Mitglieder des Datenschutzaudi-
tausschusses und fur jedes Mitglied einen Stellvertreter fur die Dauer von drei Jahren, die
Mitglieder nach Absatz 1 Satz 1 Nummer 3 bis 6 auf Vorschlag und jeweils im Einver-
nehmen mit dem Bundesbeauftragten, den fliir den Datenschutz zustdndigen obersten
Landesbehdrden, den Aufsichtsbehérden nach § 38 des Bundesdatenschutzgesetzes
sowie den Bundesdachverbanden der Wirtschaft.

(4) Zu Sitzungen ist ein Vertreter der Bundesnetzagentur mit beratender Stimme hin-
zuzuziehen, soweit Gegenstand der Sitzung eine Richtlinie ist, die nichtéffentliche Stellen
betrifft, die nach § 115 Absatz 4 Satz 1 des Telekommunikationsgesetzes oder § 42 Ab-
satz 3 des Postgesetzes der Kontrolle des Bundesbeauftragten unterliegen.

§13

Geschiftsordnung, Vorsitz und Beschlussfassung des Datenschutzauditausschus-
ses

(1) Der Datenschutzauditausschuss gibt sich eine Geschaftsordnung, die der Ge-
nehmigung durch das Bundesministerium des Innern bedarf.

(2) Der Datenschutzauditausschuss wahlt den Vorsitzenden und zwei Stellvertreter
aus seiner Mitte. Zu ihnen muss jeweils ein Vertreter der Unternehmen oder ihrer Organi-
sationen, der Aufsichtsbehdrden fur den Datenschutz und der Verwaltung gehdren.

(3) Der Datenschutzauditausschuss beschlief3t

1. in Angelegenheiten nach § 11 Absatz 1 Satz 2 mit der Mehrheit von zwei
Dritteln der gesetzlichen Mitglieder und
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2. in Angelegenheiten der Geschaftsordnung mit der Mehrheit der gesetzli-
chen Mitglieder.

§14
Geschiftsstelle des Datenschutzauditausschusses

Der Datenschutzauditausschuss wird bei der Durchfiihrung seiner Aufgaben durch eine
Geschaftsstelle unterstitzt, die den Weisungen des Vorsitzenden des Datenschutzaudi-
tausschusses unterliegt.

§15
Rechtsaufsicht

(1) Der Datenschutzauditausschuss untersteht der Aufsicht des Bundesministeriums
des Innern (Aufsichtsbehorde). Die Aufsicht erstreckt sich nur auf die Rechtmaligkeit der
Ausschusstatigkeit, insbesondere darauf, dass die Aufgabe nach § 11 Absatz 1 Satz 2
erflllt wird.

(2) Die Aufsichtsbehdrde kann an den Sitzungen des Datenschutzauditausschusses
teilnehmen. lhr ist auf Verlangen das Wort zu erteilen. Sie kann schriftliche Berichte und
die Vorlage von Akten verlangen.

(3) Beschlisse nach § 11 Absatz 1 Satz 2 bedirfen der Genehmigung durch die
Aufsichtsbehorde. Die Aufsichtsbehorde kann rechtswidrige Beschliisse des Datenschut-
zauditausschusses beanstanden und nach vorheriger Beanstandung aufheben. Wenn der
Datenschutzauditausschuss Beschllisse oder sonstige Handlungen unterldsst, die zur
Erflllung seiner gesetzlichen Aufgaben erforderlich sind, kann die Aufsichtsbehérde an-
ordnen, dass innerhalb einer bestimmten Frist die erforderlichen MalRnahmen getroffen
werden. Die Aufsichtsbehdrde hat die geforderten Handlungen im Einzelnen zu bezeich-
nen. Sie kann ihre Anordnung selbst durchfihren oder von einem anderen durchflhren
lassen, wenn die Anordnung vom Datenschutzauditausschuss nicht befolgt worden ist.

(4) Wenn die Aufsichtsmittel nach Absatz 3 nicht ausreichen, kann die Aufsichtsbe-
hérde den Datenschutzauditausschuss auflésen. Sie hat nach Eintritt der Unanfechtbar-
keit der Auflésungsanordnung unverziglich neue Mitglieder gemal § 12 Absatz 3 zu be-
rufen. Sie braucht vorgeschlagene Personen nicht zu berlicksichtigen, die dem aufgelés-
ten Datenschutzauditausschuss angehdrt haben.

§ 16
Verordnungsermachtigungen
(1) Die Landesregierungen werden ermachtigt, durch Rechtsverordnung
1. zugelassene Kontrollstellen mit Aufgaben nach § 2 Absatz 1 Satz 1, ausge-
nommen die Aufgabe nach § 4, zu beleihen oder sie an der Erflillung der Auf-

gaben zu beteiligen,

2. die Voraussetzungen und das Verfahren der Beleihung und der Beteiligung zu
regeln
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Die Landesregierungen kénnen die Ermachtigung durch Rechtsverordnung ganz oder
teilweise auf andere Behorden des Landes Ubertragen.

(2) Die Bundesregierung wird ermachtigt, nach Anhérung des Bundesbeauftragten
durch Rechtsverordnung ohne Zustimmung des Bundesrates

1.

zugelassene Kontrollstellen mit Aufgaben nach § 2 Absatz 1 Satz 2, ausge-
nommen die Aufgabe nach § 4, zu beleihen oder sie an der Erflllung der Auf-
gaben zu beteiligen,

2. die Voraussetzungen und das Verfahren der Beleihung und der Beteiligung zu

regeln.

(3) Das Bundesministerium des Innern wird ermachtigt, durch Rechtsverordnung mit
Zustimmung des Bundesrates ndhere Regelungen zu treffen Uber

1.

die Einzelheiten der Verwendung des Datenschutzauditsiegels, um eine ein-
heitliche Kennzeichnung und eindeutige Erkennbarkeit der Kennzeichnung der
Datenschutzkonzepte und informationstechnischen Einrichtungen zu gewahr-
leisten,

. die Voraussetzungen und das Verfahren der Zulassung nach § 4 Absatz 1 bis

3 sowie die Voraussetzungen und das Verfahren der Entziehung der Zulas-
sung nach § 4 Absatz 4, § 7 Absatz 1 Satz 3 und 4,

die Mindestanforderungen an die Kontrollen und die im Rahmen der Kontrol-
len vorgesehenen Vorkehrungen,

. die Gestaltung des Datenschutzauditsiegels,

die Anzeige nach § 9 Absatz 1 Satz 1.

§17

BuRgeldvorschriften

(1) Ordnungswidrig handelt, wer

1. entgegen § 6 Absatz 2 ein Verzeichnis nicht, nicht richtig, nicht vollstandig oder nicht
rechtzeitig Ubermittelt oder einen dort genannten Bericht nicht, nicht richtig oder nicht
rechtzeitig vorlegt,

2. entgegen § 6 Absatz 3 Satz 2 oder Absatz 4 Satz 1 die zustandige Behorde, eine
nichtéffentliche Stelle oder den Bundesbeauftragten nicht, nicht richtig, nicht vollstan-
dig oder nicht rechtzeitig unterrichtet,

3. entgegen § 6 Absatz 3 Satz 3 eine Mitteilung nicht, nicht richtig, nicht vollstandig oder
nicht rechtzeitig macht,

4. entgegen § 8 Absatz 1 eine Auskunft nicht, nicht richtig, nicht vollstandig oder nicht
rechtzeitig erteilt,

5. entgegen § 8 Absatz 3 eine MalRnahme nicht duldet oder
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6. entgegen § 9 Absatz 1 Satz 1, auch in Verbindung mit einer Rechtsverordnung nach
§ 16 Absatz 3 Nummer 5 eine Anzeige nicht, nicht richtig, nicht vollstandig oder nicht
rechtzeitig erstattet.

(2) Ordnungswidrig handelt, wer vorsatzlich oder fahrlassig einer vollziehbaren An-
ordnung nach § 7 Absatz 2 Satz 2 zuwiderhandelt.

(3) Die Ordnungswidrigkeit kann in den Fallen des Absatzes 2 mit einer Geldbulle
bis zu dreihunderttausend Euro, in den ubrigen Fallen mit einer GeldbulRe bis zu flinfzig-
tausend Euro geahndet werden. Die Geldbul3e soll den wirtschaftlichen Vorteil, den der
Tater aus der Ordnungswidrigkeit gezogen hat, Ubersteigen. Reichen die in Satz 1 ge-
nannten Betrage hierfir nicht aus, kénnen sie tberschritten werden.

§18
Strafvorschriften
Wer eine in § 17 Absatz 2 bezeichnete vorsatzliche Handlung in der Absicht begeht, sich

oder einen anderen zu bereichern oder einen anderen zu schadigen, wird mit Freiheits-
strafe bis zu zwei Jahren oder mit Geldstrafe bestraft.

§ 19
Einziehung
Ist eine Ordnungswidrigkeit nach § 17 Absatz 1 oder Absatz 2 oder eine Straftat nach
§ 18 begangen worden, konnen Gegenstande, auf die sich die Straftat oder die Ord-
nungswidrigkeit bezieht, und Gegenstande, die zu ihrer Begehung oder Vorbereitung ge-
braucht worden oder bestimmt gewesen sind, eingezogen werden. § 23 des Gesetzes
Uber Ordnungswidrigkeiten und § 74a des Strafgesetzbuches sind anzuwenden.

§ 20
Ubergangsvorschrift

§ 1 ist erst ab dem 1. Juli 2010 anzuwenden.
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Artikel 2

Anderung des Bundesdatenschutzgesetzes

Das Bundesdatenschutzgesetz in der Fassung der Bekanntmachung vom 14. Januar
2003 (BGBI. | S. 66), zuletzt geandert durch das Gesetz vom ..., wird wie folgt gedndert:

1. Die Inhaltsubersicht wird wie folgt geandert:

a)
b)

c)

d)

Nach der Angabe zu § 9 wird die Angabe ,§ 9a Datenschutzaudit“ gestrichen.
Die Angabe zu § 28 wie folgt gefasst:

"§ 28 Datenerhebung und -speicherung fiir eigene Geschaftszwecke"

Nach der Angabe zu § 42 wird folgende Angabe eingefigt:

,.8 42a Informationspflicht bei unrechtmaiger Kenntniserlangung von Daten”
Nach der Angabe zu § 46 wird folgende Angabe eingefigt:

,§ 47 Ubergangsregelung*

2. Dem § 4f Absatz 3 werden folgende Satze angefugt:

,Ist der Beauftragte fir den Datenschutz Arbeithehmer einer nach Absatz 1 Satz 1
verpflichteten Stelle, fir die das Kiindigungsschutzgesetz gilt, so ist die Kindigung
des Arbeitsverhaltnisses unzulassig, es sei denn, dass Tatsachen vorliegen, wel-
che die verantwortliche Stelle zur Kindigung aus wichtigem Grund ohne Einhal-
tung einer Kiindigungsfrist berechtigen. Nach der Abberufung als Beauftragter flr
den Datenschutz ist die Kiindigung innerhalb eines Jahres nach der Beendigung
der Bestellung unzulassig, es sei denn, dass die verantwortliche Stelle zur Kiindi-
gung aus wichtigem Grund ohne Einhaltung einer Kindigungsfrist berechtigt ist.
Zur Erhaltung der zur Erfillung seiner Aufgaben erforderlichen Fachkunde hat die
verantwortliche Stelle dem Beauftragten flr den Datenschutz die Teilnahme an
Fort- und Weiterbildungsveranstaltungen zu ermdglichen und deren Kosten zu G-

bernehmen.”

3. § 9a wird aufgehoben.

4. In
-8

§ 12 Absatz 4 wird die Angabe ,§28 Abs.1 und 3 Nr. 1“ durch die Angabe

28 Absatz 1 und 2 Nummer 2 Buchstabe a“ ersetzt.

5. § 28 wird wie folgt gedndert:

a)

Die Uberschrift wird wie folgt gefasst:
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.S 28
Datenerhebung und -speicherung fir eigene Geschaftszwecke*

b) In Absatz 1 Satz 1 Nummer 1 werden die Woérter "Vertragsverhaltnisses oder ver-

tragsahnlichen Vertrauensverhaltnisses" durch die Worter "rechtsgeschaftlichen

oder rechtsgeschaftsdhnlichen Schuldverhaltnisses" ersetzt.

c) Absatz 2 wird wie folgt gefasst:

,(2) Die Ubermittlung oder Nutzung fiir einen anderen Zweck ist zulassig:

1.

unter den Voraussetzungen des Absatzes 1 Satz1 Nummer 2 oder

Nummer 3,

soweit es erforderlich ist

a) zur Wahrung berechtigter Interessen eines Dritten oder

b) zur Abwehr von Gefahren fir die staatliche oder offentliche Sicherheit
oder zur Verfolgung von Straftaten

und kein Grund zu der Annahme besteht, dass der Betroffene ein schutz-

wirdiges Interesse an dem Ausschluss der Ubermittlung oder Nutzung

hat, oder

wenn es im Interesse einer Forschungseinrichtung zur Durchfiihrung wis-

senschaftlicher Forschung erforderlich ist, das wissenschaftliche Interesse

an der Durchfihrung des Forschungsvorhabens das Interesse des Betrof-

fenen an dem Ausschluss der Zweckanderung erheblich Uberwiegt und

der Zweck der Forschung auf andere Weise nicht oder nur mit unverhait-

nismafigem Aufwand erreicht werden kann.*

d) Absatz 3 wird wie folgt gefasst:

»(3) Die Verarbeitung oder Nutzung personenbezogener Daten flir Zwecke des Ad-

resshandels, der Werbung oder der Markt- oder Meinungsforschung ist zulassig,

soweit der Betroffene nach MalRgabe des Absatzes 3a eingewilligt hat. Dartber

hinaus ist die Verarbeitung oder Nutzung personenbezogener Daten zulassig, so-

weit es sich um listenmalig oder sonst zusammengefasste Daten Uber Angehdri-

ge einer Personengruppe handelt, die sich auf die Zugehorigkeit des Betroffenen

zu dieser Personengruppe, seine Berufs-, Branchen- oder Geschaftsbezeichnung,

seinen Namen, Titel, akademischen Grad, seine Anschrift und sein Geburtsjahr

beschranken, und die Verarbeitung oder Nutzung

1.

fur Zwecke der Werbung fir eigene Angebote oder der eigenen Markt- oder

Meinungsforschung der verantwortlichen Stelle erforderlich ist, die diese Da-

ten mit Ausnahme der Angabe zur Gruppenzugehérigkeit beim Betroffenen

nach § 28 Absatz 1 Satz 1 Nummer 1 erhoben hat,
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2. flir Zwecke der Werbung oder der Markt- oder Meinungsforschung gegentber
freiberuflich oder gewerblich Tatigen unter deren Geschéaftsadresse erforder-
lich ist oder

3. flr Zwecke der Spendenwerbung einer verantwortlichen Stelle erforderlich ist,
wenn Spenden an diese gemal § 10b Absatz 1 und § 34g des Einkommens-
steuergesetzes steuerbeguinstigt sind.

Fir Zwecke nach Satz 2 Nummer 1 darf die verantwortliche Stelle zu den dort ge-

nannten Daten weitere Daten hinzuspeichern. Die Nutzung personenbezogener

Daten fir Zwecke der Werbung oder der Markt- oder Meinungsforschung ist zu-

dem zul3ssig, soweit sie zusammen mit Werbung oder Markt- oder Meinungsfor-

schung nach Satz 2 Nummer 1 oder mit der Durchfihrung eines rechtsgeschéftli-

chen oder rechtsgeschaftsdhnlichen Schuldverhaltnisses nach Absatz 1 Satz 1

Nummer 1 erfolgt. Eine Verarbeitung oder Nutzung nach den Satzen 2 bis 4 ist nur

zulassig, soweit schutzwurdige Interessen des Betroffenen nicht entgegenstehen.

Nach den Satzen 1 bis 3 Ubermittelte Daten dirfen nur fir den Zweck verarbeitet

oder genutzt werden, fur den sie Ubermittelt worden sind.”

e) Nach Absatz 3 werden folgende Absatze 3a und 3b eingefugt:

»(3a) Wird die Einwilligung nach § 4a Absatz 1 Satz 3 in anderer Form als der
Schriftform erteilt, hat die verantwortliche Stelle dem Betroffenen den Inhalt der
Einwilligung schriftlich zu bestatigen, es sei denn, dass die Einwilligung elektro-
nisch erklart wird und die verantwortliche Stelle sicherstellt, dass die Einwilligung
protokolliert wird und der Betroffene deren Inhalt jederzeit abrufen und die Einwilli-
gung jederzeit mit Wirkung fir die Zukunft widerrufen kann. Eine zusammen mit
anderen Erklarungen erteilte Einwilligung ist nur wirksam, wenn der Betroffene
durch Ankreuzen, durch eine gesonderte Unterschrift oder durch ein anderes, aus-
schlieBlich auf die Einwilligung in die Verarbeitung oder Nutzung der Daten fiir
Zwecke des Adresshandels, der Werbung oder der Markt- oder Meinungsfor-
schung bezogenes Tun zweifelsfrei zum Ausdruck bringt, dass er die Einwilligung
bewusst erteilt.

(3b) Die verantwortliche Stelle darf den Abschluss eines Vertrags nicht von einer
Einwilligung des Betroffenen nach Absatz 3 Satz 1 abhangig machen, wenn dem
Betroffenen ein anderer Zugang zu gleichwertigen vertraglichen Leistungen ohne

die Einwilligung nicht oder nicht in zumutbarer Weise méglich ist.”

f) Absatz 4 wird wie folgt geandert:
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aa) In Satz 1 wird das Wort ,Nutzung® jeweils durch das Wort ,Verarbeitung*
und das Wort ,Ubermittlung® jeweils durch das Wort ,Nutzung“ ersetzt.
bb) In Satz 2 werden nach dem Wort ,Ansprache” die Woérter ,und in den Fallen
des Absatz 1 Satz 1 Nummer 1 auch bei Begriindung des rechtsgeschattli-
chen oder rechtsgeschaftsahnlichen Schuldverhaltnisses” eingefiigt.
cc) Satz 3 wird wie folgt geandert:
aaa) Nach dem Wort ,Daten” werden die Worter ,im Rahmen der Zwe-
cke” eingeflgt.
bbb) Das Wort ,werden“ wird durch die Worter ,worden sind* ersetzt.
dd) Folgender Satz wird angeflgt:
»In den Fallen des Absatz 1 Satz 1 Nummer 1 darf fir den Widerspruch kei-
ne strengere Form verlangt werden als fur die Begrindung des rechtsge-

schaftlichen oder rechtsgeschaftsdhnlichen Schuldverhaltnisses.*

g) In Absatz 9 Satz 4 wird die Angabe ,Abs. 3 Nr. 2“ durch die Angabe ,Absatz 2

Nummer 2 Buchstabe b“ ersetzt.

6. § 29 wird wie folgt gedndert:
a) Absatz 1 wird wie folgt geandert:
aa) In Satz 1 wird nach der Angabe ,Markt-“ das Wort ,und“ durch das Wort ,0-
der” ersetzt.
bb) In Satz 2 wird die Angabe ,§ 28 Abs. 1 Satz 2“ durch die Angabe ,§ 28 Ab-
satz 1 Satz 1 und Absatz 3 bis 3b“ ersetzt.

b) Absatz 2 wird wie folgt gedndert:
aa) Satz 1 Nummer 1 wird wie folgt gefasst:
"1.  der Dritte, dem die Daten Ubermittelt werden, ein berechtigtes Interes-
se an ihrer Kenntnis glaubhaft dargelegt hat und".
bb) In Satz 2 wird die Angabe ,§ 28 Abs. 3 Satz 2“ durch die Angabe ,§ 28 Ab-
satz 3 bis 3b“ ersetzt.
cc) In Satz 3 wird nach der Angabe ,Nummer 1“ die Angabe ,Buchstabe a“ ge-

strichen.

7. In § 33 Absatz 2 Satz 1 Nummer 8 Buchstabe b wird die Angabe ,§ 29 Abs. 2 Nr. 1
Buchstabe b* durch die Angabe ,§ 29 Absatz 2 Satz 2 ersetzt.

8. Nach § 42 wird folgender § 42a eingefiigt:
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.S 42a
Informationspflicht bei unrechtmaRiger Kenntniserlangung von Daten
Stellt eine nichtoffentliche Stelle im Sinne des § 2 Absatz 4 oder eine 6ffentliche Stelle
nach § 27 Absatz 1 Satz 1 Nummer 2 fest, dass bei ihr gespeicherte

1. besondere Arten personenbezogener Daten (§ 3 Absatz 9),

2. personenbezogene Daten, die einem Berufsgeheimnis unterliegen,

3. personenbezogene Daten, die sich auf strafbare Handlungen oder Ord-
nungswidrigkeiten oder den Verdacht strafbarer Handlungen oder Ord-
nungswidrigkeiten beziehen oder

4. personenbezogene Daten zu Bank- oder Kreditkartenkonten

unrechtmafig Ubermittelt oder auf sonstige Weise Dritten unrechtmafig zur Kenntnis ge-
langt sind und drohen schwerwiegende Beeintrachtigungen fur die Rechte oder schutz-
wurdigen Interessen der Betroffenen, hat sie dies nach den Satzen 2 bis 5 unverziglich
der zustandigen Aufsichtsbehérde sowie den Betroffenen mitzuteilen. Die Benachrichti-
gung des Betroffenen muss unverziglich erfolgen, sobald angemessene Mallnahmen zur
Sicherung der Daten ergriffen worden oder nicht unverziglich erfolgt sind und die Straf-
verfolgung nicht mehr gefahrdet wird. Die Benachrichtigung der Betroffenen muss eine
Darlegung der Art der unrechtmafigen Kenntniserlangung und Empfehlungen fur Maf3-
nahmen zur Minderung maoglicher nachteiliger Folgen enthalten. Die Benachrichtigung der
zustandigen Aufsichtsbehérde muss zusatzlich eine Darlegung mdoglicher nachteiliger
Folgen der unrechtmafligen Kenntniserlangung und der von der Stelle daraufhin ergriffe-
nen MalRnahmen enthalten. Soweit die Benachrichtigung der Betroffenen einen unver-
haltnismaRigen Aufwand erfordern wiirde, insbesondere aufgrund der Vielzahl der betrof-
fenen Félle, tritt an ihre Stelle die Information der Offentlichkeit durch Anzeigen, die min-
destens eine halbe Seite umfassen, in mindestens zwei bundesweit erscheinenden Ta-
geszeitungen. Eine Benachrichtigung, die der Benachrichtigungspflichtige erteilt hat, darf
in einem Strafverfahren oder in einem Verfahren nach dem Gesetz tUber Ordnungswidrig-
keiten gegen ihn oder einen in § 52 Absatz 1 der Strafprozessordnung bezeichneten An-
gehdrigen des Benachrichtigungspflichtigen nur mit Zustimmung des Benachrichtigungs-

pflichtigen verwendet werden.*

9. § 43 wird wie folgt gedndert:
a) Absatz 1 wird wie folgt geandert:
aa) Nach Nummer 2 werden folgende Nummern 2a und 2b eingefugt:
"2a.entgegen § 10 Absatz 4 Satz 3 nicht gewahrleistet, dass die Datenlber-

mittlung festgestellt und Uberprift werden kann,
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2b. entgegen § 11 Absatz 2 Satz 2 einen Auftrag nicht, nicht richtig, nicht voll-
standig oder nicht in der vorgeschriebenen Weise erteilt,"
bb) Nach Nummer 3 wird folgende Nummer 3a eingefligt:
"3a. entgegen § 28 Absatz 4 Satz 4 eine strengere Form verlangt,"
b) Absatz 2 wird wie folgt geandert:
aa) In Nummer 5 werden die Angabe", indem er sie an Dritte weitergibt" und am
Ende das Wort "oder" gestrichen.
bb) Folgende Nummer 5a wird angeflgt:
"5a. entgegen § 28 Absatz 4 Satz 1 Daten fir Zwecke der Werbung oder der
Markt- oder Meinungsforschung verarbeitet oder nutzt,"
cc) In Nummer 6 wird der Punkt am Ende durch das Wort "oder" ersetzt.
dd) Folgende Nummer 7 wird angefugt:
"7. entgegen § 42a Satz 1 eine Mitteilung nicht, nicht richtig, nicht vollstandig
oder nicht rechtzeitig macht."
c) Absatz 3 wird wie folgt geandert:
aa) Das Wort ,finfundzwanzigtausend® wird durch das Wort ,fiinfzigtausend® und
das Wort ,zweihundertflinfzigtausend® wird durch das Wort ,dreihunderttau-
send” ersetzt.
bb) Nach Satz 1 werden folgende Satze eingefligt:
,Die GeldbuRe soll den wirtschaftlichen Vorteil, den der Tater aus der Ord-
nungswidrigkeit gezogen hat, Ubersteigen. Reichen die in Satz 1 genannten

Betrage hierfiir nicht aus, so kdnnen sie Uberschritten werden.®

10. Nach § 46 wird folgender § 47 eingefigt:
.S47
Ubergangsregelung
Fur die Verarbeitung und Nutzung vor dem 1. Juli 2009 erhobener Daten ist § 28 in der

bis dahin geltenden Fassung bis zum 1. Juli 2012 weiter anzuwenden.”

Artikel 3
Anderung des Telemediengesetzes'

Das Telemediengesetz vom 26. Februar 2007 (BGBI. | S. 179) wird wie folgt geandert:

' Die Verpflichtungen aus der Richtlinie 98/34/EG des Europaischen Parlaments und des Rates vom 22. Juni 1998 {ber ein
Informationsverfahren auf dem Gebiet der Normen und technischen Vorschriften und der Vorschriften fiir die Dienste der
Informationsgesellschaft (ABI. L 204 vom 21.7.1998, S. 37), die zuletzt durch die Richtlinie 2006/96/EG vom 20. November
2006 (ABI. L 363 vom 20.12.2006, S. 82) geandert worden ist, sind beachtet worden.
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1. In § 11 Absatz 3 wird die Angabe ,§ 12 Abs. 3, § 15 Abs. 8 und § 16 Abs. 2 Nr. 2 und
5% durch die Angabe "§ 15 Absatz 8 und § 16 Absatz 2 Nummer 4" ersetzt.

2.  § 12 wird wie folgt geandert:

a) Absatz 3 wird aufgehoben.

b) Der bisherige Absatz 4 wird Absatz 3.
3. Nach § 15 wird folgender § 15a eingefugt:

,§ 15a

Informationspflicht bei unrechtmaRiger Kenntniserlangung von Daten

Stellt der Diensteanbieter fest, dass bei ihm gespeicherte Bestands- oder Nut-
zungsdaten unrechtmafig Ubermittelt worden oder auf sonstige Weise Dritten zur
Kenntnis gelangt sind und drohen schwerwiegende Beeintrachtigungen fir die
Rechte oder schutzwirdigen Interessen des betroffenen Nutzers, gilt § 42a des

Bundesdatenschutzgesetzes entsprechend.”
4. § 16 Absatz 2 wird wie folgt geandert:
a) Nummer 2 wird aufgehoben.

b) Die bisherigen Nummern 3 bis 6 werden die Nummern 2 bis 5.

Artikel 4
Anderung des Telekommunikationsgesetzes

Das Telekommunikationsgesetz vom 22. Juni 2004 (BGBI. | S. 1190), zuletzt geandert

durch ..., wird wie folgt geandert:
1. Dem § 93 wird folgender Absatz 3 angeflgt:

»(3) Stellt der Diensteanbieter fest, dass bei ihm gespeicherte Bestandsdaten oder
Verkehrsdaten unrechtmaflig ibermittelt worden oder auf sonstige Weise Dritten zur
Kenntnis gelangt sind und drohen schwerwiegende Beeintrachtigungen fir die
Rechte oder schutzwirdigen Interessen des betroffenen Nutzers, gilt § 42a des

Bundesdatenschutzgesetz entsprechend.”
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2. In § 95 Absatz 5 werden nach dem Wort ,Telekommunikationsdiensten® die Worter

,ohne die Einwilligung“ eingeflgt.

Artikel 5
Bekanntmachungserlaubnis

Das Bundesministerium des Innern kann den Wortlaut des Bundesdatenschutzgesetzes

in der vom 1. Juli 2009 an geltenden Fassung im Bundesgesetzblatt bekannt machen.

Artikel 6
Inkrafttreten

(1) Dieses Gesetz tritt vorbehaltlich des Absatzes 2 am Tag nach der Verkiindung in
Kraft.

(2) Artikel 2, 3 und 4 treten am 1. Juli 2009 in Kraft.



Begriindung

A. Allgemeiner Teil

l. Ziel und Inhalt des Entwurfs

In der jungeren Vergangenheit sind zunehmend Falle des unberechtigten Handels mit
personenbezogenen Daten bekannt geworden. Die Herkunft der Daten ist groftenteils
nicht nachvollziehbar. Der bisherige Erlaubnistatbestand des § 28 Absatz 3 Satz 1 Num-
mer 3 des Bundesdatenschutzgesetzes hat sich dabei fur die Herstellung der notwendi-
gen Transparenz als besonders nachteilig erwiesen. Danach dirfen bestimmte personen-
bezogene Daten, wenn sie listenmaRig oder sonst zusammengefasst sind, fir Zwecke der
Werbung oder der Markt- oder Meinungsforschung, ohne Einwilligung der Betroffenen
Ubermittelt oder genutzt werden. Die praktische Anwendung dieser Vorschrift hat dazu
geflihrt, dass personenbezogene Daten der Blirgerinnen und Blrger weitlaufig zum Er-
werb oder zur Nutzung angeboten werden, ohne in jedem Fall die in der Vorschrift ange-
legten Anforderungen zu beachten. Personenbezogene Daten werden ohne Beachtung
der Zweckbindung verarbeitet und mit weiteren Daten verknipft und weiter Gbermittelt.
Zudem hat sich das Verhaltnis der Blrgerinnen und Blrger zur Werbung und Markt- oder
Meinungsforschung seit der Einflhrung der Vorschrift im Bundesdatenschutzgesetz von
1977 gewandelt. Die gezielte Ansprache zum Zwecke der Werbung oder Markt- oder
Meinungsforschung wird von den Blrgerinnen und Birgern zunehmend als Belastung
empfunden und ist mit dem Wunsch nach mehr Selbstbestimmung verbunden. Zudem
haben die 6ffentlich bekannt gewordenen Vorkommnisse deutlich gemacht, dass flir eine
effektivere Durchsetzung der bestehenden gesetzlichen Regelungen zum Datenschutz
die Stellung der betrieblichen Beauftragten flir den Datenschutz gestarkt werden muss
und die BuRgeldtatbestande erweitert werden missen, um zu einem wirksamen Vorgehen
der Aufsichtsbehérden beizutragen. Die vorgeschlagenen Anderungen resultieren in wei-
ten Bereichen aus den Erfahrungen der Lander im Bereich der Aufsichtspraxis. Die Rege-
lungen zur Neugestaltung des § 28 Absatz 3 des Bundesdatenschutzgesetzes finden un-
abhangig von der UnternehmensgroRe Anwendung, jedoch zielen insbesondere die vor-
geschlagenen gesetzlichen Erlaubnistatbestande in § 28 Absatz 3 Satz 2 Nummer 2 und
Satz 4 auf eine Entlastung spezialisierter kleinerer und mittlerer Unternehmen.

Das Datenschutzauditgesetz bietet Unternehmen die Moglichkeit, sich auf freiwilliger Ba-
sis einem Datenschutzaudit zu unterziehen und hierflr in ein Kontrollsystem einbeziehen
zu lassen. Erfillt ein Datenschutzkonzept oder eine informationstechnische Einrichtung
von einem Datenschutzauditausschuss beim Bundesbeauftragten fir den Datenschutz
und die Informationsfreiheit festgelegte Richtlinien zur Verbesserung des Datenschutzes
und der Datensicherheit und lassen die Unternehmen dies in einem formalisierten Verfah-
ren durch Kontrollstellen regelmalig Uberprifen, kénnen sie das Datenschutzkonzept
oder die informationstechnische Einrichtung mit einem Datenschutzauditsiegel kenn-
zeichnen. Auf diese Weise kénnen Unternehmen einen Vorteil gegenliber Wettbewerbern
erzielen, die sich keinem Datenschutzaudit unterziehen. Verbraucher konnen gekenn-
zeichnete Datenschutzkonzepte oder informationstechnische Einrichtungen an dem Da-
tenschutzauditsiegel erkennen und bei der Entscheidung zwischen mehreren Anbietern
bertcksichtigen. Anstrengungen, die Uber die gesetzlichen Anforderungen in Bezug auf
den Datenschutz hinausgehen, kénnen fir Unternehmen einen wirtschaftlichen Mehrwert
darstellen. Zugleich wird bei den Verbrauchern Bewusstsein fiir die Datenschutzrelevanz
eines Produktes oder einer Dienstleistung geschaffen und geférdert.



Il. Gesetzgebungskompetenz

Die Gesetzgebungskompetenz des Bundes folgt fir Regelungen des Datenschutzes als
Annex aus der Kompetenz fur die geregelte Sachmaterie.

Einem Datenschutzaudit nach Artikel 1 kénnen sich private Unternehmen und diesen
gleichgestellte offentlich-rechtliche Wettbewerbsunternehmen unterziehen. Betroffene
Sachmaterie ist daher ganz Uberwiegend das Recht der Wirtschaft (Artikel 74 Absatz 1
Nummer 11 Grundgesetz). Die Berechtigung des Bundes zur Inanspruchnahme der Ge-
setzgebungskompetenz ergibt sich aus Artikel 72 Absatz 2 Grundgesetz. Eine bundesge-
setzliche Regelung Uber ein Datenschutzaudit ist zur Wahrung der Wirtschaftseinheit im
Bundesgebiet im gesamtstaatlichen Interesse erforderlich. Eine unterschiedliche Rege-
lung dieser Materie durch den Landesgesetzgeber oder sein Untatigbleiben wiirde zu er-
heblichen Nachteilen fur die Gesamtwirtschaft fihren, die sowohl im Interesse des Bun-
des als auch der Lander nicht hingenommen werden kdnnen. Insbesondere wére zu be-
furchten, dass unterschiedliche landesrechtliche Behandlungen gleicher Lebenssachver-
halte erhebliche Wettbewerbsverzerrungen und stérende Schranken flr die landertber-
greifende Wirtschaftstatigkeit zur Folge hatten. Dies ware etwa der Fall, wenn Daten-
schutzauditsiegel in den Landern anhand unterschiedlicher Verfahren vergeben wirden.
Die landesrechtlich unterschiedliche Ausgestaltung des Kontrollverfahrens und des Ver-
fahrens fur die Zulassung der Kontrollstellen wirde abweichende Malstébe bei der Pru-
fung und Bewertung nach sich ziehen. Unternehmen, die landeribergreifend oder bun-
desweit agieren, missten sich fir gleich bleibende Auditgegenstande unterschiedlichen
Verfahren und Kontrollen durch wechselnde Personen unterziehen, mit der Gefahr abwei-
chender Ergebnisse. In einem Land auditierte und mit einem Datenschutzauditsiegel ge-
kennzeichnete Datenschutzkonzepte oder informationstechnische Einrichtungen unterla-
gen in den einzelnen Landern unterschiedlichen Bedingungen. Dies wirde die Verwend-
barkeit fir die betroffenen Unternehmen nachhaltig beeintrachtigen. Unterschiedliche
Landesregelungen zum Datenschutzauditverfahren wiurden zu einer gesamtstaatlich be-
denklichen Verlagerung der wirtschaftlichen Aktivitaten in weniger kontrollintensive Lander
fuhren. Unterlage ein Datenschutzkonzept oder eine informationstechnische Einrichtung
in Lander verscharften KontrollmalRnahmen, kdme es unter Umstanden dort nicht zum
Einsatz. Dies hatte auch Folgen fir Verbraucherinnen und Verbraucher, die in solchen
Landern auf auditierte Verfahren und Produkte nicht zurlickgreifen kénnten. Auch unter-
schiedliche Landesregelungen in Bezug auf den Kreis der in die Kontrollen einbezogenen
Auditgegenstinde bergen Gefahren fir die Sicherheit und Verlasslichkeit des gesamten
Kontrollverfahrens. Ein landesrechtlich unterschiedliches Kontrollniveau ware den Verb-
raucherinnen und Verbrauchern auch nicht zu vermitteln. Das Vertrauen der Verbraucher
in Datenschutzauditsiegel ware insgesamt erschuttert. Auch fur die Festlegung der von
den Kontrollstellen zu erflillenden Aufzeichnungs- und Meldepflichten ist eine bundesge-
setzliche Regelung im gesamtstaatlichen Interesse notwendig. Im Falle landesrechtlich
unterschiedlich geregelter Pflichten der Kontrollstellen bestliinde die Gefahr, dass die fur
die Aufklarung von VerstéRRen wichtigen gegenseitigen Unterrichtungen, die gerade auch
ein schnelles Tatigwerden der zustandigen Behoérden ermdglichen sollen, ins Leere liefen.
Nur durch eine bundesgesetzliche Regelung kann sichergestellt werden, dass fiur den
Wirtschaftsstandort Deutschland einheitliche rechtliche Rahmenbedingungen im Hinblick
auf die Verwendung des Datenschutzauditsiegels gegeben sind. Sinn des Datenschut-
zauditsiegels ist es gerade, durch seine einheitliche Ausgestaltung die Verbraucherinnen
und Verbraucher Uber die zur Verbesserung des Datenschutzes beitragende Gestaltung
zu informieren und hinsichtlich dieser Gestaltung fiir das gesamte Bundesgebiet einheitli-
che Standards zu setzen. Eine bundesgesetzliche Regelung ist ferner erforderlich, um
einheitliche rechtliche Rahmenbedingungen im Hinblick auf den Schutz der Verbrauche-
rinnen und Verbraucher durch Sanktionen bei Verstélien zu gewahrleisten.

Betroffene Sachmaterien des Artikel 2 sind vorwiegend das Blirgerliche Recht (Artikel 74
Absatz 1 Nummer 1 Grundgesetz), das Recht der Wirtschaft (Artikel 74 Absatz 1 Nummer
11 Grundgesetz) und das Arbeitsrecht (Artikel 74 Absatz 1 Nummer 12 Grundgesetz).
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Soweit die konkurrierende Gesetzgebungskompetenz des Bundes gemal Artikel 74 Ab-
satz 1 Nr. 11 Grundgesetz in Anspruch genommen wird, besteht die Erforderlichkeit einer
bundesgesetzlichen Regelung gemal Artikel 72 Absatz 2 Grundgesetz. Eine bundesein-
heitliche Regelung der gesetzlichen Erlaubnistatbestande flir die Verarbeitung und Nut-
zung personenbezogener Daten zum Zwecke des Adresshandels und der Werbung,
Markt- oder Meinungsforschung, des Kindigungsschutzes der Beauftragten fir den Da-
tenschutz und einer Informationspflicht von Unternehmen bei einer unbefugten Kenntnis-
erlangung sensibler Daten durch Dritte ist zur Wahrung der Wirtschaftseinheit im Bundes-
gebiet im gesamtstaatlichen Interesse erforderlich. Eine unterschiedliche oder ausblei-
bende Regelung dieser Materien durch den Landesgesetzgeber wirde zu erheblichen
Nachteilen fiir die Gesamtwirtschaft fihren, die sowohl im Interesse des Bundes als auch
der Lander nicht hingenommen werden kann. Insbesondere ware zu beflrchten, dass
unterschiedliche landesrechtliche Behandlungen gleicher Lebenssachverhalte erhebliche
Wettbewerbsverzerrungen und stérende Schranken fiir die landeribergreifende Wirt-
schaftstatigkeit zur Folge hatten. Bei unterschiedlichen Regelungen durch die Lander be-
stiinde die Gefahr, dass einige Unternehmen weiterhin personenbezogene Daten ohne
Einwilligung der Betroffenen zum Zwecke der Werbung, Markt- oder Meinungsforschung
fur Dritte verarbeiten und nutzen kénnen, einen Beauftragten fir den Datenschutz aus
Grinden, die nicht auf sein Amt bezogen sind, kiindigen kénnen oder bei einer unbefug-
ten Kenntniserlangung sensibler Daten durch Dritte die Aufsichtsbehdrden und die Betrof-
fenen nicht benachrichtigen missen. Anderen Unternehmen in anderen Landern bliebe
diese Moglichkeit verwehrt bzw. sie waren zur Benachrichtigung verpflichtet, obwohl es
sich um die gleichen personenbezogenen Daten handelt, die gleichen betrieblichen Vor-
aussetzungen bestehen oder dieselbe unbefugte Kenntniserlangung sensibler Daten
durch Dritte erfolgt ist. Es entstiinden fir letztere gravierende wettbewerbsverzerrende
Anderungen, denen die erstgenannten Unternehmen nicht ausgesetzt waren. Zudem
kénnen die bestehenden Regelungen des Bundesdatenschutzgesetzes nur durch ein
Bundesgesetz geandert werden.

Betroffene Sachmaterie der Artikel 3 und 4 ist das Recht der Wirtschaft (Artikel 74 Absatz
1 Nummer 11 Grundgesetz). Es besteht die Erforderlichkeit einer bundesgesetzlichen
Regelung gemal Artikel 72 Absatz 2 Grundgesetz. Eine bundeseinheitliche Regelung der
Informationspflicht bei unbefugter Kenntniserlangung sensibler Daten und des Kopp-
lungsverbots im Telemedien- und Telekommunikationsgesetz ist zur Wahrung der Wirt-
schaftseinheit im Bundesgebiet im gesamtstaatlichen Interesse erforderlich. Die beste-
henden Regelungen des Telemedien- und Telekommunikationsgesetzes kénnen nur
durch ein Bundesgesetz geandert werden. Eine ausbleibende Regelung wirde zu erheb-
lichen Nachteilen fir die Gesamtwirtschaft fihren, die im Interesse des Bundes nicht hin-
genommen werden kénnen. Insbesondere ware zu befiirchten, dass die unterschiedliche
Behandlung gleicher Lebenssachverhalte zu erheblichen Wettbewerbsverzerrungen fihrt.
Unternehmen, die dem Telemedien- oder Telekommunikationsgesetz unterliegen, miss-
ten bei einer unbefugten Kenntniserlangung sensibler Daten durch Dritte die Aufsichtsbe-
horden und die Betroffenen nicht benachrichtigen und unterlagen einem gegeniiber der
Regelung im Bundesdatenschutzgesetz eingeschranktem Kopplungsverbot. Andere Un-
ternehmen blieben zur Benachrichtigung verpflichtet, obwohl es sich um vergleichbar sen-
sible personenbezogene Daten handelt und dirften in geringerem Umfang Kopplungen
vornehmen. Es entstiinden fiir diese dadurch gravierende wettbewerbsverzerrende Ande-
rungen, denen die Unternehmen, die dem Telemedien- oder Telekommunikationsgesetz
unterliegen, nicht ausgesetzt waren.

lll. Vereinbarkeit mit dem Recht der Europaischen Union
Der Gesetzentwurf ist mit dem Recht der Europdischen Union vereinbar. Er steht insbe-

sondere nicht im Widerspruch zu den Regelungen der Richtlinie 95/46/EG (EG-
Datenschutzrichtlinie).
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Bei einem Datenschutzaudit nach dem Gesetzentwurf werden Datenschutzkonzepte oder
informationstechnische Einrichtungen anhand von Richtlinien zur Verbesserung des Da-
tenschutzes und der Datensicherheit Uberpruft, die Uber die Vorschriften hinausgehen, die
die Vorgaben der EG-Datenschutzrichtlinie enthalt. Der Gesetzentwurf fordert daher mit-
telbar die tatsachliche Durchsetzung dieser Regelungen.

Die Starkung der Unabhangigkeit des Beauftragten flr den Datenschutz durch einen er-
weiterten Kiindigungsschutz und die Erméglichung der Fortbildung férdert die Vorgabe in
Artikel 18 Absatz 2 3. Spiegelstrich der Richtlinie. Danach sehen die Mitgliedstaaten eine
,unabhangige Uberwachung“ der Anwendung der zur Umsetzung der Richtlinie erlasse-
nen einzelstaatlichen Bestimmungen durch den Beauftragten fur den Datenschutz vor.
Die Starkung der Einwilligung und die Beschrankung der gesetzlichen Erlaubnis zur Ver-
arbeitung und Nutzung personenbezogener Daten zu nicht ausschliellich eigenen Zwe-
cken der Werbung, Markt- oder Meinungsforschung steht im Einklang mit den Regelun-
gen der Richtlinie und wird insbesondere den aus Artikel 2 Buchstabe h, Artikel 7 Buch-
stabe a und Artikel 14 Satz 1 Buchstabe b der Richtlinie abzuleitenden Zielen gerecht.

IV. Finanzielle Auswirkungen auf die 6ffentlichen Haushalte
Das Gesetz bewirkt keine Haushaltsausgaben ohne Vollzugsaufwand.

In Bezug auf das Datenschutzauditgesetz entsteht bei den zustandigen Behdrden der
Lander Vollzugsaufwand. Sie haben die zugelassenen Kontrollstellen, die das Kontrollver-
fahren durchfihren, zu Uberwachen und Verstdlie dem Bundesbeauftragten fir den Da-
tenschutz und die Informationsfreiheit mitzuteilen. Bestimmte hoheitliche Mallnahmen
sind ihnen vorbehalten. Die Kosten fiir die einzelnen Amtshandlungen der zustandigen
Behorden konnen vom Bund und den Landern durch Kostenordnungen auf die Antragstel-
ler abgewalzt werden.

Vollzugsaufwand entsteht durch die Bildung eines Datenschutzauditausschusses mit Ver-
tretern aus Bund, Landern und der Wirtschaft nebst Geschéaftsstelle beim Bundesbeauf-
tragten fur den Datenschutz und die Informationsfreiheit. Die Tatigkeit der Vertreter erfolgt
ehrenamtlich.

Weiterer Vollzugsaufwand entsteht beim Bundesbeauftragten fir den Datenschutz und
die Informationsfreiheit in einem Teilbereich durch die Uberwachung der Kontrollstellen;
ferner durch die Zulassung und die Entziehung der Zulassung gegeniber den Kontrollstel-
len und die Flhrung eines Registers der angezeigten Datenschutzkonzepte und informa-
tionstechnischen Einrichtungen sowie der zugelassenen Kontrollstellen.

Fur den Vollzugsaufwand beim Bundesbeauftragten fiir den Datenschutz und die Informa-
tionsfreiheit kénnen in Abhangigkeit von der Zahl der Kontrollstellen bis zu finfzehn zu-
satzliche Stellen sowie jahrlich Haushaltsmittel in Hohe von rd. 1,2 Mio. Euro flr Personal-
und Sachausgaben benétigt werden. Uber die Ausbringung und Finanzierung dieser Per-
sonal- und Sachausgaben ist im Haushaltsaufstellungsverfahren 2010 zu entscheiden.

V. Kosten

Kosten fir die Wirtschaft entstehen, soweit nach Ablauf der Ubergangsvorschrift kiinftig
eine Einwilligung der Betroffenen einzuholen ist, um deren personenbezogene Daten fir
Zwecke der Werbung, Markt- oder Meinungsforschung zu verarbeiten und zu nutzen. Fer-
ner kdnnen Kosten fur die Wirtschaft entstehen, soweit diese kiinftig verpflichtet sind, bei
unrechtmafiger Kenntniserlangung bestimmter Daten durch Dritte die Aufsichtsbehdrden
und die Betroffenen bzw. ersatzweise die Offentlichkeit zu benachrichtigen.
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Kosten flr die Wirtschaft kbnnen nach MalRgabe von ggf. von den Landern und dem Bund
zu erlassenden Kostenordnungen entstehen, durch die die Kosten fir die einzelnen Au-
ditverfahren auf die Antragsteller abgewalzt werden konnen. Des Weiteren wird die
Durchfiihrung des Audits (Sammeln und Zuverfligungstellen von Informationen, ggf. er-
forderliche Nachbesserungen am Gegenstand des Audits) Kosten bei den kontrollierten
Stellen verursachen. Die Hohe dieser Kosten lasst sich zum gegenwartigen Zeitpunkt
nicht naher beziffern, da die konkrete Ausgestaltung des Verfahrens einer noch zu erlas-
senden Rechtsverordnung vorbehalten ist und die Richtlinien zur Verbesserung des Da-
tenschutzes und der Datensicherheit als Malstab der Prifung von einem noch zu errich-
tenden Datenschutzauditausschuss zu beschlieRen sind. Kosten entstehen bei den Stel-
len, die sich beim Bundesbeauftragten fir den Datenschutz und die Informationsfreiheit
als Kontrollstellen zulassen und im Rahmen des Kontrollsystems gegen angemessene
Vergutung Kontrollen durchfihren und dabei von den zustandigen Behorden der Lander
Uberwacht werden.

Zusatzliche Kosten fiir Blrgerinnen und Burger sind nicht zu erwarten.

Zusatzliche Kosten fur die Verwaltung entstehen nicht. Auswirkungen auf Einzelpreise
und das allgemeine Preisniveau, insbesondere auf das Verbraucherpreisniveau, sind
nicht zu erwarten.

VI. Auswirkungen

1. Burokratiebelastungen flir die Wirtschaft

Far die Wirtschaft werden 15 Informationspflichten neu eingefuhrt und eine Informations-
pflichten geandert.

Geandert wird die Informationspflicht in § 28 Absatz 3 des Bundesdatenschutzgesetzes.
Hier wird partiell die gesetzliche Erlaubnis mit der Moglichkeit des Widerspruchs (§ 28
Absatz 4 Satz 1 des Bundesdatenschutzgesetzes) umgestellt auf eine Einwilligung. Damit
entfallt in diesen Fallen die Hinweispflicht bei der Verwendung der Daten zu Gunsten ei-
ner Einwilligung von ihrer Weitergabe. Durch diese Anderung entstehen Birokratiekosten
von 9,65 Mio. Euro. Der Betrag errechnet sich bei einer Fallzahl von 30 Mio. Kundenbe-
ziehungen, in denen der Vertragspartner diese Einwilligung anstrebt (Insbesondere Ver-
trage im Versandhandel - 13,5 Mio., Telekommunikation - 13,5 Mio., Ubrige Gebiete 3
Mio. Falle), einer Bearbeitungszeit von einer Minute pro Fall und einem Stundensatz von
19,30 Euro. Die Bearbeitungszeit dirfte in der Vielzahl der Falle bei einer elektronischen
Abwicklung deutlich geringer sein. Die angenommene Minute beinhaltet daher auch Auf-
wand zur Schulung von Mitarbeitern und zur Umstellung von Webseiten.

Durch die Ubrigen neu eingefuhrten Informationspflichten entstehen insgesamt Burokra-
tiekosten von 493.761,00 Euro.

Durch die Anderung des § 28 Absatz 4 Satz 2 des Bundesdatenschutzgesetzes werden
nichtéffentliche Stellen verpflichtet, Betroffene Uber die verantwortliche Stelle und das
Widerspruchsrecht in den Fallen des § 28 Absatz 1 Satz 1 Nummer 1 auch bei Begrin-
dung des rechtsgeschaftlichen oder rechtsgeschaftsahnlichen Schuldverhaltnisses zu
unterrichten. § 42a des Bundesdatenschutzgesetzes verpflichtet nichtoffentliche Stellen,
die Aufsichtsbehdrde und die Betroffenen unverziglich zu benachrichtigen, wenn be-
stimmte sensible Daten unrechtmaRig Dritten zur Kenntnis gelangt sind und schwerwie-
gende Beeintrachtigungen fiur die Rechte oder schutzwirdigen Interessen der Betroffenen
drohen. Soweit die Benachrichtigung der Betroffenen einen unverhaltnismafigen Aufwand
erfordern wirde, insbesondere aufgrund der Vielzahl der betroffenen Falle, tritt an ihre
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Stelle die Information an die Offentlichkeit durch Anzeigen, die mindestens eine halbe
Zeitungsseite umfassen, in mindestens zwei bundesweit erscheinenden Tageszeitungen.

Das Datenschutzauditgesetz enthalt fir die Wirtschaft folgende neue Informationspflich-
ten:

Eine Kontrollstelle hat ihre Zulassung zu beantragen (§ 4 Absatz 1) und kann diese auf
einzelne Lander beschranken (§ 4 Absatz 2 Satz 2). Auf Antrag der Kontrollstelle kann ihr
eine Ausnahme von der Einbeziehung von einem Datenschutzkonzept oder einer informa-
tionstechnischen Einrichtung in ihre Kontrollen gewahrt werden (§ 6 Absatz 1 Satz 2).
Jahrlich hat die Kontrollstelle den zustandigen Behdrden ein Verzeichnis der nichtoffentli-
chen Stellen, die am 31. Dezember des Vorjahres ihrer Kontrolle unterstanden und bis
zum 31. Marz jedes Jahres einen Bericht Uber ihre Tatigkeit im Vorjahr vorzulegen (§ 6
Absatz 2). Die Kontrollstellen erteilen einander die fir eine ordnungsgemalfe Durchfih-
rung dieses Gesetzes notwendigen Auskinfte (§ 6 Absatz 3 Satz 1). Stellt eine Kontroll-
stelle UnregelmaRigkeiten oder VerstoRRe fest, unterrichtet sie unverziglich die zustandige
Behorde (§ 6 Absatz 3 Satz 2). Soweit eine Kontrollstelle im Rahmen der von ihr durchge-
fuhrten Kontrollen Tatsachen feststellt, die einen hinreichenden Verdacht auf VerstoRRe
der in Satz 2 genannten Art begriinden, der eine nicht von der Kontrollstelle kontrollierte
nichtéffentliche Stelle betrifft, teilt die Kontrollstelle die Tatsachen unverziglich der Kon-
trollstelle mit, deren Kontrolle die betroffene nichtoffentliche Stelle untersteht (§ 6 Absatz 3
Satz 3). Die Kontrollstelle unterrichtet die von ihr kontrollierten nichtoffentlichen Stellen,
die zustandigen Behorden sowie den Bundesbeauftragten fir den Datenschutz und In-
formationsfreiheit, bevor sie ihre Tatigkeit einstellt, oder im Falle eines Antrags auf Eroff-
nung des Insolvenzverfahrens (§ 6 Absatz 4 Satz 1). Die nichtéffentlichen Stellen sowie
die Kontrollstellen haben den zustéandigen Behorden auf Verlangen Ausklnfte zu erteilen
(§ 8 Absatz 1). Auf ihr Aussageverweigerungsrecht sind sie hinzuweisen (§ 8 Absatz 4
Satz 2). Vor der erstmaligen Verwendung des Datenschutzauditsiegels ist das Daten-
schutzkonzept oder die informationstechnische Einrichtung dem Bundesbeauftragten flr
den Datenschutz und die Informationsfreiheit anzuzeigen (§ 9 Absatz 1 Satz 1).

Die Summe der zu erwartenden Belastungen fir die Wirtschaft betragt insgesamt 10,14
Mio. Euro.

Die fur die Wirtschaft entstehenden Kosten sind hinnehmbar, weil das Datenschutzaudit
freiwillig ist und es die Unternehmen daher von einer Wirtschaftlichkeitsbetrachtung ab-
hangig machen kénnen, ob sie sich einem Audit mit den damit ggf. einhergehenden Bliro-
kratiekosten unterziehen. Sofern ein Unternehmen sich entscheidet, als Kontrollstelle
Kontrollen durchzuflihren, erfolgt dies gegen angemessene Vergltung. Die durch die Be-
nennung der Vertreter fir den Datenschutzauditausschuss und das Erzielen eines Ein-
vernehmens Uber deren Person verursachten Kosten fallen nicht ins Gewicht und werden
durch die Mitwirkung an der Erarbeitung des PrifmaRstabs des Datenschutzauditverfah-
rens aufgewogen.

2. Burokratiebelastungen fiur die Blrgerinnen und Birger

Fur die Birgerinnen und Birger wird keine Informationspflicht neu eingeflihrt geandert
oder abgeschafft.

3. Burokratiebelastungen fur die Verwaltung

Fur die Verwaltung werden zwoélf Informationspflichten neu eingefiihrt und keine Informa-
tionspflichten geandert oder abgeschafft.
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Diese Informationspflichten sind im Einzelnen:

§ 7 Absatz 1 Satz 2 Da-
tenschutzauditgesetz

Auskunftserteilung der zustandigen Behdrden untereinander.

§ 7 Absatz 1 Satz 3
Nummer 1 Datenschut-
zauditgesetz

Mitteilungspflicht der zustandigen Behorde zur Anregung der Entzie-
hung der Zulassung oder Anderung von Auflagen an den Bundesbe-
auftragten fir den Datenschutz und die Informationsfreiheit

§ 7 Absatz 1 Satz 3
Nummer 2 Datenschut-
zauditgesetz

Mitteilungspflicht an die zustandige Behdrde des Landes

§ 7 Absatz 1 Satz 4 Da-
tenschutzauditgesetz

Mitteilungspflicht der zusténdigen Behorde zur Anregung eines Ver-
fahrens der Entziehung der Zulassung oder Anderung von Auflagen
an den

§ 8 Absatz 4 Satz 2 Da-
tenschutzauditgesetz

Hinweispflicht gegentber dem Auskunftspflichtigen

§ 9 Absatz 1 Satz 2 Da-
tenschutzauditgesetz

FUhrung eines Verzeichnisses flr Datenschutzkonzepte durch den
Bundesbeauftragten fir den Datenschutz und die Informationsfreiheit

§ 9 Absatz 1 Satz 2 Da-
tenschutzauditgesetz

Veroffentlichungspflicht im Internet und im elektronischen Bundesan-
zeiger

§ 9 Absatz 2 Satz 1 Da-
tenschutzauditgesetz

Flhrung eines Verzeichnisses der zugelassenen Kontrollstellen

§ 9 Absatz 2 Satz 1 Da-
tenschutzauditgesetz

Veroffentlichungspflicht im Internet und im elektronischen Bundesan-
zeiger

§ 11 Absatz 1 Satz 3
Datenschutzauditgesetz

Veroffentlichungspflicht der mafRgeblichen Richtlinien im Internet und
im elektronischen Bundesanzeiger

§ 15 Absatz 2 Satz 3
Datenschutzauditgesetz

Berichtspflicht an die Aufsichtsbehdrde

§ 15 Absatz 3 Satz 1
Datenschutzauditgesetz

Pflicht der Genehmigung durch die Aufsichtsbehdrde

Die Informationspflichten flir die Verwaltung sind fir die sinnvolle Gestaltung des Daten-
schutzauditverfahrens unerldsslich. Sie sind auch hinnehmbar, weil die Starkung des Da-
tenschutzes und die Forderung der Wirtschaft, die das Gesetz bewirkt, den nachteiligen
Effekt der Blrokratiekosten Uberwiegen.

VII. Auswirkungen von gleichstellungspolitischer Bedeutung

Auswirkungen von gleichstellungspolitischer Bedeutung sind nicht zu erwarten.




B. Besonderer Teil

Zu Artikel 1

Zu § 1 (Datenschutzaudit)

Die Durchflihnrung des Datenschutzaudits ist freiwillig. Durch das Wort ,kénnen“ wird dies
ausgedriickt. Es obliegt jedem Unternehmen zu entscheiden, ob den mit der Durchfiih-
rung des Datenschutzaudits verbundenen Kosten und Muhen ein adaquater wirtschaftli-
cher Mehrwert aus der Verwendung des Datenschutzauditsiegels im Rechts- und Ge-
schaftsverkehr gegenlibersteht.

Adressat des Datenschutzaudits sind Anbieter von Datenverarbeitungsanlagen und -
programmen fur die von ihnen angebotenen Datenverarbeitungsanlagen und —programme
und verantwortliche Stellen nach § 3 Absatz 7 des Bundesdatenschutzgesetzes hinsicht-
lich ihrer Datenschutzkonzepte. Anbieter stellen anderen, auch unentgeltlich, eine Daten-
verarbeitungsanlage oder Datenverarbeitungsprogramm oder beides zur Verfiigung, sei
es als Hersteller oder in anderer Form am Vermarktungsprozess Beteiligter. Datenverar-
beitungsanlage (Hardware) und Datenverarbeitungsprogramm (Software) bilden zusam-
men ein Datenverarbeitungssystem. Sie sind gesondert aufgefuhrt, um zu verdeutlichen,
dass auch nur eine Datenverarbeitungsanlage oder nur ein Datenverarbeitungsprogramm
Auditgegenstand sein kann. Eine Datenverarbeitungsanlage ist ein Gerat oder eine Bau-
einheit zur Verarbeitung von Daten. Der Begriff findet sich bereits verschiedentlich im
Bundesdatenschutzgesetz, z. B. in § 1 Absatz 2 Nummer 3, § Absatz 2 Satz 1, § 11 Ab-
satz 5, § 14 Absatz 4, § 18 Absatz 2 Satz 1, § 27 Absatz 1 Satz 1, § 31 und Nummer 1
der Anlage zu § 9 Satz 1 und anderen Bundesgesetzen, z. B. in § 9 Absatz 1 Satz 2 des
Antiterrordateiengesetzes, § 9Absatz 2 Satz 21 des Auslanderzentralregistergesetzes
oder § 11 Absatz 6 Satz 2 des Bundeskriminalamtsgesetzes. Datenverarbeitungspro-
gramme steuern die automatisierte Verarbeitung personenbezogener Daten. Auch dieser
Begriff findet sich neben § 9a bereits verschiedentlich im Bundesdatenschutzgesetz, z. B.
in § 49 Absatz 1 Satz 4 Nummer 1, § 24 Absatz 4 Satz 2 Nummer 1 und § 38 Absatz 4
Satz 2 sowie in anderen Bundesgesetzen, z. B. in § 4 Absatz 2 Nummer 3 des Aul3en-
wirtschaftsgesetzes (der das Synonym ,Software” verwendet).

Einem Datenschutzaudit kénnen sich Anbieter von Datenverarbeitungsanlagen und
-programmen und verantwortliche Stellen unterziehen, sofern sie ,nichtoffentliche Stelle
im Sinne des § 2 Absatz 4 des Bundesdatenschutzgesetzes sind“. Die Einschrankung
bezieht sich sowohl auf die Anbieter von Datenverarbeitungsanlagen und -programmen
als auch auf die verantwortlichen Stellen. Ohne die Eingrenzung kdmen auch offentliche
Stellen in Frage, die untereinander nicht im Wettbewerb stehen und bei denen die Blirge-
rinnen und Bulrger nur in den seltensten Fallen ein Wahlrecht hatten, eine auditierte ge-
genlber einer nicht auditierten Stelle zu bevorzugen. Das Ziel, mit einem bundesweiten,
gesetzlichen Datenschutzaudit wirtschaftliche Anreize zur Verbesserung des Datenschut-
zes und der Datensicherheit anzubieten, um hiermit nach auRen im Wettbewerb zu wer-
ben und sich einen Marktvorteil zu verschaffen, wiirde insoweit verfehlt. Soweit eine 6f-
fentliche Stelle andere Zwecke verfolgt, etwa eine erhéhte Akzeptanz der Biirgerinnen
und Birger bei der Inanspruchnahme einer E-Government-Anwendung, wird dies bereits
ausreichend dadurch gewahrleistet, dass mit einem Datenschutzauditsiegel gekennzeich-
nete Datenschutzkonzepte und informationstechnische Einrichtungen eingesetzt werden
kénnen. Darlber hinaus bestehen Umsetzungsschwierigkeiten, da vorliegend nur Rege-
lungen fur offentliche Stellen des Bundes getroffen werden kdnnten. Ausreichend ist da-
her, dass es weiterhin fur 6ffentliche Stellen moglich bleibt, auf Landesebene ein Daten-
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schutz-audit einzufihren, wie es z. B. in der Freien Hansestadt Bremen oder Schleswig-
Holstein geschehen ist.

Gegenstand der Prufung und Bewertung kénnen Datenschutzkonzepte sowie informati-
onstechnische Einrichtungen sein. Ein Datenschutzkonzept ist eine geordnete Darstel-
lung, auf welche Weise die Anforderungen des Datenschutzes und der Datensicherheit
erfullt werden. Bezugspunkt fir ein Datenschutzkonzept ist entweder eine verantwortliche
Stelle oder ein abgrenzbarer Teilbereich hiervon (z. B. die IT-Abteilung, die Personalabtei-
lung, das Archiv). Bezugspunkt kann auch ein Verfahren automatisierter Verarbeitung
oder ein abgrenzbarer Teilbereich hiervon sein. Bestandteil des Datenschutzkonzepts ist
insbesondere der Inhalt der Meldepflicht nach § 4e Satz 1 des Bundesdatenschutzgeset-
zes, gegebenenfalls die Nennung des Beauftragten fir den Datenschutz sowie Angaben
zu den verwendeten informationstechnischen Einrichtungen. Bestandteil der Darstellung
sind die getroffenen bzw. geplanten technischen und organisatorischen Mallnahmen nach
§ 9 des Bundesdatenschutzgesetzes, die nach der Anlage zu § 9 Satz 1 des Bundesda-
tenschutzgesetzes auch die Ausgestaltung der innerbetrieblichen Organisation umfassen.
Bestandteil ist auch ein Sicherheitskonzept, das eine Analyse der bestehenden Risiken
enthalt, eine Schutzzweckbeschreibung, die Beschreibung der Malinahmen zur techni-
schen und organisatorischen Sicherheit und die verbleibenden Risiken. Eine informations-
technische Einrichtung ist eine Hardware oder Software, mit der eine verantwortliche Stel-
le die personenbezogenen Daten automatisiert verarbeitet.

Die Unternehmen kénnen den Gegenstand des Audits selbst bestimmen und z. B. auf
abgrenzbare Teilbereiche beschranken. Nicht nur die Durchfihrung des Audits tGberhaupt,
sondern auch sein Umfang unterliegen auch wegen der damit verbundenen Kosten-
Nutzen-Abwagung der Dispositionsfreiheit der Unternehmen. Die Uberpriifung eines ge-
samten Unternehmens im Rahmen eines Datenschutzaudits wird in aller Regel eine zu
grole Komplexitat fur eine Kontrolle aufweisen und ist allenfalls bei sehr kleinen Unter-
nehmen vorstellbar, bei denen personenbezogene Daten nur zu einem Zweck oder weni-
gen klar umrissenen Zwecken durch ein einziges oder wenige einfach aufgebaute auto-
matisierte Verfahren erhoben und verwendet werden.

Satz 2 verdeutlicht in Verbindung mit § 3 und § 11 die Voraussetzungen, unter denen ein
Datenschutzkonzept oder eine informationstechnische Einrichtung mit einem Datenschut-
zauditsiegel gekennzeichnet werden darf.

Nach Nummer 1 sind die Vorschriften zum Schutz personenbezogener Daten bei der Da-
tenverarbeitung einzuhalten, fir die das Datenschutzkonzept oder die informationstechni-
sche Einrichtung vorgesehen ist. Grundlage fir die Verwendung ist also, dass die Daten-
verarbeitung, die Gegenstand des Datenschutzkonzepts oder der informationstechni-
schen Einrichtung ist, vor Ort gesetzeskonform und im Einklang mit den Vorgaben der
europaischen Datenschutzrichtlinie 95/46/EG betrieben wird. Andernfalls darf auch bei
formaler Erfillung der Richtlinien zur Verbesserung des Datenschutzes und der Datensi-
cherheit nach Nummer 2 kein Datenschutzauditsiegel verwendet werden. Die Einhaltung
der Vorschriften Uber den Datenschutz ist — vorbehaltlich der Nummer 3 — auf die Daten-
verarbeitung des Auditgegenstands beschrankt und nicht auf das Unternehmen als Ad-
ressaten des Audits insgesamt. Fir die Kontrollstelle wéare es in aller Regel praktisch nicht
umsetzbar, das Unternehmen als Ganzes auf die Einhaltung der Vorschriften tber den
Datenschutz zu Uberprifen. Dies ware unter Umstanden auch nicht angemessen, wenn
das Unternehmen lediglich fir ein auf eine einzelne Datenverarbeitung bezogenes Daten-
schutzkonzept oder bezogene informationstechnische Einrichtung ein Datenschutzaudit-
siegel begehrt. Der Begriff der ,Datenverarbeitung“ meint nicht den Begriff der ,Verarbei-
tung nach § 3 Absatz 4 des Bundesdatenschutzgesetzes, da auch die Erhebung oder
Nutzung personenbezogener Daten Gegenstand des Auditgegenstandes sein kann.

Nach Nummer 2 muss der Auditgegenstand die vom Datenschutzauditausschuss be-
schlossenen und veréffentlichten Richtlinien zur Verbesserung des Datenschutzes und
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der Datensicherheit nach § 11 Absatz 1 erflillen. Ein Datenschutzauditsiegel, das bereits
fur die Einhaltung der Vorschriften Gber den Schutz personenbezogener Daten (Geset-
zeskonformitat) erlangt werden kann, birgt verschiedene Probleme. Die Einhaltung der
geltenden Gesetze wird von jedem Unternehmen erwartet und bedarf daher keiner Aus-
zeichnung. Ein solches Datenschutzauditsiegel hatte flr die Unternehmen auch keinen
marktwirtschaftlichen Mehrwert gegenuber Wettbewerbern. Auf die Verbraucherinnen und
Verbraucher hatte es im Gegenteil eine missverstandliche Wirkung, da diese hinter einer
staatlichen Auszeichnung eine Uberdurchschnittliche Leistung vermuten. Die Einhaltung
der datenschutzrechtlichen Vorschriften bei den Unternehmen wird zudem bereits durch
den Beauftragten fur den Datenschutz nach § 4f Absatz 1 Satz 1 des Bundesdaten-
schutzgesetzes und die Aufsichtsbehdrden nach § 38 des Bundesdatenschutzgesetzes
kontrolliert. Ein auf die Gesetzeskonformitat beschranktes Datenschutzauditsiegel liefe
damit Gefahr, die bestehenden Kontrollen zu entwerten oder zumindest eine Verfahrens-
doppelung herbeizufiihren. Es bestiinde zudem die Gefahr, dass die Freiwilligkeit des
Auditverfahrens in einen faktischen Zwang umschlagt, weil ein Unternehmen ohne ein
Datenschutzauditsiegel fir die Einhaltung der Gesetze den Riickschluss auf die Nichtein-
haltung der Gesetze erlaubt. Ein Datenschutzkonzept oder eine informationstechnische
Einrichtung muss nicht alle durch den Datenschutzauditausschuss erlassenen Richtlinien
zur Verbesserung des Datenschutzes und der Datensicherheit erflillen, sondern nur die
fur dieses Datenschutzkonzept oder diese informationstechnische Einrichtung geltenden.
Sofern Richtlinien branchen- oder situationsspezifisch ausgerichtet sind, z. B. flir den Be-
reich der Telekommunikationsunternehmen oder beschrankt auf Vorgaben der Protokol-
lierung, finden sie keine Anwendung auflerhalb dieses Bereichs oder sofern eine Proto-
kollierung nicht erfolgt.

Nach Nummer 3 ist Voraussetzung fir die Kennzeichnung mit einem Datenschutzaudit-
siegel, dass Anbieter im Inland die Vorschriften des Bundesdatenschutzgesetzes Uber die
organisatorische Stellung des Beauftragten flr den Datenschutz einhalten. Hierzu geho-
ren insbesondere § 4f Absatz 3 und 5 des Bundesdatenschutzgesetzes. Nicht hierzu ge-
héren die Vorschriften Gber seine fachliche Eignung; flur das Berufsbild des Beauftragten
fur den Datenschutz bestehen derzeit noch keine tauglichen Kriterien. Zwar muss ein Un-
ternehmen, um ein Datenschutzauditsiegel zu verwenden, nicht nachweisen und standig
kontrollieren lassen, dass es insgesamt die Vorschriften Gber den Datenschutz einhalt.
Diese Aufgabe obliegt innerbetrieblich nach § 4g Absatz 1 Satz 1 des Bundesdaten-
schutzgesetzes dem Beauftragten fiir den Datenschutz. Dieser kann seiner Aufgabe je-
doch nur nachkommen und nach § 3 Satz 2 in die Durchfiihrung des Kontrollverfahrens
einbezogen werden, sofern seine organisatorische Stellung gesetzeskonform ausgestaltet
ist und er z. B. die zur Erfullung seiner Aufgaben erforderlichen Radume, Einrichtungen
und Gerate zur Verfiigung hat. Die Voraussetzungen fir die Bestellung eines Beauftrag-
ten fir den Datenschutz nach dem Bundesdatenschutzgesetz bleiben durch die Regelung
unberthrt. Die Regelung flhrt nicht zu einer abweichenden Verpflichtung zur Bestellung
bei Durchflihrung eines Datenschutzaudits.

Nach Nummer 4 ist Voraussetzung fir die Kennzeichnung mit einem Datenschutzaudit-
siegel, dass die Nummern 1 bis 3 nach § 3 kontrolliert werden. Damit wird dem Umstand
Rechnung getragen, dass Auditgegenstand sehr unterschiedliche und kurzlebige Verfah-
ren und Produkte vor allem aus der dynamischen Informations- und Kommunikations-
branche sein werden. Die Vergabe eines Datenschutzauditsiegels aufgrund einer einmali-
gen Uberprifung lauft insoweit Gefahr, bereits kurze Zeit nach Abschluss des Verfahrens
uberholt zu sein. Normenklare Kriterien, wann und in welcher Intensitat unter diesen Um-
standen ein erneutes Verfahren durchzuflihren ist, lassen sich nur schwer bestimmen. Ein
wiederholtes Verfahren mit Prifungen nahert sich in tatsachlicher Hinsicht einem regel-
mafigen Kontrollverfahren an. Dieses bietet mehr Flexibilitdt fir die Durchfiihrung der
Kontrollen durch die Kontrollstellen und durch die Einbeziehung in das Kontrollsystem
mehr Rechtssicherheit flir das Unternehmen bei der Verwendung des Datenschutzaudit-
siegels. Fur das Kontrollverfahren wird auf die Ausfuhrungen zu § 3 verwiesen.
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Soweit offentliche Stellen als 6ffentlich-rechtliche Unternehmen am Wettbewerb teilneh-
men, finden auf sie nach § 27 Absatz 1 Satz 1 Nummer 2 des Bundesdatenschutzgeset-
zes dieselben Vorschriften Anwendung wie auf nichtéffentliche Stellen. Sie sind diesen
gleichgestellt. Im Wettbewerb mit nichtoffentlichen Stellen soll ihnen kein Nachteil durch
die strengeren Regelungen fir 6ffentliche Stellen entstehen. Aus dieser wettbewerbsbe-
dingten Gleichstellung folgt, dass auch o&ffentlich-rechtlichen Wettbewerbsunternehmen
die Maglichkeit eréffnet werden muss, sich durch ein Datenschutzauditsiegel einen wer-
bewirksamen Marktvorteil gegeniber seinen nichtéffentlichen Konkurrenten zu verschaf-
fen.

Zu § 2 (Zustandigkeit)

Absatz 1:

Die Regelung der Behdrdenzustandigkeit bleibt hier grundsatzlich - soweit nichts anderes
bestimmt wird - den Landern Uberlassen. Das Verfahren der Kontrolle soll mit § 3 in wei-
tem Umfang zugelassenen privaten Kontrollstellen tbertragen werden. Zu weiteren Ein-
zelheiten wird auf die Ausfiihrungen zu § 3 verwiesen. Satz 2 dient der Anpassung der
Zustandigkeitsverteilung an die spezialgesetzliche Regelung in § 115 Absatz 4 des Tele-
kommunikationsgesetzes und § 42 Absatz 3 des Postgesetzes. Danach ist der Bundes-
beauftragte fir den Datenschutz und die Informationsfreiheit zustandige Aufsichtsbehdrde
fur den Datenschutz, soweit fir die geschaftsmalige Erbringung von Post- oder Tele-
kommunikationsdiensten Daten zu natlrlichen oder juristischen Personen erhoben oder
verwendet werden.

Absatz 2:

Mit Absatz 2 werden bestimmte Aufgaben beim Bundesbeauftragten fur den Datenschutz
und die Informationsfreiheit geblindelt. Eine Vielzahl von Unternehmen, fiir die das Da-
tenschutzaudit interessant ist, haben Niederlassungen in verschiedenen Landern und sind
interessiert, sich nur von einer Kontrollstelle kontrollieren zu lassen. Auch die Kontrollstel-
len haben ein Interesse an einer landerubergreifenden Tatigkeit. Dafur ist eine grundsatz-
lich bundesweit geltende Zulassung erforderlich, die mit dem Ziel eines effizienten Verfah-
rens nur von einer zentralen, mit alleiniger Entscheidungskompetenz ausgestatteten Stel-
le erteilt werden kann. Das Zulassungsverfahren und die Entscheidung uber die Entzie-
hung der Zulassung einer Kontrollstelle sollen durch den Bundesbeauftragten fir den Da-
tenschutz und die Informationsfreiheit wahrgenommen werden. Folgerichtig ist auch die
Zustandigkeit fur die Vergabe einer Kennnummer an die zugelassenen Kontrollstellen
dem Bundesbeauftragten fir den Datenschutz und die Informationsfreiheit zuzuweisen.
Zu Einzelheiten des Verfahrens der Zulassung und der Entziehung der Zulassung wird auf
die Ausflihrungen zu § 4 Absatz 1 und § 4 Absatz 4 verwiesen.

Zu § 3 (Kontrollen)

Nachdem in § 2 Absatz 1 Satz 1 und 2 die Zustandigkeit der Lander und des Bundesbe-
auftragten fur den Datenschutz und die Informationsfreiheit flr die Durchfuhrung des Ge-
setzes klargestellt ist, soll Satz 1 dem Bestreben nach einer mdglichst weitgehenden Auf-
gabenerledigung durch Private Rechnung tragen, ohne besonders einschneidende hoheit-
liche Entscheidungen aus dem behérdlichen Aufgabenbereich auszugliedern. Vom be-
hordlichen Aufgabenbereich erfasst sind insbesondere die Malnahmen nach § 7 Absatz
2, mit denen die zustandigen Behorden sicherstellen, dass bei Unregelmafigkeiten oder
VerstdlRen keine Kennzeichnung mit dem Datenschutzauditsiegel erfolgt. Mit dieser Aus-
gestaltung soll das in Deutschland und der Uberwiegenden Zahl der Mitgliedstaaten der
Européischen Union seit lAngerem praktizierte und funktionierende System auf dem Ge-
biet des Okologischen Landbaus flir den Bereich des Datenschutzes nutzbar gemacht
werden.
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Nach Satz 2 ist der Beauftragte fir den Datenschutz gemaR § 4f Absatz 1 Satz 1 des
Bundesdatenschutzgesetzes in die Durchfliihrung der Kontrollen einzubeziehen. Damit
soll seiner zentralen Rolle innerhalb des Unternehmens bei der Einhaltung des Bundesda-
tenschutzgesetzes und anderer Vorschriften Uber den Datenschutz, insbesondere im
Rahmen der Vorabkontrolle Rechnung getragen werden. Die Einbeziehung des Beauf-
tragten fur den Datenschutz in die Durchfihrung von Kontrollen durch unternehmensex-
terne Stellen sollte vor dem Hintergrund seiner gesetzlichen Aufgaben und sachlichen
Kompetenz selbstverstandlich sein. Die Regelung hat daher vorwiegend klarstellenden
Charakter. Der Beauftragte flir den Datenschutz wird bereits jetzt bei Kontrollen der Auf-
sichtsbehdrden einbezogen. Wie dort umfasst die Einbeziehung etwa die Vorbereitung
und Koordination der zur Durchfiihrung der Kontrollen notwendigen Arbeitsschritte, von
der Bestandsaufnahme Uber die Aufbereitung der erforderlichen Unterlagen und Vermitt-
lung von Ansprechpartnern im Betrieb bis hin zur Begleitung der Beseitigung von festge-
stellten Mangeln. Die Einbeziehung in die Durchfiihrung der Kontrollen verdeutlicht, dass
der Beauftragte fir den Datenschutz nicht selbst, etwa seine Eignung, Gegenstand der
Kontrolle ist. Satz 2 lasst im Ubrigen die Regelungen zur Bestellung eines Beauftragten
fur den Datenschutz nach dem Bundesdatenschutzgesetz unberihrt und fiihrt nicht zu
einer abweichenden Verpflichtung zur Bestellung bei Durchfliihrung eines Datenschutzau-
dits.

Das Verfahren der Kontrolle muss die in der Verordnung nach § 16 Absatz 3 Nummer 3
naher auszufihrenden Mindestkontrollanforderungen und im Rahmen des Kontrollverfah-
rens vorgesehenen Vorkehrungen erflillen. Dabei ist der dort vorzusehende Kontrollrah-
men mit Rucksicht auf die konkreten Bedingungen im Zusammenspiel von Kontrollstelle
und kontrollierter Stelle zu spezifizieren. Die Art und Haufigkeit der Kontrollen soll sich
nach Satz 3 nach dem Risiko des Auftretens von VerstéRen gegen dieses Gesetz, die auf
Grund dieses Gesetzes erlassenen Rechtsverordnungen und die fur den Auditgegenstand
geltenden Richtlinien zur Verbesserung des Datenschutzes und der Datensicherheit nach
§ 11 Absatz 1 bestimmen.

Satz 4 und 5 legen neben der risikobasierten Haufigkeit der Kontrollen die Mindesthaufig-
keit der Kontrollen fest. Jedes in das Kontrollsystem einbezogene Unternehmen soll nach
der Anzeige der Verwendung des Datenschutzauditsiegels an den Beauftragten flr den
Datenschutz und die Informationsfreiheit nach § 9 Absatz 1 Satz 1 sobald es der ord-
nungsgemalle Geschaftsbetrieb der Kontrollstelle erlaubt, einer ersten Kontrolle und vor
Ablauf von zwolf Monaten nach dem Abschluss dieser Erstkontrolle einer weiteren, zwei-
ten Kontrolle unterzogen werden. Im Anschluss an die zweite Kontrolle ist es aufgrund der
dann vorhandenen Kenntnisse tber das Datenschutzkonzept oder die informationstechni-
sche Einrichtung gerechtfertigt, die Mindesthaufigkeit der Kontrollen auf achtzehn Monate
auszudehnen, zumal die Mdglichkeit, zusatzliche Kontrollen vorzunehmen, z. B. wenn
Verstole aufgetreten sind, unberthrt bleibt. Die Mindesthaufigkeit der Kontrollen soll nach
drei Jahre mit Blick auf Auswirkungen und Effektivitat evaluiert werden.

Die auf Grundlage des Bundesdatenschutzgesetzes und der Datenschutzgesetze der
Lander durchgeflihrten Kontrollen bleiben unberihrt.

Zu § 4 (Zulassung der Kontrollstellen und Entziehung der Zulassung)

Absatz 1:

Werden wesentliche Teile des Kontrollverfahrens auf Private tbertragen, muss die Zulas-
sung der Privaten vorgeschrieben sein, um die ordnungsgemalie Aufgabenerledigung
durch diese sicherzustellen und zu gewahrleisten, dass die an sie gestellten Anforderun-
gen erflllt werden. Die Kontrollstellen bilden den Kern des Kontrollsystems. Von der Qua-
litdt ihrer Tatigkeit hangen die Zuverlassigkeit sowie die Funktion des gesamten Kontroll-
verfahrens und damit das Niveau der Auditierung malfigeblich ab. Diesen Erfordernissen
tragt § 4 Absatz 1 Rechnung. Nach Satz 1 Nummer 1 sind Kontrollstellen zuzulassen,
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wenn ihr Leitungspersonal und die fir Kontrollen verantwortlichen Beschéftigten Uber die
erforderliche personliche Zuverlassigkeit, Unabhangigkeit und fachliche Eignung verfi-
gen, die naher in § 5 aufgefuhrt ist. Nach Satz 1 Nummer 2 muss die Kontrollstelle in or-
ganisatorischer Hinsicht akkreditiert sein, wie in anderen Bereichen bereits praktiziert. Als
angemessene und anerkannte Akkreditierungsgrundlage kommt flir Datenschutzkonzepte
z. B. die ISO/IEC 17021:2006 (Anforderungen an Stellen, die Managementsysteme audi-
tieren und zertifizieren) oder fir den Bereich der informationstechnischen Einrichtungen
z. B. die DIN EN 45011 (Allgemeine Anforderungen an Stellen, die Produktzertifizierungs-
systeme betreiben) oder die ISO/IEC 17025:2005 (Allgemeine Anforderungen an die
Kompetenz von Pruf- und Kalibrierlaboratorien) in Frage. Naheres regelt die nach § 16
Absatz 3 Nummer 2 zu erlassene Rechtsverordnung. Nach Satz 1 Nummer 3 und 4 wird
neben der Entrichtung der fur die Zulassung erhobenen Gebuhren das Unterhalten des
Sitzes oder einer Niederlassung im Bundesgebiet zur Bedingung fir die Zulassung ge-
macht. Nur unter dieser Bedingung lasst sich die Aufsicht tber die Kontrollstellen, die den
zustandigen Behdérden im Einzelnen auferlegt ist, zuverlassig und wirksam sicherstellen.

Nach Satz 2 wird der Kontrollstelle mit der Zulassung eine Kennnummer zugeteilt, Gber
die ein mit einem Datenschutzauditsiegel gekennzeichnetes Datenschutzkonzept oder
eine informationstechnische Einrichtung auf die Kontrolle einer bestimmten Kontrollstelle
zurtickgefuhrt werden kann.

Absatz 2:

Absatz 2 Satz 1 regelt die mit der zentralen Zulassung durch den Bundesbeauftragten fir
den Datenschutz und die Informationsfreiheit eréffnete Mdglichkeit, eine bundesweite Zu-
lassung zu erteilen. Satz 2 reduziert Verwaltungsaufwand bei solchen Kontrollstellen, die
nur in einem beschrankten Gebiet tatig sein wollen. Die Kontrollstellen unterliegen dann in
Landern, in denen sie nicht zugelassen sind, auch nicht dem Kontrahierungszwang nach
§ 6 Absatz 1.

Absatz 3:

Verfahren im Hinblick auf den Entzug der Zulassung einer unzuverlassig arbeitenden
Kontrollstelle kbnnen einen erheblichen Zeitraum in Anspruch nehmen. In dieser Zeit ist
die Kontrollstelle in der Regel weiterhin tatig und stellt ein Risikoelement fur die Integritat
des Kontrollsystems und die Aussagekraft des Datenschutzauditsiegels dar. Damit die
zustandigen Behorden im Bedarfsfall schnell und effektiv eingreifen kénnen, bieten Befris-
tungen, Bedingungen, Auflagen und Widerrufsvorbehalte die Mdglichkeit, entsprechende
Vorkehrungen zu treffen, um dem entgegenzuwirken und die Belange des Datenschutzes
sicherzustellen. Durch die Worte ,soweit die Funktionsfahigkeit des Kontrollsystems* dies
erfordert, soll auch der landesrechtlichen Moglichkeit zur Beleihung oder Mitwirkung durch
eine Nebenbestimmung bei der Zulassung der Kontrollstelle Rechnung getragen werden.
Eine Zulassung, mit der die Befahigung einer Kontrollstelle zur Wahrnehmung der Kon-
trollaufgaben festgestellt wird, kann ihre Wirkungen nur unter der Bedingung entfalten,
dass die Aufgabenibertragung in dem betreffenden Land erfolgt. Die Bereitschaft einer
Kontrollstelle, sich den Landesbestimmungen zur Beleihung oder Mitwirkung zu unterwer-
fen, ist Kriterium daflir, ob die Kontrollstelle zu einer ordnungsgemafen und koordinierten
Durchflihrung des Kontrollverfahrens in der Lage ist. Dem folgt der Absatz 3, indem er der
fur die Zulassung der Kontrollstellen zustandigen Behorde, dem Bundesbeauftragten fir
den Datenschutz und die Informationsfreiheit, die Moglichkeit eréffnet, die Zulassung mit
Nebenbestimmungen zu versehen.

Absatz 4:

Ein Entzug der Zulassung ist in zwei Konstellationen zuldssig: Wenn die Kontrollstelle die
Voraussetzungen nach Absatz 1 Satz 1 Nummer 1, 2 oder 4 fur die Zulassung nicht mehr
erfullt und wenn sie Verpflichtungen nach diesem Gesetz oder einer aufgrund dieses Ge-
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setzes erlassenen Rechtsverordnung in schwerwiegender Weise nicht nachkommt. Die
Hervorhebung der Verpflichtungen nach § 6 oder § 8 Absatz 3 erfolgt, da diese fiir das
Kontrollsystem insgesamt von besonderer Bedeutung sind. Die Eingrenzung auf Ver-
pflichtungen, denen in schwerwiegender Weise nicht nachgekommen wird, soll verdeutli-
chen, dass nicht jede UnregelmaRigkeit der Kontrollstelle die besonders schwere Sankti-
on des Entzugs der Zulassung nach sich ziehen soll, z. B. dann, wenn die Unregelmafig-
keit nicht verschuldet ist, erstmalig auftritt oder substanzielle Anderungen nach sich gezo-
gen hat.

Zu § 5 (Anforderungen an das Personal der Kontrollstelle)

Die Vorschrift regelt im Einzelnen die Anforderungen an Kontrollstellen zum Nachweis der
nach § 4 Absatz 1 Nummer 1 geforderten erforderlichen Zuverlassigkeit, Unabhangigkeit
und fachlichen Eignung. Sie orientiert sich an den Regelungen der §§ 5 bis 7 des Umwel-
tauditgesetzes zu der von Umweltgutachtern geforderten Zuverlassigkeit, Unabhangigkeit
und Fachkunde und der von Beauftragten fiir den Datenschutz nach § 4f Absatz 1 Satz 1
geforderten Zuverlassigkeit und erforderlichen Fachkunde sowie vergleichbaren Landes-
regelungen. Die Anforderungen werden an das Leitungspersonal der Kontrollstelle und
die fur Kontrollen verantwortlichen Beschaftigen gestellt. Eine Beschrankung allein auf
das Leitungspersonal birgt die Gefahr, dass die konkret flir die Kontrolle verantwortlichen
Beschaftigten, z. B. mangels fachlicher Eignung, die Erfullung der Richtlinien zur Verbes-
serung des Datenschutzes und der Datensicherheit nicht Uberprifen oder bestatigen kon-
nen. Eine Erstreckung der Anforderungen auf weitere Beschaftigte, die keine Verantwor-
tung fur die Kontrollen tragen, ist nicht erforderlich und angemessen.

Zu § 6 (Pflichten der Kontrollstelle)

Absatz 1:

Absatz 1 Satz 1 gibt dem Unternehmen einen Anspruch darauf, in das Kontrollsystem
einbezogen zu werden, wenn es die Bestimmungen des Gesetzes einhalt und seinen Bei-
trag zu den Kosten des Kontrollverfahrens entrichtet. Der tatsachlichen Zulassung der
Kontrollstelle in dem betroffenen Land soll die Regelung nach § 4 Absatz 3 Satz 1 (soweit
die Funktionsfahigkeit des Kontrollsystems dies erfordert) Rechnung tragen. Nach dieser
Bestimmung kann die Zulassung auf Antrag auf einzelne Lander beschrankt oder flr Lan-
der, in denen eine Beleihung vorgesehen ist, unter der aufschiebenden Bedingung erteilt
werden, dass die Beleihung erfolgt. Es besteht insoweit im zweiten Fall die Moglichkeit,
dass eine Kontrollstelle in bestimmten Landern, solange die aufschiebende Bedingung
nicht eintritt, nicht zur Durchfiihrung von Kontrollen zugelassen ist. Diese Tatsache ist als
Ausnahme von der Verpflichtung zu bericksichtigen. Weitere von der Kontrollstelle vor-
gebrachte Grinde flr eine Ablehnung des Verlangens eines Unternehmens, in die Kon-
trollen einbezogen zu werden, sollen nach Satz 2 Nummer 1 unter den Entscheidungs-
vorbehalt der nach Landesrecht zustandigen Behdrde gestellt werden. Der Kontrahie-
rungszwang fur die Kontrollstellen kann nur dann gelockert werden, wenn die Kontrolle
durch andere Kontrollstellen sichergestellt ist. Diesem Erfordernis soll in Nummer 2 Rech-
nung getragen werden, indem diese Sicherstellung der Durchfiihrung des Kontrollverfah-
rens flr das Unternehmen als Voraussetzung fir die Ausnahme vom Kontrahierungs-
zwang formuliert wird.

Absatz 2:

Die Kontrollstelle Ubermittelt den zustandigen Behodrden jahrlich bis zum 31. Januar ein
Verzeichnis der Unternehmen, die am 31. Dezember des Vorjahres ihrer Kontrolle unter-
standen. Die Kontrollstelle legt ferner bis zum 31. Marz jedes Jahres einen zusammen-
fassenden Bericht Gber die im Vorjahr ausgefiihrte Kontrolltatigkeit vor. Dabei sind insbe-
sondere alle festgestellten Abweichungen und Verstéle sowie die getroffenen Malinah-
men zu dokumentieren.
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Absatz 3:

Die in Absatz 3 vorgesehene Mitteilungspflicht wird den Kontrollstellen auferlegt, damit
das Sanktionssystem mit arbeitsteiliger Aufgabenwahrnehmung zwischen privater Kon-
trollstelle und zustandiger Behorde funktioniert.

Satz 1 soll die direkte und effektive Zusammenarbeit der Kontrollstellen zur ordnungsge-
malen Durchfiihrung des Kontrollsystems sicherstellen. Die Bestimmung entbindet die
Kontrollstellen nicht von ihrer Meldepflicht gegeniiber den zustandigen Behérden nach
Satz 2.

Nach Satz 2 hat die Kontrollstelle Uber bei ihrer Tatigkeit festgestellte Verstdlie gegen die
in § 1 Satz 2 Nummer 1 bis 3 genannten Vorschriften unverzuglich die zustandige Behor-
de zu unterrichten. Korrespondierend mit dieser ausnahmslosen Unterrichtung an die zu-
standige Behorde ist es deren Ermessensentscheidung nach § 7 Absatz 2, inwieweit wei-
terhin eine Kennzeichnung erfolgen darf. Die Entscheidung, wie sich ein VerstoR} auswirkt,
soll aufgrund der Tragweite die zustdndige Behorde treffen und nicht die private Kontroll-
stelle. Dies fiihrt auch zu grofierer Einheitlichkeit und Systemgerechtigkeit insgesamt, da
es nur 16 Landesbehérden und den Bundesbeauftragten fir den Datenschutz und die
Informationsfreiheit als zustandige Behorden gibt, jedoch eine im einzelnen noch nicht
abzuschatzende Vielzahl von Kontrollstellen. Ein eingeschrankter Informationsfluss zwi-
schen zustandiger Behdérde und Kontrollstelle beriihrt auch das System der Aufgaben-
Ubertragung. Eine zustandige Behoérde wird im Zweifel keine Aufgaben an eine Kontroll-
stelle Ubertragen, wenn sie nicht vollstandig informiert wird. Die Unterrichtung tGber Ver-
stéRe an die zustandige Behdrde dient ferner dem Aufbau von Erfahrungswissen Uber
Probleme am Markt und damit der Qualitatssicherung der Verfahren.

Mit Satz 3 sollen die Melde- und Informationspflichten der Kontrollstellen fir den Fall pra-
zisiert werden, dass sich ein begriindeter Verdacht auf Verstélie gegeniiber einem nicht
von dieser Kontrollstelle kontrollierten Unternehmen ergibt. Satz 3 macht zudem deutlich,
dass sich die Kontrollstelle bei gegebener Veranlassung auch mit der Frage zu befassen
hat, ob die bei dem kontrollierten Unternehmen festgestellten VerstéRRe ihren Ursprung bei
einem anderen Unternehmen haben. Diese Frage ist immer dann nachzugehen, wenn die
Feststellungen der Kontrollstelle eine Zuwiderhandlung bei einem vorgelagerten Arbeits-
schritt erkennen lassen, so dass eine Rickverfolgung notwendig ist. Unterliegt das flir den
vorgelagerten Arbeitsschritt verantwortliche Unternehmen ebenfalls der Uberwachung
durch die Kontrollstelle, gilt der Satz unmittelbar. Ist das nicht der Fall, muss die Kontroll-
stelle die nach Landesrecht zustandige Behorde fiir das fir den vorgelagerten Arbeits-
schritt verantwortliche Unternehmen Uber ihre Feststellungen unterrichten. Soll ein Daten-
schutzauditsiegel z. B. fiir ein Datenverarbeitungssystem verwendet werden, das teilweise
auf Geraten oder Datenverarbeitungsprogrammen mit Datenschutzauditsiegel basiert
oder diese mit einbezieht und ergibt sich fiir die Kontrollstelle in Bezug auf diese Gerate
oder Datenverarbeitungsprogramme ein begriindeter Verdacht auf VerstéRRe, die jedoch
Unternehmen auflerhalb seiner Zustandigkeit betreffen, so hat die Kontrollstelle die zu-
standige Kontrollstelle zu unterrichten. Diese Pflicht muss schon bei dem begriindeten
d.h. auf Tatsachen gestiitzten Verdacht eines VerstolRes eingreifen, weil die unterrichten-
de Kontrollstelle mangels eigener Zustandigkeit keine abschlieliende Prifung bei dem fir
den vorgelagerten Arbeitsschritt verantwortlichen Unternehmen durchfiihren kann.

Absatz 4:

Absatz 4 enthalt Vorschriften zum Schutz der kontrollunterworfenen Unternehmen, denen
im Fall der Einstellung der Tatigkeit der sie bisher kontrollierenden Stelle, auch im Falle
einer Insolvenz, Gelegenheit gegeben werden soll, die weitere Teilnahme am Kontrollver-
fahren — mdglichst ohne zeitliche Unterbrechung — sicherzustellen.

Zu § 7 (Pflichten der zustandigen Behorde)
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Absatz 1:

Mit Absatz 1 soll das arbeitsteilige Verfahren der Uberwachung der in den einzelnen Lan-
dern tatigen Kontrollstellen durch die zustandigen Behorden geregelt werden.

Die zustandige Behorde veranlasst nach Satz 1 bei Bedarf Uberprifungen und Inspektio-
nen der Kontrollstelle. Derartige Uberprifungen kdnnen auch ohne Anlass erfolgen.

Satz 2 regelt die gegenseitigen Unterrichtungs- und Auskunftspflichten der zustandigen
Behorden im Rahmen der Uberwachung der Kontrollstellen. Die Vorschrift stellt die not-
wendige Erganzung fiir eine sachgerechte und wirksame Uberwachung im Hinblick auf
die Regelung in § 2 Absatz 2 dar, nach der die Kontrollstellen nach Zulassung durch den
Bundesbeauftragten flir den Datenschutz und die Informationsfreiheit grundsatzlich bun-
desweit tatig werden kénnen. Der Entzug der Zulassung einer Kontrollstelle nach § 4 Ab-
satz 4 resultiert regelmaRig aus dem Uberwachungsverfahren, das nach Satz 1 den zu-
standigen Behdrden der Lander obliegen soll.

Damit der Bundesbeauftragte fliir den Datenschutz und die Informationsfreiheit Gber den
Entzug der Zulassung entscheiden kann, muss die fir die Uberwachung zusténdige Lan-
desbehoérde nach der Feststellung von VerstéRen einer Kontrollstelle, die den Entzug der
Zulassung rechtfertigen, den Entzug der Zulassung beim Bundesbeauftragten fiir den
Datenschutz und die Informationsfreiheit anregen. Dem wird durch Satz 3 und 4 Rech-
nung getragen. Stellt die zustandige Behdrde fur eine Kontrollstelle, die aufgrund ihres
Sitzes ihrer Aufsicht unterliegt, Tatsachen fest, die den Entzug der Zulassung oder die
Aufnahme oder Anderung von Auflagen zur Zulassung erforderlich machen kénnen, hat
sie unmittelbar dem Bundesbeauftragten flr den Datenschutz und die Informationsfreiheit
diese Tatsachen mitzuteilen und anzuregen, ein Verfahren zum Entzug der Zulassung
oder zur Aufnahme oder Anderung von Auflagen einzuleiten. Beziehen sich die Tatsachen
auf eine Kontrollstelle, die aufgrund ihres Sitzes der Aufsicht einer anderen zustandigen
Behorde unterliegt, hat sie dieser die Tatsachen mitzuteilen. Nach Satz 4 trifft dann diese
andere zustandige Behorde die Verpflichtung zur Mitteilung an den Bundesbeauftragten
fur den Datenschutz und die Informationsfreiheit und zur Anregung, ein Verfahren zum
Entzug der Zulassung oder zur Aufnahme oder Anderung von Auflagen einzuleiten. Der
fur den Sitz der jeweiligen Kontrollstelle zustdndigen Landesbehdérde wird damit eine
Schliisselrolle sowohl bei der Koordinierung der Uberwachung als auch bei der Entschei-
dung Uber die Anderung von Nebenbestimmungen zur Zulassung oder den Entzug der
Zulassung durch den Bundesbeauftragten flr den Datenschutz und die Informationsfrei-
heit zugewiesen.

Satz 5 ist der abweichenden Zustandigkeit nach § 2 Absatz 1 Satz 2 in Bezug auf den
Bundesbeauftragten fur den Datenschutz und die Informationsfreiheit geschuldet, der in-
soweit die Uberwachung der Kontrollstellen nach Satz 1 Gbernimmt.

Absatz 2:

Da die aufgeflhrten hoheitlichen MaRnahmen erheblich in die Rechte der betroffenen
Unternehmen eingreifen, sollen sie grundsatzlich den nach Landesrecht zustéandigen Be-
horden bzw. im Rahmen des § 2 Absatz 1 Satz 2 dem Bundesbeauftragten fiir den Da-
tenschutz und die Informationsfreiheit vorbehalten bleiben. Dabei ist den zustandigen Be-
hérden Ermessen eingerdumt, ob und in welcher Weise sie vorgehen. Bei der Ermes-
sensentscheidung sollen unter anderem die Bedeutung der Vorschrift, gegen die versto-
Ren wurde, sowie die Art und die besonderen Umstande des Verstolies einbezogen wer-
den, z. B. auch der Umstand, dass der Versto3 bereits beseitigt worden ist. Bei schwer-
wiegenden VerstoRen oder VerstoRen mit Langzeitwirkung kann die Kennzeichnung fur
einen von der zustandigen Behoérde bestimmten Zeitraum untersagt werden, z. B. weil es
zunachst erforderlich ist, ein Produkt oder Verfahren technisch nachzubessern oder orga-
nisatorische MaRnahmen umzusetzen.
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Zu § 8 (Uberwachung)

Zur Durchfiihrung der Uberwachung des Datenschutzauditgesetzes und der auf Grund
dieses Gesetzes erlassenen Rechtsverordnungen ist es erforderlich, dass den hierzu Be-
auftragten auf Verlangen die entsprechenden Auskiinfte erteilt werden. Ferner sind sie mit
entsprechenden Rechten, insbesondere dem Betretungs- und Besichtigungsrecht sowie
dem Einsichts- und Prifungsrecht auszustatten, denen entsprechende Rechte und Pflich-
ten der Betroffenen gegenliber stehen. Damit lehnt sich die Regelung an bewahrte Vor-
schriften zur Uberwachung in anderen Regelungsbereichen an, insbesondere den Befug-
nissen der Aufsichtsbehdrden nach § 38 Absatz 3 und 4 des Bundesdatenschutzgeset-
zes. Die Regelung umfasst die Uberwachung der Kontrollstellen und in diesem Zusam-
menhang der kontrollierten Unternehmen durch die zustandigen Behérden. Ferner bedarf
es zur Gewabhrleistung eines hohen Qualitatsniveaus des Kontrollsystems einer entspre-
chenden Regelung fur das Verhaltnis der zugelassenen Kontrollstellen gegentber den in
das Kontrollverfahren einbezogenen Unternehmen. Die in Absatz 2 aufgeflihrten Befug-
nisse der Personen, die von der zustandigen Behorde beauftragt sind, begriinden ledig-
lich die Duldungspflichten nach Absatz 3, beschreiben jedoch insoweit nicht abschlielRend
den Inhalt der Tatigkeiten, zu denen die genannten Personen befugt sind.

Zu § 9 (Datenschutzauditsiegel, Verzeichnisse)

Absatz 1:

Absatz 1 verfolgt das Ziel, das Internet und den elektronischen Bundesanzeiger zur Fest-
stellung der Echtheit von mit einem Datenschutzauditsiegel gekennzeichneten Daten-
schutzkonzepten oder informationstechnischen Einrichtungen zu nutzen. Damit werden
Erfahrungen, u. a. in Bezug auf die Ursachen von Betrugsfallen im Bereich der Vergabe
von Bio-Siegeln aufgegriffen.

Satz 1 verpflichtet jedes Unternehmen, das ein Datenschutzkonzept oder eine informati-
onstechnische Einrichtung mit dem Datenschutzauditsiegel kennzeichnen mdchte, dies
bei dem Bundesbeauftragten fir den Datenschutz und die Informationsfreiheit anzuzei-
gen. Naheres zu der Anzeige und den verpflichtenden Angaben regelt eine Rechtsverord-
nung nach § 16 Absatz 3 Nummer 5. Fir die llickenlose Kontrolle und Uberwachung ist es
notwendig, dass die Anzeige noch vor der ersten Verwendung erfolgt.

Nach den Satzen 2 bis 4 hat der Bundesbeauftragte fiir den Datenschutz und die Informa-
tionsfreiheit ein Verzeichnis der angezeigten Datenschutzkonzepte und informationstech-
nischen Einrichtungen des anzeigenden Unternehmens sowie der Kontrollstelle zu fihren
und auf seiner Internetseite und im elektronischen Bundesanzeiger zum Zwecke der In-
formation der zustandigen Behérden und Betroffenen verfigbar zu machen. Mit dem Ver-
zeichnis wird fir diese, aber auch fir andere Wirtschaftsbeteiligte eine Informationsmég-
lichkeit geschaffen, um sichere Auskiinfte Uber die Echtheit der betroffenen Datenschutz-
konzepte sowie informationstechnischen Einrichtungen zu erhalten. Soweit das Verzeich-
nis Informationen Uber die von den Kontrollstellen kontrollierten Unternehmen enthalt,
beugt es Verfalschungen und Missbrauch von Datenschutzauditsiegeln vor und verbes-
sert bei geringem Aufwand den Schutz der Betroffenen. Die Informationen sind auch fir
Vertragspartner unverzichtbar, um zuverlassig prifen zu kénnen, ob das betreffende Un-
ternehmen aktuell berechtigt ist, fur ein bestimmtes Datenschutzkonzept oder eine infor-
mationstechnische Einrichtung ein Datenschutzauditsiegel zu verwenden.

Absatz 2:

Absatz 2 sieht in gleicher Weise wie in Absatz 1 ein Verzeichnis vor, in dem der Bundes-
beauftragte fur den Datenschutz und die Informationsfreiheit die von ihm zugelassenen
Kontrollstellen mit Namen und Anschrift sowie der ihnen erteilten Kennnummer auffihrt.
Kontrollstellen, denen die Zulassung entzogen worden sind, werden nicht mehr aufge-
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fuhrt. Damit wird es u. a. den Unternehmen ermdglicht, fir sie in Frage kommende Kon-
trollstellen ausfindig zu machen.

Zu § 10 (Gebiihren und Auslagen)

Die Vorschrift normiert ausschliellich die Erhebung von Gebihren und Auslagen flr
Amtshandlungen von Bundesbehoérden; Geblihren- und Auslagenregelungen fir Leistun-
gen der Landerbehdrden werden dagegen einer landesrechtlichen Regelung Uberlassen.

Absatz 1:

Absatz 1 schafft eine auf den Bundesbeauftragten fir den Datenschutz und die Informati-
onsfreiheit beschrankte Gebuhren- und Auslagenregelung.

Satz 1 legt den Umfang der gebihren- und auslagenpflichtigen Amtshandlungen fest. Die
Gebuhrenpflicht erfasst Amtshandlungen des Bundesbeauftragten fir den Datenschutz
und die Informationsfreiheit nach § 2 Absatz 1 Satz 2 und Absatz 2. Damit sind auch die
Zulassung einer Kontrollstelle, die Entziehung dieser Zulassung und die Vergabe einer
Kennnummer an die Kontrollstelle in die Gebuhrenpflicht einbezogen. Ferner erfasst die
Gebuhrenpflicht Amtshandlungen nach § 9 Absatz 1 und 2. Dazu zahlen die Entgegen-
nahme der Anzeige der Verwendung des Datenschutzauditsiegels sowie die Aufnahme
der angezeigten Datenschutzkonzepte und informationstechnischen Einrichtungen und
weiterer Daten in einem Verzeichnis im Internet sowie im elektronischen Bundesanzeiger.

Fir die Bemessung der Geblhren ordnet Satz 1 das Kostendeckungsprinzip an. Damit
gilt nach § 3 Absatz 2 des Verwaltungskostengesetzes das Verbot der Kostenlberde-
ckung, wonach Geblihren so bemessen sein miissen, dass das geschatzte Gebuhrenauf-
kommen den auf die Amtshandlung entfallenden durchschnittlichen Personal- und Sach-
aufwand fir den betreffenden Verwaltungszweig nicht Gbersteigt. Die Erhebung von Ver-
waltungsgebiihren zur Erzielung von Uberschiissen ist damit nicht gestattet. Bei der Kal-
kulation der Kosten kann der gesamte auf die einzelne gebihrenpflichtige Leistung entfal-
lende Verwaltungsaufwand berlcksichtigt werden.

Die naheren Bestimmungen zur Gebihren- und Auslagenerhebung werden nach den
Satzen 2 und 3 durch Rechtsverordnung des Bundesministeriums des Innern getroffen.

Absatz 2:

Die Vorschrift stellt klar, dass die Regelung der Geblhren und Auslagen fur Amtshand-
lungen der Landesbehérden nach § 7 Absatz 1 Satz 1 und Absatz 2 den Landern obliegt.

Zu § 11 (Datenschutzauditausschuss)

Absatz 1:

Nach Absatz 1 Satz 1 wird beim Bundesbeauftragten fir den Datenschutz ein Daten-
schutzauditausschuss gebildet.

Satz 2 bestimmt die Aufgabe des Datenschutzauditausschusses, Richtlinien zur Verbes-
serung des Datenschutzes und der Datensicherheit zu erlassen. Einige Inhalte, durch die
Richtlinien Gber den bestehenden Stand der Gesetze hinaus Verbesserungen des Daten-
schutzes und der Datensicherheit erreichen kénnen, sind nicht abschlieRend aufgefuhrt.
Die Transparenz der Datenerhebung, -verarbeitung und -nutzung wird dabei auch durch
die Auskunftsrechte der Betroffenen gewahrleistet. Die Aufzahlung berthrt nicht die Ent-
scheidung des Ausschusses, welche Richtlinien er inhaltlich vorrangig angeht und mit
welchen Inhalten er eine Verbesserung des Datenschutzes und der Datensicherheit an-
strebt.
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Die Beachtung der in den Richtlinien enthaltenen Kriterien wird von den zugelassenen
Kontrollstellen im Rahmen ihrer Kontrollen nach Maligabe dieses Gesetzes Uberpriift.
Zudem kann es, etwa bei der Aktualisierung von Uberholten Richtlinien, notwendig sein,
nachzuweisen, ab welchem Zeitpunkt die Richtlinie verdéffentlicht war und von der zuge-
lassenen Kontrollstelle und dem kontrollierten Unternehmen zu beachten war. Die Richtli-
nien sind daher nach Satz 3 Uber die Verdffentlichung auf der Webseite des Bundesbe-
auftragten fur den Datenschutz und die Informationsfreiheit und im elektronischen Bun-
desanzeiger bekannt zu machen.

Absatz 2:

Nach Absatz 2 unterrichtet der Datenschutzauditausschuss jahrlich die Offentlichkeit in
einem Bericht Uber seine Tatigkeit, z. B. Umfang, Inhalt und Probleme und Erfahrungen,
insbesondere Uber die Praktikabilitat und erforderliche Anderungen erlassener Richtlinien
und den Bedarf fur neue Richtlinien. Der Bericht starkt die Transparenz der Arbeiten des
Ausschusses. Der Ausschuss hat nach seiner gesetzlichen Aufgabe, Richtlinien zur Ver-
besserung des Datenschutzes und der Datensicherheit zu erlassen, die Mdglichkeit, Dis-
kussionen zu datenschutzrechtlichen Themen anzustofRen, die zur Fortentwicklung des
Datenschutzes beitragen. Im Bericht kénnen ferner Richtlinien in einer Weise erlautert
werden, wie es im Rahmen der amtlichen Bekanntmachung nicht méglich ist. Durch die
Ankundigung, neue Richtlinien fur weitere Bereiche zu erlassen oder erlassene Richtlinien
anzupassen, konnen die betroffenen Unternehmen und zugelassenen Kontrollstellen sich
bereits friihzeitig hierauf einstellen.

Zu § 12 (Mitglieder des Datenschutzauditausschusses)

Absatz 1:

Absatz 1 Satz 1 regelt die Zusammensetzung des Datenschutzauditausschusses und die
Verteilung der 18 Mitglieder auf die im Ausschuss vertretenen Gruppen.

Der Datenschutzauditausschuss soll nach Gré3e und Zusammensetzung ausgewogen
mit praxisorientierten, wirtschaftsnahen Mitgliedern und Mitgliedern der Verwaltung mit
Bezug zum Datenschutz und der Datensicherheit sowie dem Datenschutzauditverfahren
besetzt sein. Demnach sind im Datenschutzauditausschuss vertreten:

- Vertreter der Verwaltung des Bundes und der Lander, da sie in verschiedener Weise fir
fachspezifische Vorschriften des Datenschutzes zustandig sind,

- Vertreter des Bundesbeauftragten fir den Datenschutz und die Informationsfreiheit, da
er die Kontrollstellen zuldsst und die Zulassung entzieht und um aus seinem Zustandig-
keitsbereich aufsichtsbehérdliche Erkenntnisse zur Lage des Datenschutzes und zu des-
sen Verbesserung einzubringen,

- Vertreter des Bundesamtes fir Sicherheit in der Informationstechnik, da es aufgrund
seiner gesetzlichen Aufgaben eine hervorgehobene Rolle im Bereich der Datensicherheit
spielt und um diese Aspekte einzubringen,

- Vertreter von Aufsichtsbehdrden der Lander fir den Datenschutz im nichtdffentlichen
Bereich, da sie die ordnungsgemafien Kontrollen der Kontrollstellen Gberwachen und um
aufsichtsbehérdliche Erkenntnisse zur Lage des Datenschutzes und zu dessen Verbesse-
rung einzubringen,

- Vertreter von Unternehmen, da sie sich zur Verwendung des Datenschutzauditsiegels in
das Kontrollverfahren einbeziehen lassen und um branchenspezifische sowie aus der
Anwendung gewonnene Aspekte beitragen kénnen.
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Kriterien flr die zahlenmaflige Zusammensetzung des Datenschutzauditausschusses sind
die Arbeitsfahigkeit des Ausschusses, eine Abstufung der Mitgliederzahl entsprechend
der unterschiedlichen Betroffenheit der vertretenen Gruppen und unter Bertcksichtigung
der Sperrminoritat nach § 13 Absatz 3 Nummer 1.

Die grote Einzelgruppe stellen die sechs Vertreter von Unternehmen. Eine zu stark auf-
sichtsbehodrdliche Zusammensetzung lauft Gefahr, Richtlinien zur Verbesserung des Da-
tenschutzes und der Datensicherheit zu erlassen, die eine sehr hohe Qualitat gewahrleis-
ten und das Vertrauen der Verbraucherinnen und Verbraucher geniefen, jedoch prakti-
schen Bedurfnissen der Unternehmen nicht genigend Rechnung tragen und daher keine
Verbreitung finden. Damit ginge auch der Mehrwert fur die Fortentwicklung des Daten-
schutzes, insbesondere in der Breite, verloren. Ziel des Ausschusses kann es allerdings
nicht sein, Richtlinien zu erlassen, die keine substanzielle Verbesserung des Datenschut-
zes erreichen. Derartige Richtlinien wurden letztlich das Datenschutzauditsiegel entwer-
ten, bei Verbraucherinnen und Verbrauchern auf Ablehnung stoften und damit auch den
angestrebten Mehrwert flr die Wirtschaft mindern. Aus diesem Grund sind die Daten-
schutzaufsichtsbehdrden mit insgesamt sechs Vertretern in gleicher Starke vertreten wie
die Unternehmensvertreter. Vertreter des Bundesamtes fur Sicherheit in der Informations-
technik sind in derselben Grélkenordnung wie der Bundesbeauftragte flr den Datenschutz
und die Informationsfreiheit vertreten, um die Datensicherheit als Bestandteil des Daten-
schutzes (§ 9 des Bundesdatenschutzgesetzes) hervorzuheben und Reibungsverluste mit
der Tatigkeit des Bundesamtes fir Sicherheit in der Informationstechnik zu vermeiden.

Satz 2 bestimmt, dass die Mitglieder des Datenschutzauditausschusses keinen Weisun-
gen unterliegen und ehrenamtlich tatig sind.

Durch Satz 3, der die §§ 83, 84 Verwaltungsverfahrensgesetz fiir anwendbar erklart, wer-
den die ehrenamtlich tatigen Mitglieder auf Gewissenhaftigkeit, Unparteilichkeit und Ver-
schwiegenheit verpflichtet. Da § 85 Verwaltungsverfahrensgesetz nicht flir anwendbar
erklart wird, sind Auslagen und Verdienstausfall der Ausschussmitglieder nicht vom Bund,
sondern in der Regel von der entsendenden Institution zu ersetzen. Diese Regelung ist
gerechtfertigt, da die Ausschussmitglieder im Interesse der von ihnen vertretenen Gruppe
tatig werden. Da § 86 Verwaltungsverfahrensgesetz nicht fur anwendbar erklart wird, ist
eine Abberufung aus den dort genannten Griinden nicht méglich. Dies wirde mit der Wei-
sungsfreiheit der Mitglieder des Ausschusses nach § 12 Absatz 1 Satz 2 kollidieren.

Absatz 2:

Absatz 2 stellt Mindestanforderungen an die fachliche Kompetenz der Ausschussmitglie-
der, damit sie ihre Aufgaben sachgerecht erfiillen kénnen. Die Fachkenntnis der Aus-
schussmitglieder wirkt sich unmittelbar auf die Qualitat der Arbeit des Ausschusses aus.
Mittelbar wird dadurch das Vertrauen der Verbraucherinnen und Verbraucher in das Da-
tenschutzauditsiegel gestarkt.

Absatz 3:

Absatz 3 regelt, dass die Berufung der Mitglieder des Datenschutzauditausschusses und
ihrer Stellvertreter durch das Bundesministerium des Innern erfolgt. Die Berufung erfolgt
fur die in Absatz 1 Satz 1 Nummer 3 bis 6 genannten Gruppen auf Vorschlag der jeweili-
gen Gruppe und im Einvernehmen mit der jeweiligen Gruppe. Fir die Berufung eines Mit-
glieds muss also nicht das Einvernehmen mit allen im Datenschutzauditausschuss vertre-
tenen Gruppen herbeigefiihrt werden. Dies birgt die Gefahr, dass mangels Einverneh-
mens der Ausschuss nicht besetzt werden kann, und bertihrt die Unabhangigkeit der be-
troffenen Mitglieder. Das Vorschlagsrecht fir die zu berufenden Mitglieder des Daten-
schutzauditausschusses liegt bei den Bundesdachverbanden der Wirtschaft, den Auf-
sichtsbehdérden der Lander fir den Datenschutz im nichtéffentlichen Bereich, dem Bun-
desbeauftragten flr den Datenschutz und die Informationsfreiheit sowie den fir den Da-
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tenschutz zustandigen obersten Landesbehdrden. Als Bundesdachverbande der Wirt-
schaft kommen in Betracht: der Bundesverband der Deutschen Industrie, die Bundesver-
einigung der Deutschen Arbeitgeberverbande, der Deutsche Industrie- und Handelstag,
der Zentralverband des Deutschen Handwerks und der Bundesverband freier Berufe. Fur
die Nummer 1 besitzt das Bundesministerium des Innern als fir den allgemeinen Daten-
schutz zustdndiges Bundesressort das Vorschlagsrecht. Dies gilt auch hinsichtlich der
Nummer 2 fir das Bundesamt fiir Sicherheit in der Informationstechnik aus seinem Ge-
schaftsbereich.

Die Berufungsdauer von drei Jahren soll eine personelle Stabilitat fur den Datenschutzau-
ditausschuss erreichen. Eine erneute Berufung wird nicht ausgeschlossen.

Absatz 4:

Zu Sitzungen des Datenschutzauditausschusses ist ein Vertreter der Bundesnetzagentur
mit beratender Stimme hinzuzuziehen, soweit Gegenstand der Sitzung eine Richtlinie ist,
die nichtoffentliche Stellen betrifft, die nach § 115 Absatz 4 Satz 1 des Telekommunikati-
onsgesetzes oder § 42 Absatz 3 des Postgesetzes der Kontrolle des Bundesbeauftragten
unterliegen.

Zu § 13 (Geschaftsordnung, Vorsitz und Beschlussfassung des Datenschutzauditaus-

schusses)

Die Vorschrift regelt Grundsatze der Willensbildung des Datenschutzauditausschusses.

Absatz 1:

Absatz 1 enthalt einen Genehmigungsvorbehalt fir das Bundesministerium des Innern im
Hinblick auf die Geschaftsordnung des Datenschutzauditausschusses, der Teil der
Rechtsaufsicht ist. Die Geschéaftsordnung kdnnte z. B. das Ausscheiden eines Mitglieds
vor Ablauf der Berufungsperiode, die Rolle des Stellvertreters und des Vorsitzenden, den
Sitzungsablauf und die -haufigkeit, die Sitzungsteilnahme von Externen, z. B. der Bun-
desnetzagentur im Bereich der Post und Telekommunikation, die Niederschrift, die Ein-
setzung von thematischen Arbeitsgruppen und die Tatigkeit der Geschaftsstelle regein.

Absatz 2:

Absatz 2 stellt sicher, dass im Vorstand alle relevanten Gruppen vertreten sind. Naheres
zur Wahl regelt die Geschéaftsordnung. Die Wahl bedarf daher als Angelegenheit der Ge-
schaftsordnung der Mehrheit der gesetzlichen Mitglieder.

Absatz 3:

Absatz 3 regelt das Beschlussverfahren des Datenschutzauditausschusses. Im Interesse
der Praktikabilitat ist die erforderliche Mehrheit je nach Beratungsgegenstand unterschied-
lich.

Nummer 1 sieht eine Mehrheit von zwei Dritteln (zwolf Stimmen) der Mitglieder bei der
Verabschiedung von Richtlinien zur Verbesserung des Datenschutzes und der Datensi-
cherheit vor. Auf diese Weise wird verhindert, dass eine Gruppe den Datenschutzaudi-
tausschuss majorisiert. Die Sperrminoritat betragt sieben Stimmen, so dass eine Gruppe
den Datenschutzauditausschuss auch nicht blockieren kann.

Nummer 2 verlangt die Mehrheit der gesetzlichen Mitgliederzahl in Geschaftsordnungs-
angelegenheiten, damit nicht Zufallsmehrheiten zur Benachteiligung einzelner Gruppen
fUhren.
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Zu § 14 (Geschéftsstelle)

Die Vorschrift schafft die personellen und organisatorischen Voraussetzungen fir die Ar-
beitsfahigkeit des Datenschutzauditausschusses. Da der Datenschutzauditausschuss
keine eigene Rechtspersonlichkeit besitzt und somit kein Personal einstellen und keine
organisatorische Infrastruktur schaffen kann, muss eine Geschaftsstelle zur Verfligung
gestellt werden. Naheres obliegt der Ausgestaltung durch die Geschaftsordnung. Einrich-
tung und Unterhaltung der Geschaftsstelle konnen nicht durch eine im Datenschutzaudi-
tausschuss vertretene Gruppe, sondern missen durch den Bund erfolgen.

Zu § 15 (Rechtsaufsicht)

Absatz 1:

Absatz 1 unterstellt den Datenschutzauditausschuss der Aufsicht des Bundesministeriums
des Innern und beschrankt die Aufsicht auf die RechtmaRigkeit der Ausschusstatigkeit.
Diese Beschrankung ergibt sich aus den Selbstverwaltungselementen, die den Daten-
schutzauditausschuss kennzeichnen.

Absatze 2 bis 4:

Die Absatze 2 bis 4 regeln die herkdbmmlichen Instrumente kdrperschaftlicher Rechtsauf-
sicht. Sie orientieren sich insbesondere an den bewahrten Regelungen zum Umweltgut-
achterausschuss (§ 27 des Umweltauditgesetzes), die zurlickgehen auf Instrumente der
Kommunalaufsicht und der Aufsicht tber die Handwerkskammern (§§ 105, 115 der Hand-
werksordnung). Absatz 4 ist der Regelung des § 115 Absatz 2 der Handwerksordnung
nachgebildet. Das Auflosungsrecht greift als Ultima ratio ein, wenn der Datenschutzaudit-
ausschuss seine gesetzlichen Aufgaben nach § 16 nicht mehr erflllen kann, weil sich
z.B. die im Datenschutzauditausschuss vertretenen Gruppen durch Ausibung ihrer
Sperrminoritaten gegenseitig blockieren. In der Praxis dirfte allein das Bestehen des Auf-
I6sungsrechts ausreichen, um eine solche Entwicklung zu verhindern.

Zu § 16 (Verordnungserméchtigungen)

Absatz 1:

Absatz 1 greift die Moglichkeit der Lander auf, die Erfiillung ihrer hoheitlichen Aufgaben
Kontrollstellen durch Rechtsverordnung zu bertragen oder sie daran zu beteiligen. Damit
soll den Landern ein verfahrenstechnisch méglichst einfacher Weg geboten werden, zur
Wahrnehmung ihrer Aufgaben im Zusammenhang mit der Durchflihnrung des Gesetzes die
Beleihung oder Mitwirkung Privater vorzusehen.

Absatz 2:

Absatz 2 ist eine notwendige Folge der Regelung in § 2 Absatz 1 Satz 2 und erdéffnet die
zu Absatz 1 dargestellten Méglichkeiten der Ubertragung und Beteiligung auf Kontrollstel-
len auch dem Bundesbeauftragten fir den Datenschutz und die Informationsfreiheit. Er-
machtigt wird die Bundesregierung, deren Rechtsaufsicht der Bundesbeauftragte fur den
Datenschutz und die Informationsfreiheit nach § 22 Absatz 4 Satz 3 des Bundesdaten-
schutzgesetzes unterliegt, nach Anhdrung des Bundesbeauftragten fir den Datenschutz
und die Informationsfreiheit ohne Zustimmung des Bundesrates.

Absatz 3:

Die Vorschrift sieht in Absatz 3 Nummer 1 die erforderliche Ermachtigung des Bundesmi-
nisteriums des Innern vor, um im Wege einer Rechtsverordnung mit Zustimmung des
Bundesrates Einzelheiten der Verwendung des Datenschutzauditsiegels zu regeln, um
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eine einheitliche Kennzeichnung und eindeutige Erkennbarkeit der Kennzeichnung zu
gewabhrleisten.

Nummer 2 er6ffnet die Moglichkeit, erforderlichenfalls die Voraussetzungen, das Verfah-
ren der Zulassung der Kontrollstellen sowie das Verfahren fiir deren Entziehung durch
Rechtsverordnung mit Zustimmung des Bundesrates naher zu regeln.

Nummer 3 sieht die erforderliche Ermachtigung vor, um im Wege einer Rechtsverordnung
mit Zustimmung des Bundesrates Mindestkontrollanforderungen und im Rahmen des
Kontrollverfahrens vorgesehene Vorkehrungen festzulegen.

Die Nummern 4 und 5 sehen vor, die Gestaltung des Datenschutzauditsiegels und die
Anzeige seiner Verwendung nach § 9 Absatz 1 Satz 1 naher zu regeln.

Die Rechtsverordnung nach Nummer 1 soll neben der Verwendung, insbesondere die Art
und den Ort der Anbringung des Datenschutzauditsiegels regeln. Die Rechtsverordnung
nach Nummer 2 soll insbesondere die Voraussetzungen fur die Zulassung und die Ent-
ziehung der Zulassung, z. B. im Hinblick auf § 4 Absatz 1 Satz 1 Nummer 2, naher aus-
fuhren. Die Rechtsverordnung nach Nummer 3 soll Einzelheiten zu den Mindestanforde-
rungen an das Kontrollverfahren der Kontrollstellen regeln, insbesondere zur Haufigkeit
der Kontrollen und zur Intensitat der Uberpriifung sowie die Pflichten der kontrollierten
Stellen, um die Wirksamkeit der Kontrollen zu gewahrleisten. Die Rechtsverordnung nach
Nummer 4 soll neben einer genauen Beschreibung des Datenschutzauditsiegels in allen
Wort- und Grafikbestandteilen insbesondere regeln, wie stark das Datenschutzauditsiegel
abgewandelt werden darf (maximale VergroRerung oder Verkleinerung, Zulassigkeit von
Zusatzen) und welche Kombinationsméglichkeit mit anderen Zertifikaten und Kennzeich-
nungen bestehen. Der Bundesadler findet keine Verwendung, da die Voraussetzungen
nach dem Erlass Uber die Dienstsiegel vom 20. Januar 1950 (BGBI. S. 26) nicht vorliegen.
Die Rechtsverordnung nach Nummer 5 soll insbesondere die verpflichtenden Angaben fir
die Anzeige in Gestalt eines Formblattes aufflhren.

Zu § 17 (BuRgeldvorschriften)

Die Vorschrift enthalt die erforderlichen BulRgeldtatbestande, insbesondere bei vorsatzlich
oder fahrlassig unbefugter Kennzeichnung mit dem Datenschutzauditsiegel entgegen ei-
ner Anordnung der zustdndigen Behorde oder bei unzureichender Anzeige der Verwen-
dung gegeniiber dem Bundesbeauftragten fir den Datenschutz und die Informationsfrei-
heit durch Unternehmen.

Fur Kontrollstellen soll es einen BuRRgeldtatbestand darstellen, ein Verzeichnis der kontrol-
lierten Stellen oder einen Kontrollbericht nicht, nicht richtig, nicht vollstandig oder nicht
rechtzeitig vorzulegen sowie nicht, nicht richtig, nicht vollstandig oder nicht rechtzeitig
Uber festgestellte VerstdRe zu unterrichten, da eine unterlassene oder verspatete Mel-
dung zu unvertretbaren Liicken im Kontroll- und Uberwachungssystem fiihren kann. Fer-
ner soll die unterlassene rechtzeitige Mitteilung einer Kontrollstelle an die von ihr kontrol-
lierten Unternehmen die zustandigen Behérden und den Bundesbeauftragten fiir den Da-
tenschutz und die Informationsfreiheit Uber die voraussichtliche Beendigung der Kontroll-
tatigkeit als Ordnungswidrigkeit geahndet werden kénnen, da den kontrollierten Unter-
nehmen infolge unterlassener oder verspateter Mitteilung erhebliche Nachteile entstehen
kdénnen.

Einen BuRgeldtatbestand sowohl fiir kontrollierte Unternehmen als auch Kontrollstellen
soll es darstellen, jeweils im Rahmen der Uberwachung durch Kontrollstellen und zustan-
dige Behdrden MalRnahmen nicht zu dulden oder eine Auskunft nicht, nicht richtig, nicht
vollstédndig oder nicht rechtzeitig zu erteilen.
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Der Strafrahmen entspricht demjenigen nach § 43 Absatz 3 in Verbindung mit Absatz 1
bzw. 2 des Bundesdatenschutzgesetzes.

Zu § 18 (Strafvorschrift)

Die Vorschrift stellt die vorsatzliche unbefugte Kennzeichnung mit einem Datenschutzau-
ditsiegel entgegen der Anordnung einer zustandigen Behorde nach § 7 Absatz 2 in Berei-
cherungs- oder Schadigungsabsicht unter Strafe. Der Strafrahmen entspricht demjenigen
nach § 44 Absatz 1 des Bundesdatenschutzgesetzes.

Zu § 19 (Einziehunq)

Die Vorschrift enthalt die Ubliche nebenstrafrechtliche Regelung.

Zu § 20 (Ubergangsvorschrift)

Die Mdoglichkeit, ein Datenschutzaudit nach dem Datenschutzauditgesetz durchzufihren,
ist abhangig von verschiedenen vorbereitenden Mallnahmen, insbesondere der Konstitu-
ierung des Datenschutzauditausschusses und der Erarbeitung und dem Beschluss von
Richtlinien zur Verbesserung des Datenschutzes und der Datensicherheit als Grundlage
fur die Kennzeichnung mit dem Datenschutzauditsiegel. § 1 ist daher erst ab dem 1. Juli
2010 anzuwenden.

Zu Artikel 2

Zu Nummer 1 (Inhaltsubersicht):

Die Inhaltslibersicht ist an die nachfolgend begriindeten Gesetzeséanderungen anzupas-
sen.

Zu Nummer 2 (§ 4f Absatz 3 Satz 5 bis 7)

Durch die Anderung soll die Position des Beauftragten fiir den Datenschutz gestarkt wer-
den. Satz 5 erweitert den Kindigungsschutz des Beauftragten fir den Datenschutz. Satz
6 erstreckt diesen Kundigungsschutz auf die Zeit nach Beendigung der Funktion des Be-
auftragten flir den Datenschutz. Satz 7 unterstltzt die Fortbildung und damit die fachliche
Eignung des Beauftragten fur den Datenschutz.

Satz 5 passt den Kindigungsschutz der Beauftragten flir den Datenschutz, die Arbeit-
nehmer der zur Bestellung verpflichteten Stelle sind, an den Kiindigungsschutz vergleich-
barer Funktionstrager an, wie z.B. des Gewasserschutzbeauftragten (§ 21f Absatz 2 Satz
1, 2 des Wasserhaushaltsgesetzes), des Immissionsschutzbeauftragten (§ 58 Absatz 2
Satz 1, 2 des Bundesimmissionsschutzgesetzes), des Storfallbeauftragten (§ 58di. V. m.
§ 58 Absatz 2 Satz 1, 2 des Bundesimmissionsschutzgesetzes), des Abfallbeauftragten (§
55 Absatz 3 des Kreislaufwirtschafts-/Abfallgesetzes i. V. m. § 58 Absatz 2 Satz 1, 2 des
Bundesimmissionsschutzgesetzes) oder der Betriebsratsmitglieder (§ 15 Absatz 1 Satz 1,
2 des Kindigungsschutzgesetzes). Die Aufgabenstellung des Beauftragten fir den Da-
tenschutz mit diesen privilegiert geschitzten Funktionstréagern ist nach Art und Umfang
vergleichbar. Allen diesen Beauftragten ist gemeinsam, dass die Einhaltung gesetzlicher
Vorschriften tGberwacht und hierfir Kontrollen durchgefiihrt werden. Darlber hinaus wir-
ken sie fur ihren Aufgabenkreis auf eine Verbesserung der bestehenden Situation hin,
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informieren die Beschaftigten und beraten die verantwortliche Stelle. Derzeit ist dem Be-
auftragten fur den Datenschutz in § 4f Absatz 3 Satz 3 und 4 ein Benachteiligungsverbot
und eine erschwerte Abberufung eingeraumt. Diese hat sich in der Praxis als nicht ausrei-
chend erwiesen, vor allem dann — was der Regelfall ist — wenn die Aufgabe des Beauf-
tragten fiir den Datenschutz nur als Teilaufgabe wahrgenommen wird. Ein Widerruf der
Bestellung des Beauftragten flir den Datenschutz kann gemafl § 4f Absatz 3 Satz 4 in
entsprechender Anwendung des § 626 des Blrgerlichen Gesetzbuchs (und bei nichtof-
fentlichen Stellen auf Verlangen der Aufsichtsbehoérde) erfolgen. Verschiedene Arbeitsge-
richte, haben unter teilweise ausdricklicher Bezugnahme auf die unterschiedliche gesetz-
liche Regelung des Kiundigungsschutzes bei Beauftragten fur den Datenschutz gegenlber
anderen Funktionstragern entschieden, dass eine ordentliche Kiindigung aus anderen als
amtsbezogenen Griinden durch die bestehenden Regelungen in § 4f Absatz 3 Satz 3 und
4 nicht ausgeschlossen ist. Sie haben weiter gefolgert, dass mit dem beendeten Arbeits-
verhaltnis zugleich die Bestellung als Beauftragter fiir den Datenschutz beendet ist und es
einer ausdricklichen Abberufung nicht mehr bedarf (z.B. Landesarbeitsgericht Nieder-
sachsen, Urteil vom 16. Juni 2003, - 8 Sa 1968/02; Landesarbeitsgericht Berlin, Urteil vom
27. Oktober 1997, - 17 Sa 87/97). Das Bundesarbeitsgericht hat bislang lediglich ent-
schieden, dass eine Teilkiindigung der arbeitsvertraglichen Abrede zur Ubernahme des
Amtes eines Beauftragten flir den Datenschutzbeauftragten zulassig ist und Prifungs-
malstab gleichlaufend mit der Abberufung nach § 4f Absatz 3 Satz 4 der § 626 des Bur-
gerlichen Gesetzbuchs sein muss (Urteil vom 13. Marz 2007, - 9 AZR 612/05). Das Bun-
desarbeitsgericht hat sich nicht dazu geaduliert, ob auch eine ordentliche Kiindigung des
Arbeitsverhaltnisses moglich ware und inwieweit dies zur Beendigung des Amtes des Da-
tenschutzbeauftragten fihren wiirde. Diese Frage wird durch Satz 5 geklart. Durch die
Anknlpfung an die zur Bestellung verpflichteten Stellen nach 4f Absatz 1 Satz 1 kommt
zum Ausdruck, dass ein Kindigungsschutz nicht besteht, wenn die Stelle sich freiwillig
dazu entscheidet, einen Beauftragten fur den Datenschutz zu bestellen. Eine Ausdehnung
des Kundigungsschutzes auch auf nicht zur Bestellung verpflichtete Stellen wiirde diese
im Ergebnis davon Abhalten, freiwillig einen Beauftragten fur den Datenschutz zu bestel-
len und fUhrt zu einem ungewollten Ergebnis. Satz 5 stellt klar, dass der in Satz 5 und 6
vorgesehene Klndigungsschutz nicht zusatzlich und separat vom Kiindigungsschutzge-
setz gewahrt wird. Finden die Regelungen zum allgemeinen Kiindigungsschutz in einem
Betrieb keine Anwendung, etwa weil zu wenig Arbeitnehmer beschaftigt werden, besteht
jedoch nach § 4f Absatz 1 Satz 6 unabhangig von der Anzahl der mit der automatisierten
Verarbeitung beschéaftigten Personen eine Verpflichtung zur Bestellung eines Beauftrag-
ten fur den Datenschutz, so besteht auch kein Kiindigungsschutz nach Satz 5 und 6.

Satz 6 beinhaltet einen nachwirkenden Kindigungsschutz, indem er diesen, ebenfalls in
Anlehnung an die o.g. Vorschriften bei vergleichbaren Funktionstragern, auf ein Jahr nach
Beendigung des Amtes des Beauftragten fur den Datenschutz erstreckt.

Satz 7 sieht vor, dass die verantwortliche Stelle dem Beauftragten fur den Datenschutz
ermoglichen muss, an Schulungs- und Bildungsveranstaltungen teilzunehmen. Zugleich
wird die verantwortliche Stelle verpflichtet, die Kosten hierfiir zu ibernehmen. Die Reich-
weite der Vorschrift, z. B. der Umfang und die thematische Ausrichtung der Fortbildung,
richtet sich nach der erforderlichen Fachkunde des Beauftragten fiir den Datenschutz, die
er zur Erflllung seiner Aufgaben benétigt. Insoweit ist § 4f Absatz 2 Satz 2 zu beachten.
Danach richtet sich das Maf} der erforderlichen Fachkunde insbesondere nach dem Um-
fang der Datenverarbeitung und dem Schutzbedarf der personenbezogenen Daten, die
die verantwortliche Stelle erhebt oder verwendet. Der Fortbildungsbedarf des Beauftrag-
ten fir den Datenschutz variiert daher jenseits eines Grundbedarfs, der auch durch die
stetige Fortentwicklung von Recht und Technik hervorgerufen wird. Ahnliche Regelungen
bestehen z. B. fur Betriebs- und Personalrate (§ 37 Absatz 6 Satz 1 des Betriebsverfas-
sungsgesetzes, § 46 Absatz 6 des Bundespersonalvertretungsgesetzes).



-26 -
Zu Nummer 3 (§ 9a)

Der bisherige § 9a sieht die Mdglichkeit eines Datenschutzaudits vor und kiindigt in Satz 2
ein Gesetz hierzu an. Dieses ist in Art. 1 vorgesehen. § 9a wird dadurch obsolet.

Zu Nummer 4 (§ 12 Absatz 4)

Die Anderung in Absatz 4 ist eine redaktionelle Anpassung an die Verschiebung des Er-
laubnistatbestandes des bisherigen Absatzes 3 Satz 1 Nummer 1 zum Absatz 2 Nummer
2 Buchstabe a.

Zu Nummer 5 (§ 28)

Die vorgeschlagene Regelung beinhaltet die Streichung des bisher in § 28 Absatz 3 Satz
1 Nummer 3 geregelten sog. ,Listenprivilegs® und die Einflhrung eines begrenzten Kopp-
lungsverbots flr marktbeherrschende Unternehmen im neuen Absatz 3b. Die weiteren
Anderungen sind redaktionelle Anderungen und Folgednderungen.

Die Uberschrift des § 28 wird an die Uberschrift des § 29 angepasst.

In Absatz 1 Satz 1 Nummer 1 werden aufgrund der Schuldrechtsnovelle des Jahres 2002
die Begriffe ,Vertragsverhaltnis® und ,vertragsahnliches Vertrauensverhaltnis® in Anpas-
sung an die durch die Schuldrechtsnovelle des Jahres 2002 eingefiihrte Terminologie
durch die Begriffe ,rechtsgeschaftliches Schuldverhaltnis“ und ,rechtsgeschaftsahnliches
Schuldverhaltnis® (vgl. z. B. § 311 des Blrgerlichen Gesetzbuchs) ersetzt.

Die bisherigen Absatze 2 und 3 sind ohne inhaltliche Anderung zusammengefiihrt wor-
den. Beide enthielten gesetzliche Erlaubnistatbestande zur Ubermittlung und Nutzung
personenbezogener Daten zu einem anderen Zweck. Dies kam bislang in Absatz 3 Satz 1
durch das Wort ,auch® zum Ausdruck. Der bisherige Absatz 2 ist nunmehr Absatz 2
Nummer 1. Die bisherigen Erlaubnistatbestande in Absatz 3 Satz 1 Nummer 1 und 2 sind
sprachlich zusammengefasst worden und nunmehr Absatz 2 Nummer 2 Buchstabe a und
b. Die bisherige Absatz 3 Satz 1 Nummer 4 ist nunmehr Absatz 2 Nummer 3.

Der bisherige Absatz 3 Satz 1 Nummer 3, das sog. ,Listenprivileg®, wurde gestrichen. Der
bisherige § 28 Absatz 3 Satz 2 wurde infolge der Neuregelung in Absatz 3 entbehrlich.
Der neue Absatz 3 Satz 1 halt zunachst als Grundsatz fest, dass die Verwendung perso-
nenbezogener Daten fir Zwecke des Adresshandels, der Werbung oder der Markt- oder
Meinungsforschung zulassig ist, wenn der Betroffene entsprechend den Vorgaben des
Absatzes 3a eingewilligt hat. Dies ergibt sich allgemein bereits aus § 4 Absatz 1 2. Alter-
native, jedoch sieht Absatz 3a insoweit eine Konkretisierung der wegen besonderer Um-
stdnde angemessenen Form nach § 4a Absatz 1 Satz 3 vor. Die verantwortliche Stelle
muss insoweit in Zukunft an den Betroffenen herantreten und ihn, z. B. durch die Gewah-
rung von Vorteilen, fur eine Einwilligung gewinnen. Diese in einigen Wirtschaftsbereichen
schon Ubliche Praxis, z. B. im Rahmen von Kundenbindungsprogrammen durch Gewah-
rung von Vorteilen (ggf. gewisser zusatzlicher Punktwerte) eine Gegenleistung des Kun-
den in Form einer Einwilligung zu erhalten, wird zu auf Einwilligung gegriindeten kommer-
ziellen Datenbestanden fiihren. Eine gesetzliche Kennzeichnungspflicht der Daten, um
deren Herkunft nachvollziehen zu konnen, ist in dieser Konstellation nicht erforderlich. Da
die Zulassigkeit der Datenverarbeitung auf der Einwilligung des Betroffenen beruht, ist
diese von den verantwortlichen Stellen gegeniliber ihren Vertragspartnern aber auch bei
aufsichtsbehérdlichen Kontrollen nachzuweisen. Die konkrete Umsetzung wird nicht vor-
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gegeben und bleibt den individuellen Bedurfnissen der Wirtschaft entsprechend ihr Gber-
lassen, wird aber mit gewissen Kosten verbunden sein.

Die Verwendung ist dariber hinaus nach dem Absatz 3 Satz 2 bis 5 als gesetzliche Er-
laubnis im Sinne des § 4 Absatz 1 1. Alternative zuldssig. Diese gesetzliche Erlaubnis
beruhrt selbstverstandlich nicht die gesetzlichen Anforderungen des § 11, soweit eine
Auftragsdatenverarbeitung erfolgt. Absatz 3 Satz 2 beschrankt die gesetzliche Erlaubnis
fur die Nummern 1 bis 3 generell auf die Verwendung der bisher in § 28 Absatz 3 Satz 1
Nummer 3 aufgeflihrten sog. ,Listendaten®.

Nach dem Absatz 3 Satz 2 Nummer 1 muss es sich um Werbung fir eigene Angebote
oder eigene Markt- oder Meinungsforschung handeln. Die Verwendung der personenbe-
zogenen Daten muss fir diese Zwecke erforderlich sein. Die Formulierung orientiert sich
an der bereichsspezifischen Regelung des § 95 Absatz 2 Satz 1 des Telekommunikati-
onsgesetzes zur Verwendung von Telekommunikationsbestandsdaten durch die Dienst-
anbieter. Soweit die verantwortliche Stelle fir die Eigenwerbung oder eigene Markt- oder
Meinungsforschung die Berufs-, Branchen- oder Geschéaftsbezeichnung, den Namen,
Titel, akademischen Grad, die Anschrift oder das Geburtsjahr verwenden will, muss sie
diese Daten beim Betroffenen erhoben haben und zwar nach § 28 Absatz 1 Satz 1 Num-
mer 1. Die Regelung verlangt keine Kompletterhebung der genannten Daten. Die verant-
wortliche Stelle kann auf Daten verzichten, z. B. die Berufsbezeichnung oder das Ge-
burtsjahr. Will sie diese jedoch fiur Zwecke der Eigenwerbung oder eigenen Markt- oder
Meinungsforschung verwenden, muss sie die Daten beim Betroffenen erheben. Es ist also
nicht zulassig, ein Datum beim Betroffenen zu erheben und die weiteren genannten Daten
aus allgemein zuganglichen Quellen zu erheben und nach Absatz 3 Satz 3 hinzuzuspei-
chern. Eine gesetzliche Erlaubnis ist insofern gerechtfertigt, weil dem Betroffenen die ver-
antwortliche Stelle durch die Erhebung der Daten im Rahmen der Zweckbestimmung ei-
nes rechtsgeschaftlichen Schuldverhaltnisses oder rechtsgeschaftsahnlichen Schuldver-
haltnisses bekannt ist und der Betroffene auch damit rechnen kann, dass ihm die verant-
wortliche Stelle Werbung flr weitere eigene Angebote der verantwortlichen Stelle zu-
kommen lasst oder im Interesse der Fortsetzung des bestehenden rechtsgeschaftlichen-
oder rechtsgeschéaftsdhnlichen Schuldverhaltnisses eigene Markt- oder Meinungsfor-
schung betreibt. Insoweit ist es ausreichend, dass der Betroffene gegeniber der ihm auch
bekannten verantwortlichen Stelle Gebrauch von seinem Widerspruchsrecht nach § 28
Absatz 4 Satz 1 machen kann. Eine Kennzeichnung der Daten, um deren Herkunft nach-
vollziehen zu konnen, ist in dieser Konstellation damit auch entbehrlich. Nicht erfasst von
dem Absatz 3 Satz2 Nummer 1 ist hingegen die Verwendung, die nicht der eigenen
Markt- oder Meinungsforschung oder Zwecken der Werbung dient, die nicht eigene Ange-
bote betreffen. Insoweit rechnet der Betroffene nicht damit, dass die verantwortliche Stelle
seine personenbezogenen Daten, die sie im Rahmen eines rechtsgeschaftlichen- oder
rechtsgeschaftsdhnlichen Schuldverhaltnisses erhoben hat, ohne weiteres Zutun des Be-
troffenen auch dazu verwendet, sie an weitere Dritte zu verauf3ern oder zur Verfliigung zu
stellen, damit diese an den Betroffenen mit ihnren Angeboten herantreten.

Nach dem Absatz 3 Satz 2 Nummer 2 muss es sich um Werbung, Markt- oder Meinungs-
forschung gegenuber freiberuflich oder gewerblich Tatigen handeln. Die Verwendung der
personenbezogenen Daten muss flr diese Zwecke erforderlich sein und sie muss sich auf
die Geschéaftsadresse der Betroffenen beziehen. Letzteres soll verhindern, dass freiberuf-
lich oder gewerblich Tatige in ihrer Eigenschaft als Privatperson an ihre private Adresse
Werbung erhalten, die als Geschaftswerbung deklariert wird. Geschéaftliche Werbung,
Markt- und Meinungsforschung unterliegt dem Bundesdatenschutzgesetz nur dann, wenn
die dabei verwendeten Daten z. B. aufgrund der Firmierung oder geringen GrofRRe eines
Unternehmens einer bestimmten oder bestimmbaren Person zuordenbar sind und nach §
3 Absatz 1 personenbezogene Daten sind. Fir weite Bereiche der geschaftlichen Wer-
bung trifft dies nicht zu. Insoweit besteht eine unterschiedliche Behandlung zum Teil ver-
gleichbarer Unternehmen in Bezug auf geschéaftliche Werbung. Sie rechtfertigt, bei sol-
chen freiberuflich oder gewerblich Tatigen keine Einwilligung vorzusehen und damit die
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unterschiedliche Behandlung gegenuber den Unternehmen zu erweitern, die bezuglich
geschaftlicher Werbung keinen Anforderungen des Bundesdatenschutzgesetzes unterlie-
gen, sondern weiterhin eine gesetzliche Erlaubnis vorzusehen. Auf diese Weise wird das
informationelle Selbstbestimmungsrecht der betroffenen freiberuflich oder gewerblich Ta-
tigen auch nicht GUbermaRig eingeschrankt, da ihnen weiterhin das Widerspruchsrecht
erhalten bleibt. Eine gesetzliche Erlaubnis ist auch gerechtfertigt, weil Werbung, Markt-
und Meinungsforschung im geschéftlichen Verkehr zwischen Unternehmen mit Verbrau-
cherwerbung nicht vergleichbar ist. Sie wird von den betroffenen gewerblich oder freibe-
ruflich Tatigen weniger als ein Eingriff in ihr informationelles Selbstbestimmungsrecht
wahrgenommen als - im Ubermal - ein Eingriff in ihren eingerichteten und ausgelbten
Gewerbebetrieb. Werbung, Markt- und Meinungsforschung verfolgt insoweit einen ande-
ren Zweck als bei Verbrauchern. Bei gewerblich oder freiberuflich Tatigen erleichtert sie
die Marktorientierung, z. B. hinsichtlich der Angebote und Preise von Wettbewerbern, und
eroffnet Marktchancen und Investitionsanreize, z. B. bei neuen Entwicklungen. Daher ist
bei gewerblich oder freiberuflich Tatigen potentiell von einem gréleren Interesse am Er-
halt der mit der Werbung verbundenen Informationen auszugehen als allgemein bei
Verbrauchern, die zueinander nicht in Konkurrenz stehen. Vor dem Hintergrund der an-
dersartigen Qualifikation und dem damit verbundenen geringeren Interesse gewerblich
oder freiberuflich Tatiger, die Herkunft auf ihre - in aller Regel allgemein zugangliche -
Geschéftsadresse bezogene Werbung zurickzuverfolgen, kann von einer Kennzeichnung
der Herkunft abgesehen werden. Die Regelung zielt auf eine Entlastung der in diesem
Bereich besonders stark vertretenen spezialisierter kleinerer und mittlerer Unternehmen.

Nach Absatz 3 Satz 2 Nummer 3 muss die Verwendung fur Zwecke der Spendenwerbung
einer verantwortlichen Stelle erfolgen, wenn Spenden an diese gemall § 10b Absatz 1
und § 34g des Einkommenssteuergesetzes steuerbeginstigt sind. Insofern wird der be-
stehende Zustand beibehalten. Zu den steuerbegilnstigten Zwecken gehéren u. a. ge-
meinnutzige, mildtatige und kirchliche Zwecke nach den §§ 52 bis 54 der Abgabenord-
nung. Die Ausnahme ist beschrankt auf die Verwendung der Daten flir Zwecke der Spen-
denwerbung. Die Regelung begtinstigt, in Anlehnung an bestehende steuerliche Vergins-
tigungen, den finanziellen Fortbestand der Organisationen, in dem die werbliche Anspra-
che von Spendern erleichtert wird. Auch insoweit ist es ausreichend, dass der Betroffene
Gebrauch von seinem Widerspruchsrecht nach § 28 Absatz 4 Satz 1 machen kann. Im
Hinblick auf das offentliche Interesse, das an Empfangern steuerbeglnstigter Spenden
einerseits besteht und den erheblichen Aufwand, den eine Kennzeichnung andererseits
mit sich bringen wirde, ist insoweit eine Pflicht zur Kennzeichnung der Herkunft der Daten
verzichtbar.

Nach Absatz 3 Satz 3 darf die verantwortliche Stelle fir Zwecke der Werbung fiir eigene
Angebote oder der eigenen Markt- oder Meinungsforschung zu den in Satz 2 Nummer 1
genannten Daten (Berufs-, Branchen- oder Geschaftsbezeichnung, Name, Titel, akademi-
scher Grad, Anschrift, Geburtsjahr), die sie beim Betroffenen nach Absatz 1 Satz 1 Num-
mer 1 erheben muss, weitere Daten hinzuspeichern. Die Beschrankung auf das ,hinzu-
speichern® stellt klar, dass die verantwortliche Stelle die weiteren Daten gestitzt auf eine
andere Befugnis rechtmalig erhoben, z. B. nach Absatz 1 Satz 1 Nummer 3, oder recht-
mafig Ubermittelt bekommen haben muss. Absatz 3 Satz 3 ist keine eigene Erhebungs-
oder Ubermittlungsbefugnis. Absatz 3 Satz 3 soll es der verantwortlichen Stelle ermégli-
chen, einen eigenen Datenbestand, der direkt beim Betroffenen erhoben wurde, fir Zwe-
cke der Eigenwerbung oder der eigenen Markt- oder Meinungsforschung zu selektieren,
um die bestehenden Kunden gezielter ansprechen zu kdnnen. Die Transparenz der Da-
tenverwendung bleibt dabei weitgehend gewahrt, da der Datenverwender im Rahmen der
Eigenwerbung oder eigenen Markt- oder Meinungsforschung fir den Betroffenen erkenn-
bar bleibt, z. B. zur Wahrnehmung des Widerspruchsrechts nach Absatz 4 Satz 1.

Nach Absatz 3 Satz 4 ist die Nutzung fiir Zwecke der Werbung, Markt- oder Meinungsfor-
schung zudem zulassig, soweit sie zusammen mit Eigenwerbung oder eigener Markt-
oder Meinungsforschung nach Satz 2 Nummer 1 erfolgt, aber auch sofern sie zusammen
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mit der Durchfihrung eines rechtsgeschéaftlichen Schuldverhaltnisses oder rechtsge-
schaftsahnlichen Schuldverhaltnisses, z. B. im Rahmen der Zusendung der Leistung oder
der Rechnung erfolgt. Die Nutzung fur ,Zwecke der Werbung, Markt- oder Meinungsfor-
schung”“ verdeutlicht, dass es sich auch um Fremdwerbung oder fremdbezogene Markt-
oder Meinungsforschung handeln kann. Die Beschrankung auf ,Nutzung“ stellt allerdings
klar, dass die verantwortliche Stelle die personenbezogenen Daten, die sie hierfur drittbe-
zogen nutzen will, selbst nach Absatz 1 Satz 1 Nummer 1 erhoben haben muss. Dies gilt
auch mittelbar, soweit auf Satz 2 Nummer 1 Bezug genommen wird. Absatz 3 Satz 4 ist
keine eigene Erhebungs- oder Ubermittlungsbefugnis. Erlaubt wird damit so genannte
.Beipackwerbung®, die insbesondere im Unternehmensverbund und in Konzernen von
Bedeutung, hierauf aber nicht beschrankt ist. Die Regelung zielt auch auf eine Entlastung
spezialisierter kleinerer und mittlerer Unternehmen. Wie in Satz 3 bleibt die Transparenz
der Datennutzung weitgehend gewahrt, da der Datennutzer im Rahmen der Eigenwer-
bung, der eigenen Markt- oder Meinungsforschung oder der Durchflihnrung des eigenen
rechtsgeschaftlichen Schuldverhaltnisses oder rechtsgeschaftsahnlichen Schuldverhalt-
nisses fur den Betroffenen erkennbar bleibt, z. B. zur Wahrnehmung des Widerspruchs-
rechts nach Absatz 4 Satz 1. Insoweit eribrigt sich auch eine Herkunftskennzeichnung.
Eine weitere tatsachliche Eingrenzung in der Praxis besteht darin, dass der Betroffene
zwar Fremdwerbung erhalt, diese aber dem gleichzeitig in Erscheinung tretenden Daten-
nutzer zuordnet. Fir den Betroffenen ist transparent, wer seine personenbezogenen Da-
ten fur die Fremdwerbung kommerziell nutzt. Dies wirkt sich potentiell negativ fir den Da-
tennutzer aus. Packt er z. B. zu viel, unerwinschte oder qualitativ minderwertige Werbung
bei, droht ihm ein Vertrauensschaden bei dem Betroffenen oder gar dessen Widerspruch
nach Absatz 4 Satz 1. Daher ist nicht zu erwarten, dass sich auf die Ausnahme des Satz
4 gestitzte missbrauchliche Geschaftsformen etablieren.

Nach Absatz 3 Satz 5 ist die Verwendung personenbezogener Daten nach den Satzen 2
bis 4 unbeschadet der dortigen Voraussetzungen nur zulassig, soweit schutzwurdige Inte-
ressen des Betroffenen nicht entgegenstehen. Satz 5 gewabhrleistet, wie die bestehende
Regelung des § 28 Absatz 3 Satz 1 Nummer 3 und § 28 Absatz 1 Satz 1 Nummer 2, die
notwendige Flexibilitat fir die gesetzlichen Erlaubnistatbestande, im Einzelfall zu abwei-
chenden Ergebnissen zu gelangen, da anders als bei Satz 1 keine Einwilligung des Be-
troffenen als Manifestation seiner informationellen Selbstbestimmung bekannt ist und
zugrunde gelegt werden kann.

Absatz 3 Satz 6 enthalt die im Bundesdatenschutzgesetz lbliche Zweckbindung, wie sie
sich unter anderem in Absatz 5 Satz 1 fir Dritte befindet.

Nach Absatz 3a Satz 1 unterliegt die Einwilligung der allgemeinen Form des § 4a Absatz
1 Satz 3 des Bundesdatenschutzgesetzes, d.h. die Einwilligung bedarf der Schriftform,
soweit nicht wegen besonderer Umstande eine andere Form angemessen ist. Soweit eine
andere Form angemessen ist, geht es um ein Abweichen von der Erklarungsform. Es be-
darf jedoch weiterhin einer ausdricklichen, das Einverstandnis des Betroffenen dokumen-
tierenden Erklarung. Eine konkludente, stillschweigende oder gar mutmaliliche Einwilli-
gung reicht daher nicht aus. Wann besondere Umstande des Einzelfalls vorliegen, kann
nicht abstrakt dargestellt werden, sondern ist abhangig von den spezifischen Umstanden
der Verarbeitung. Die grundsatzlich vorgesehene Schriftform soll ohne Zweifel dokumen-
tieren, dass der Betroffene sich damit einverstanden erklart hat, dass seine personenbe-
zogenen Daten auch fir fremde Zwecke der Werbung oder Markt- oder Meinungsfor-
schung verwendet werden kdénnen. Die Schriftform soll dabei ermdglichen, etwaige Gren-
zen der Einwilligung (z. B. Ubermittlung nur innerhalb des Konzerns oder nur an bestimm-
te Dritte oder nur Nutzung aber keine Ubermittlung) nachzuvollziehen. Zugleich soll die
Schriftform dem Betroffenen die Bedeutung der Einwilligung vor Augen fiihren, da die
hierdurch erméglichte Ubermittlung an Dritte es ihm erschwert, von seinem Widerrufsrecht
Gebrauch zu machen. Wird die Einwilligung in anderer Form als der Schriftform erteilt, hat
die verantwortliche Stelle dem Betroffenen den Inhalt der Einwilligung schriftlich zu besta-
tigen, damit er kontrollieren kann, ob die verantwortliche Stelle die erteilte Einwilligung
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korrekt dokumentiert hat. Einer schriftlichen Bestatigung bedarf es nicht,, wenn die ver-
antwortliche Stelle bestimmte technische Vorkehrungen trifft, die sich in dieser Form be-
reits in § 94 des Telekommunikationsgesetzes und § 13 Absatz 2 des Telemediengeset-
zes wieder finden. Die verantwortliche Stelle hat bei einer elektronisch erklarten Einwilli-
gung sicherzustellen, dass die Einwilligung protokolliert wird und der Betroffene den Inhalt
der Einwilligung jederzeit abrufen und die Einwilligung jederzeit mit Wirkung fur die Zu-
kunft widerrufen kann. Satz 2 sieht vor, dass die Einwilligung, wenn sie im Zusammen-
hang mit anderen Erklarungen erteilt wird, nur wirksam ist, wenn der Betroffene durch
Ankreuzen, durch eine gesonderte Unterschrift oder ein anderes, ausschlielllich auf die
Einwilligung in die Weitergabe seiner Daten fir Werbezwecke bezogenes Tun zweifelsfrei
zum Ausdruck bringt, dass er die Einwilligung bewusst erteilt. § 4a Absatz 1 Satz 4 sieht
insoweit lediglich vor, dass die Einwilligung besonders hervorgehoben werden muss, z. B.
durch eine auffallige typographische Gestaltung (groRere Schrifttype, Fettdruck, Umrah-
mung). Satz 2 will fiir den hier zu regelnden Bereich sicherstellen, dass es keinen Zweifel
dariber gibt, dass der Betroffene seine Einwilligung in die Weitergabe seiner Daten flr
Werbezwecke gegeben hat. Die Bundesregierung wird die Auswirkungen des Formerfor-
dernisses aufmerksam beobachten und drei Jahre nach Inkrafttreten ergebnisoffen evalu-
ieren.

Absatz 3b sieht vor, dass die verantwortliche Stelle sich die Einwilligung des Betroffenen
nach Absatz 3 Satz 1 in eine Verwendung seiner personenbezogenen Daten, die nicht
Zwecken der Werbung fir eigene Angebote oder der eigenen Markt- oder Meinungsfor-
schung dient, nicht auf dem Wege verschaffen darf, dass sie hiervon den Abschluss eines
Vertrages abhangig macht. Dieses Kopplungsverbot von Vertragsabschluss und Einwilli-
gung ist aufgrund seiner Einschrankung der Vertragsgestaltungsfreiheit auf die Falle be-
grenzt, in denen dem Betroffenen ein anderer Zugang zu gleichwertigen vertraglichen
Gegenleistungen ohne die Einwilligung nicht oder nicht in zumutbarer Weise mdglich ist.
Die Formulierung lehnt sich damit an die bisherigen bereichsspezifischen Kopplungsver-
bote in § 95 Absatz 5 des Telekommunikationsgesetzes und in § 12 Absatz 3 des Tele-
mediengesetzes an und erganzt diese durch die Wérter ,ohne die Einwilligung®. Erfasst
werden soll auf diese Weise die Konstellation, dass die marktbeteiligten Unternehmen flr
sich genommen jeweils keine marktbeherrschende Stellung besitzen und dem Betroffe-
nen daher ein Zugang zu gleichwertigen vertraglichen Leistungen an sich in zumutbarer
Weise mdglich ist, z. B. durch Absprachen unter den marktbeteiligten Unternehmen, aber
marktweit immer nur, wenn er seine Einwilligung erteilt. Umgekehrt formuliert: Ein Zugang
ist nicht in zumutbarer Weise méglich, wenn er nur mit Einwilligung nach Absatz 3 Satz 1
moglich ist.

Die Anderungen in Absatz 4 Satz 1 und 3 sind redaktionelle Anpassungen an die Formu-
lierung des Absatzes 3.

Die Anderung in Satz 2 und der neue Satz 4 bezwecken eine Starkung des Widerspruchs-
rechts der Betroffenen. Nach Satz 1 besitzen die Betroffenen die Moglichkeit, der Verar-
beitung oder Nutzung ihrer personenbezogenen Daten fliir Zwecke der Werbung, Markt-
oder Meinungsforschung zu widersprechen. Nach dem bisherigen Satz 2 ist der Betroffe-
ne hiertiber erst bei der werblichen Ansprache zu unterrichten, d.h. nach einer Verarbei-
tung oder Nutzung seiner personenbezogenen Daten flr diese Zwecke. Satz 2 sieht vor,
dass der Betroffene bei der Begriindung eines rechtsgeschaftlichen Schuldverhaltnisses
oder rechtsgeschaftsahnlichen Schuldverhaltnisses klinftig auch zu diesem Zeitpunkt auf
sein Widerspruchsrecht hinzuweisen ist, um bereits zu diesem Zeitpunkt, vor der Verar-
beitung oder Nutzung zu Zwecken der Werbung, Markt- oder Meinungsforschung, Kennt-
nis von dem Widerspruchsrecht zu erlangen und gegebenenfalls unmittelbar Gebrauch zu
machen. Hieran anknipfend sieht Satz 4 vor, dass fur den Widerspruch keine strengere
Form verlangt werden darf als flr die Begriindung des rechtsgeschéftlichen Schuldver-
haltnisses oder rechtsgeschaftsdhnlichen Schuldverhaltnisses. Derzeit ist teilweise zu
beobachten, dass zwar mit geringen Formerfordernissen ein Vertragsabschluss mdglich
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ist, z. B. durch elektronische Erklarung im Internet, an den Widerspruch dagegen hohere
Anforderungen gestellt werden, z. B. die Schriftform.

Die Anderung in Absatz 9 Satz 4 ist eine redaktionelle Anpassung an die Verschiebung
des Erlaubnistatbestandes des bestehenden Absatzes 3 Satz 1 Nummer 2 zu Absatz 2
Nummer 2 Buchstabe b.

Zu Nummer 6 (§ 29)

Die Anderungen in § 29 Absatz 1 und 2 sind notwendige redaktionelle Anderungen und
Folgeanderungen, durch die die Anderungen in § 28 Absatz 3 bis 3b auch auf die ge-
schaftsmalige Datenerhebung und -verarbeitung Ubertragen werden.

Die Anderungen in Absatz 1 Satz 1 sind redaktionelle Anpassungen an § 28. Die Vor-
schrift in Absatz 1 Satz 2 sieht vor, dass die Anderungen in § 28 Absatz 3 bis 3b auch fiir
die geschaftsmaRige Erhebung, Speicherung oder Veranderung personenbezogener Da-
ten zum Zweck der Ubermittlung gelten.

Die Anderungen in Absatz 2 Satz 1 sind redaktionelle Folgednderungen aus der Strei-
chung des § 28 Absatz 3 Satz 1 Nummer 3. Die Vorschrift in Absatz 2 Satz 2 sieht vor,
dass die Anderungen in § 28 Absatz 3 bis 3b auch fir die geschaftsmaRige Ubermittlung
im Rahmen der Zwecke nach § 29 Absatz 1 gelten.

Zu Nummer 7 (§ 33 Absatz 2 Satz 1 Nummer 8 Buchstabe b)

Es handelt sich um eine Folgeénderung der unter Ziffer 6 vorgesehenen Anderung.

Zu Nummer 8 (§ 42a)

Die Vorschrift enthalt eine Informationspflicht flr nichtoffentliche Stellen und ihnen daten-
schutzrechtlich gleichgestellte o&ffentlich-rechtliche Wettbewerbsunternehmen. Sonstige
offentliche Stellen werden nicht einbezogen. Die Informationspflicht besteht, wenn be-
stimmte besonders sensible personenbezogene Daten Dritten unrechtmaflig zur Kenntnis
gelangen und schwerwiegende Beeintrachtigungen fiir die Rechte oder schutzwirdigen
Interessen der Betroffenen drohen. Die Vorschrift knlpft an einen Vorschlag der Kommis-
sion der Europaischen Gemeinschaften zur Anderung der Richtlinie 2002/58/EG uber die
Verarbeitung personenbezogener Daten und den Schutz der Privatsphare in der elektro-
nischen Kommunikation (KOM(2007) 698 endg.) und Regelungen im Recht der Vereinig-
ten Staaten von Amerika an.

Die Informationspflicht ist nach Satz 1 Nummer 1 bis 4 auf besonders sensible personen-
bezogene Daten aus dem Verfligungsbereich der verantwortlichen Stelle begrenzt. Hierzu
gehdren besondere Arten personenbezogener Daten nach § 3 Absatz 9, personenbezo-
gene Daten, die einem Berufsgeheimnis unterliegen, personenbezogene Daten, die sich
auf strafbare Handlungen oder Ordnungswidrigkeiten oder den Verdacht strafbarer Hand-
lungen oder Ordnungswidrigkeiten beziehen und personenbezogene Daten zu Bank- oder
Kreditkartenkonten. Fir Bestandsdaten nach § 3 Nummer 3 des Telekommunikationsge-
setzes und Verkehrsdaten nach § 3 Nummer 30 des Telekommunikationsgesetzes sowie
Bestandsdaten nach § 14 des Telemediengesetzes und Nutzungsdaten nach § 15 des
Telemediengesetzes ist eine bereichsspezifische Regelung im Telekommunikationsge-
setz und im Telemediengesetz vorgesehen.
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Voraussetzung ist, dass die verantwortliche Stelle anhand von tatsachlichen Anhaltspunk-
ten, z. B. aus dem eigenen Sicherheitsmanagement oder durch Hinweise von Strafverfol-
gungsorganen und unter Einbeziehung des Beauftragten fiir den Datenschutz nach § 4g
Absatz 1 Satz 1 feststellt, dass bei der verantwortlichen Stelle gespeicherte personenbe-
zogene Daten unrechtmalig Ubermittelt oder auf sonstige Weise Dritten nach § 3 Absatz
8 Satz 2 zur Kenntnis gelangt sind und schwerwiegende Beeintrachtigungen fur die Rech-
te oder schutzwirdigen Interessen der Betroffenen drohen. Letzteres bestimmt sich unter
anderem nach der Art der betroffenen Daten, und den potenziellen Auswirkungen der
unrechtmafligen Kenntniserlangung durch Dritte auf die Betroffenen (z. B. materielle
Schaden bei Kreditkarteninformationen oder soziale Nachteile einschlief3lich des Identi-
tatsbetrugs). Die verantwortliche Stelle hat — unter Einbeziehung des Beauftragten flir den
Datenschutz nach § 4g Absatz 1 Satz 1 — in diesem Fall sowohl die zustandige Daten-
schutzaufsichtsbehdrde als auch die Betroffenen zu informieren. Bei nichtdffentlichen
Stellen ist die zustandige Datenschutzaufsichtsbehorde grundsatzlich die Aufsichtsbehor-
de nach § 38, bei Post- und Telekommunikationsunternehmen der Bundesbeauftragte fir
den Datenschutz und die Informationsfreiheit nach § 24.

Die Benachrichtigung soll nach Satz 1 sowohl gegeniiber der Aufsichtsbehérde als auch
den Betroffenen unverziglich, d.h. nach der Legaldefinition des § 121 des Biirgerlichen
Gesetzbuchs ohne schuldhaftes Zbégern, erfolgen. Satz 2 sieht dabei eine Differenzierung
vor. Wahrend die Benachrichtigung der Aufsichtsbehdrden aufgrund ihrer Verschwiegen-
heitspflicht auch vor der Beseitigung von Datensicherheitsliicken und im Falle laufender
Strafverfolgungsmalnahmen erfolgen muss, stellt Satz 2 fir die Benachrichtigung der
Betroffenen klar, dass ein schuldhaftes Zégern insbesondere dann nicht gegeben ist, so-
weit die Datensicherungspflichten des § 9 oder Interessen der Strafverfolgung einer Ver-
offentlichung der Datenschutzverletzung vorlaufig noch entgegenstehen. Im ersteren Fall
zielt die Regelung darauf ab, dem Verpflichteten die Mdglichkeit zu geben, etwaige tech-
nische Sicherheitsllicken, unter deren Ausnutzung die Datenschutzverletzung erfolgte, zu
analysieren und so weit wie moéglich zu beheben, bevor breitere Kreise von der Liicke
Kenntnis erhalten. Andernfalls besteht Gefahr, dass Dritte von dieser Kenntnis profitieren,
um selbst die fragliche Sicherheitslliicke auszunutzen. Dies entspricht dem in Fachkreisen
mit "Responsible Disclosure" ("Verantwortungsvolle Offenlegung") bezeichneten Vorge-
hen. Nach den Grundsatzen der "Responsible Disclosure" wird nach dem Finden einer
Schwachstelle als erstes der Hersteller informiert. Erst nach einer angemessenen Frist
wird die Schwachstelle und die diese ausnutzende Software verdffentlicht. Der Hersteller
soll damit die Mdglichkeit bekommen, das Problem zu beheben, indem er eine neue, si-
chere Version seiner Software erstellt. Auch soll der Hersteller dadurch in die Lage ver-
setzt werden, die Anwender Uber die neue Version der Software zu informieren und sie an
die Anwender zeitnah auszuliefern. Im zweiten Fall dirfen Ermittlungen der Strafverfol-
gungsorgane bei einem kriminellen Hintergrund durch die Offenlegung nicht gefahrdet
werden.

Der Inhalt der Benachrichtigung variiert nach dem Empfanger. Die Benachrichtigung der
Betroffenen muss nach Satz 3 fiir dessen Verstandnishorizont eine Darlegung der Art der
Verletzung und Empfehlungen fir Malnahmen zur Minderung méglicher nachteiliger Fol-
gen enthalten, z. B. beim Verlust von Bankdaten. Die Benachrichtigung der Aufsichtsbe-
hérde muss nach Satz 4 eine Darlegung méglicher nachteiliger Folgen der Verletzung und
der vom Betreiber nach der Verletzung ergriffenen MalRnahmen enthalten. Dies soll die
Aufsichtsbehdrde in den Stand versetzen, sicherzustellen, dass der datenschutzrechtliche
Verstol} beseitigt wurde. Eine Benachrichtigung der Betroffenen kann fiir die verantwortli-
che Stelle einen unverhaltnismaligen Aufwand an Kosten und Zeit verursachen, z. B. bei
einer vorherigen Ermittlung der Adressdaten der Betroffenen, sofern diese der verantwort-
lichen Stelle nicht bekannt sind. An Stelle der direkten Benachrichtigung der Betroffenen
tritt mit deren Inhalt nach Satz 5 eine Information der Offentlichkeit. Dies wird durch An-
zeigen, die mindestens eine halbe Zeitungsseite umfassen, in mindestens zwei bundes-
weit erscheinenden Tageszeitungen sichergestellt.
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Satz 6 enthalt ein flankierendes strafrechtliches Verwertungsverbot, wie es auch in ande-
ren Vorschriften, z. B. § 97 Absatz 1 Satz 2 der Insolvenzordnung, vorgesehen ist. Da-
nach durfen die Benachrichtigung bzw. die darin enthaltenen Informationen in einem
Strafverfahren oder in einem Verfahren nach dem Gesetz iber Ordnungswidrigkeiten ge-
gen den Benachrichtigungspflichtigen oder einen seiner Angehorigen nach § 52 Absatz 1
der Strafprozessordnung nur mit Zustimmung des Benachrichtigungspflichtigen verwendet
werden. Auf diese Weise wird das Spannungsverhaltnis verfassungskonform aufgelost,
dass der Betroffene entweder sich selbst bezichtigt oder nach § 43 Absatz 2 Nummer 7
sich ordnungswidrig verhalt. Dabei ist zu berticksichtigen, dass eine Selbstbezichtigung
bei juristischen Personen nicht der Regelfall ist, flr einen Teil der betroffenen Unterneh-
men (z. B. Ein-Mann-GmbH) aber jedenfalls tatbestandlich in Betracht kommt.

Zu Nummer 9 (§ 43)

Die Anderungen in § 43 zielen auf eine Erweiterung der BuBgeldtatbesténde, indem im
Vollzug beklagte Liicken bei den Buf3geldtatbestdnden geschlossen werden und der be-
stehende Buligeldrahmen erhdht sowie die ausdriickliche Mdglichkeit eingerdumt wird,
bei der BuRgeldbemessung den wirtschaftlichen Vorteil des Taters aus der Ordnungswid-
rigkeit zu Ubersteigen.

In § 43 Absatz 1 werden drei neue BuRgeldtatbestande aufgenommen: Nach der Nummer
2a handelt die speichernde Stelle ordnungswidrig, wenn sie entgegen § 10 Absatz 4
Satz 3 bei einem automatisierten Abrufverfahren nicht gewahrleistet, dass die Ubermitt-
lung personenbezogener Daten durch Abruf durch geeignete Stichprobenverfahren fest-
gestellt und Uberpriift werden kann. Die Ubermittlung personenbezogener Daten durch
Abruf, die vor allem bei groReren Datenbestdnden und einer gréReren Anzahl von Uber-
mittlung angewandt wird, ist aus Sicht des Rechts auf informationelle Selbstbestimmung
gefahrgeneigt, weil die Ubermittelnde Stelle die personenbezogenen Daten lediglich zum
Abruf bereitstellt, vor der Ubermittlung durch Abruf jedoch im Regelfall keine weitere Prii-
fung der Zulassigkeit vornimmt. Diese fehlende Vorabpriifung wird datenschutzrechtlich
unter anderem dadurch aufgefangen, dass nachtraglich durch Stichprobenverfahren ge-
wahrleistet wird, dass die UbermitteInde Stelle die Zuldssigkeit des Abrufs Uberprifen
kann. Aus Sicht der Aufsichtpraxis wird dieses Erfordernis des Ofteren nicht beachtet und
kann bislang mangels Bufigeldbewehrung auch nur unzureichend gegen die verantwortli-
che Stelle durchgesetzt werden. Nach Nummer 2b handelt der Auftraggeber ordnungs-
widrig, wenn er entgegen § 11 Absatz 2 Satz 2 den Auftrag nicht schriftlich erteilt oder
nicht die vorgegebenen Festlegungen hinsichtlich der Datenerhebung oder -verwendung
sowie die technischen und organisatorischen Mafinahmen und Unterauftragsverhaltnisse
festlegt. Die Aufsichtspraxis weist darauf hin, dass ein vollstandiger schriftlicher Auftrag
die Ausnahme ist. Die BuRgeldbewehrung soll es der Praxis erméglichen, die gesetzlich
vorgesehenen Rahmenbedingungen der Auftragsdatenverarbeitung besser durchsetzen
zu konnen. Nach Nummer 3a handelt die verantwortliche Stelle ordnungswidrig, die ent-
gegen § 28 Absatz 4 Satz 4 fur den Widerspruch des Betroffenen, seine personenbezo-
genen Daten flr Zwecke der Werbung, Markt- oder Meinungsforschung zu verwenden,
eine strengere Form verlangt als fur die Begriindung des rechtsgeschaftlichen oder
rechtsgeschaftsahnlichen Schuldverhaltnisses, in dessen Rahmen diese Daten erhoben
werden.

In § 43 Absatz 2 werden zwei neue BuRgeldtatbestdnde aufgenommen und ein beste-
hender Buldgeldtatbestand geadndert: In Nummer 5 wird die Angabe", indem er sie an Drit-
te weitergibt" gestrichen. Dadurch wird die zweckwidrige Nutzung in den dort genannten
Fallen allgemein bufigeldbewehrt und nicht langer auf den Fall beschrankt, dass die
zweckwidrige Nutzung in der Weitergabe an Dritte besteht. Nach Nummer 5a handelt die
verantwortliche Stelle ordnungswidrig, wenn sie entgegen § 28 Absatz 4 Satz 1, d.h. trotz
des Widerspruchs eines Betroffenen, seine personenbezogenen Daten fiir Zwecke der
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Werbung, der Markt- oder Meinungsforschung verarbeitet oder nutzt. Nach der neuen
Nummer 7 handelt schliel3lich die Stelle ordnungswidrig, die entgegen § 42a Satz 1 eine
Mitteilung nicht, nicht richtig, nicht vollstandig oder nicht rechtzeitig macht.

Der derzeitige BuRgeldrahmen fir VerstoRe gegen den BuRgeldkatalog des § 43 Absatz 1
betragt 25 000 Euro, fiir Verstolie gegen den BuRRgeldkatalog des § 43 Absatz 2 betragt
er 250 000 Euro. Der BuBgeldranmen geht zurlick auf die Uberarbeitung der Straf- und
Bufigeldvorschriften im Jahre 2001. Seitdem hat sich die Informationstechnik weiter ver-
breitet und durchdringt zunehmend auch wirtschaftlich relevante Bereiche des alltaglichen
Lebens. Damit einher geht eine wachsende wirtschaftliche Bedeutung personenbezoge-
ner Daten und ein gesteigertes Missbrauchspotential, das mittlerweile geschaftsmafig
genutzt wird. Der Abschreckungseffekt des bisherigen Buligeldrahmens ist dadurch ero-
diert, was sich u. a. in einer gestiegenen Zahl offentlich bekannt gewordener Verstélle
niederschlagt. Die gestiegene, auch wirtschaftliche Bedeutung des Datenschutzrechts
spiegelt sich nicht mehr ausreichend in dem bestehenden Bufigeldrahmen wider, der hin-
ter jungeren, vergleichbaren BuRgeldrahmen des bereichsspezifischen Datenschutzrechts
zurlckbleibt. So sieht der BuRgeldrahmen im Bereich des Telekommunikationsrechts in §
149 Absatz 2 des Telekommunikationsgesetzes und auch der Buligeldrahmen des Ent-
wurfs fir ein Gendiagnostikgesetz in § 26 Absatz 2 einen BuRgeldrahmen von 300 000
Euro vor. Der Buligeldrahmen flr Verstdlie gegen materielle Vorschriften im Buligeldka-
talog des § 43 Absatz 2 ist daher moderat von 250 000 Euro auf 300 000 Euro anzupas-
sen. Zugleich wird der Bufigeldrahnmen fiir VerstéRe gegen Verfahrensvorschriften im
BuRgeldkatalog des § 43 Absatz 1 von 25 000 Euro auf 50 000 Euro erhéht. Dadurch soll
auch der relativ gestiegenen Bedeutung der Verfahrensvorschriften, wie etwa die Melde-
pflicht automatisierter Verarbeitungen gegeniber den Aufsichtsbehérden oder die Pflicht
zur Bestellung eines Beauftragten fir den Datenschutz, gegenliber den materiellen
Schutzvorschriften Rechnung getragen werden.

Die Satze 2 und 3 treten ergénzend zu der Verscharfung des BulRgeldrahmens. Sie stel-
len sicher, dass Tatern aus der Ordnungswidrigkeit kein wirtschaftlicher Vorteil verbleibt
und einen Anreiz fir weitere VerstoRRe bietet. Satz 2 sieht insoweit als Vorgabe flr die
Bemessung der Geldbul3e vor, dass sie den wirtschaftlichen Vorteil Ubersteigen soll. So-
weit hierfir im Einzelfall auch der nun erhéhte BuRgeldrahmen nicht ausreicht, kann er
Uberschritten werden. Die Regelungen sollen in Anlehnung an bereichsspezifische Vorbil-
der, z. B. in § 149 Absatz 3 Satz 2, 3 des Telekommunikationsgesetzes, eine Hervorhe-
bung und Klarstellung fiir die Aufsichtsbehérden in der Vollzugspraxis mit sich bringen,
die in der Vergangenheit aufgrund rechtlicher oder tatsachlicher Zweifel von der Mdglich-
keit keinen Gebrauch gemacht haben.

Zu Nummer 10 (§ 47)

Die Vorschrift sieht eine Ubergangsvorschrift von 36 Monaten vor mit Blick auf die neuen
Anforderungen an die Erhebung personenbezogener Daten. Mit dem Stichtag 1. Juli 2012
gelten die neuen Anforderungen. Die betroffenen verantwortlichen Stellen werden daher

bereits vor dem Inkrafttreten zum 1. Juli 2012 beginnen missen, ihre Datenerhebung
schrittweise umzustellen.

Zu Artikel 3
Nummer 1 (§ 11 Absatz 3)

Es handelt sich um eine redaktionelle Folgednderung zu Nummer 2.
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Nummer 2 (§ 12 Absatz 3)

Es handelt sich um eine Anderung des Telemediengesetzes, die aus der Einflihrung eines
entsprechenden Kopplungsverbotes im Bundesdatenschutzgesetz folgt. Bisher besteht
das eingeschrankte Kopplungsverbot nach § 12 Absatz 3 des Telemediengesetzes als
eine Spezialregelung fur Telemedienanbieter. Dafur besteht kein Anlass mehr, denn die
allgemeinen Datenschutzregeln gelten nach § 12 Absatz 4 des Telemediengesetzes auch
fur Telemedienanbieter.

Nummer 3 (§ 15a)

Die Vorschrift des § 42a des Bundesdatenschutzgesetzes soll bereichsspezifisch auch flr
Bestands- und Nutzungsdaten nach den §§ 14, 15 des Telemediengesetzes Anwendung
finden.

Nummer 4 (§ 16 Absatz 2)

Es handelt sich um eine Folgeanderung zu Nummer 2. Dabei entfallt die Bu3geldbeweh-
rung des Kopplungsverbots, da § 28 Absatz 3b (neu) des Bundesdatenschutzgesetzes
nicht bulRgeldbewehrt ist.

Zu Artikel 4
Nummer 1 (§ 93 Absatz 3)

Die Vorschrift des § 42a des Bundesdatenschutzgesetzes soll bereichsspezifisch auch fur
Bestands- und Verkehrsdaten nach § 3 Nummer 3 und 30 des Telekommunikationsgeset-
zes Anwendung finden.

Nummer 2 (§ 95 Absatz 5)

Es handelt sich um eine Anderung des Telekommunikationsgesetzes, die aus der Einfiih-
rung eines entsprechenden Kopplungsverbotes im Bundesdatenschutzgesetz folgt. Bisher
besteht das eingeschrankte Kopplungsverbot nach § 95 Absatz 5 des Telekommunikati-
onsgesetzes als eine Spezialregelung fur Anbieter von Telekommunikationsdiensten. Aus
der Einfihrung eines Kopplungsverbotes im Bundesdatenschutzgesetz ergibt sich die
Notwendigkeit, das bereits bestehende Kopplungsverbot im Telekommunikationsgesetz
an die neue Regelung im Bundesdatenschutzgesetz anzupassen, um klarzustellen, dass
beide Kopplungsverbote inhaltlich deckungsgleich sind und sich lediglich an unterschiedli-
che Adressaten, namlich auf der einen Seite an die nichtoffentlichen Stellen im Sinne des
Bundesdatenschutzgesetz und auf der anderen Seite an die Diensteanbieter im Sinne des
Telekommunikationsgesetzes, richten. Es wird klargestellt, dass das Kopplungsverbot
greift, wenn ein anderer Zugang zu einem Telekommunikationsdienst ohne Einwilligung
nicht oder nicht in zumutbarer Weise mdglich ist.
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Zu Artikel 5

Das Bundesdatenschutzgesetz ist zuletzt im Jahre 2003 bekannt gemacht worden. Da es
seither mehrfach und in gréllerem Umfang gedndert worden ist, erlaubt Artikel 5 eine
Neubekanntmachung.

Zu Artikel 6
Die Vorschrift regelt das Inkrafttreten des Gesetzes.

Artikel 1 des Gesetzes, das Datenschutzauditgesetz, soll am Tag nach der Verkindung in
Kraft treten, damit sich der Datenschutzauditausschuss frihzeitig konstituieren und mit
der Erarbeitung und dem Beschluss von Richtlinien zur Verbesserung des Datenschutzes
und der Datensicherheit als Grundlage fur die Kennzeichnung mit dem Datenschutzaudit-
siegel beginnen kann. Es soll weiterhin frihzeitig ermoéglicht werden, dass sich private
Kontrollstellen grinden und zulassen. Schlief3lich sollen Bund und Lander frihzeitig in die
Lage versetzt werden, von der Ermachtigung zum Erlass von als notwendig erachteter
Rechtsverordnungen Gebrauch zu machen. Die Mdglichkeit, ein Datenschutzaudit nach
dem Datenschutzauditgesetz durchzufiihren, soll nach § 20 Datenschutzauditgesetz auf-
grund dieser notwendigen Vorbereitungsmaflinahmen erst ab dem 1. Juli 2010 mdglich
sein.

Artikel 2, 3 und 4 des Gesetzes sollen am 1. Juli 2009 in Kraft treten. Aufgrund der Uber-
gangsvorschrift in Artikel 2 Nummer 10 verbleiben den betroffenen verantwortlichen Stel-
len damit drei Jahre, ihre Datenbestdnde den neuen Anforderungen anzupassen und Da-
ten nach der neuen Fassung des § 28 des Bundesdatenschutzgesetzes zu erheben.





